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Abstract 

Since the launch of Bitcoin in 2009, the cryptocurrency market has significantly 

evolved and is beginning to introduce itself into global financial institutions. A major 

factor causing the development and growth of cryptocurrencies is due to an increase 

in public awareness and adoption, which led to cryptocurrencies challenging global 

commodity currencies and being a preferred payment instrument. From this, it can be 

derived that public perceptions of cryptocurrencies are influencing factors for the 

future growth, adoption, and use of cryptocurrencies as a global payment instrument.  

¢Ƙƛǎ ǊŜǎŜŀǊŎƘ ǇŀǇŜǊ ƛŘŜƴǘƛŦƛŜǎ Ƙƻǿ ǇŜƻǇƭŜΩǎ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ǇŜǊŎŜǇǘƛƻƴǎ Ŏŀƴ ōŜ 

altered with the use of positive and negative cryptocurrency information. This is done 

by assessing ǘƘŜ ǘŜŎƘƴƻƭƻƎƛŎŀƭ ŀǘǘǊƛōǳǘŜǎ ŀƴŘ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ 

cryptocurrencies, which were made the variables in this research paper and include 

trust, security, privacy, financial gain, sustainability, and perceived risks. Previous 

research has explained why ǘƘŜǎŜ ŀǘǘǊƛōǳǘŜǎ ŀǊŜ ƳŀƧƻǊ ƛƴŦƭǳŜƴŎŜǊǎ ƻŦ ǇŜƻǇƭŜΩǎ 

ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀƴŘ ǿƘȅ ǘƘŜȅ ŘŜǘŜǊƳƛƴŜ ŀ ǇŜǊǎƻƴΩǎ ǿƛƭƭƛƴƎƴŜǎǎ ǘƻ 

ŀŘƻǇǘ ǘƘŜƳΦ ¢ƻ ǳƴŘŜǊǎǘŀƴŘ Ƙƻǿ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŎƘŀƴƎŜΣ ŀƴ 

online survey was created where participants were asked to answer a set of questions 

about the attributes of cryptocurrencies based on their opinions, and then answer the 

same set of questions following a positive or negative video about cryptocurrency 

attributes. The survey results were analyzed to determine which of the questions 

were significantly impacted by the video, as well as which survey caused a greater 

change in the survey results. The results have shown that several of the participantsΩ 

cryptocurrency perceptions were altered following the video intervention. 

Furthermore, a significant difference was identified in at least one of the questions 

from each of the considered variables. Moreover, the results have shown which of the 

two surveys caused a greater change in the participants mean responses before and 

after the video. Participants that had previous cryptocurrency experience have shown 

to be less concerned about the potential risks of cryptocurrencies, due to having prior 

experience and knowledge of them. Changing public perceptions of cryptocurrencies 

is possible and is relative to the type of information a person is exposed to.  
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1 Introduction 

Over the last decade, the use, application, and adoption of cryptocurrencies has 

developed to an extent, that they now challenge the biggest commodity currencies, 

such as the Dollar, Euro, Yen, etc. (Nagpal, 2017). Since the creation of the first 

cryptocurrency Bitcoin in 2009, Bitcoin has retained its structure, however, has 

managed to integrate itself into contemporary, changing world economies, through 

increased customer demand (DeVries, 2016). Cryptocurrencies based on blockchain 

ensure data privacy and security to consumers; one of the key reasons for 

cryptocurrenciesΩ success in the financial industry (Banerjee et al., 2018). 

A cryptocurrency is a digital asset based on encryption that can be used as a medium 

of exchange in a peer-to-peer network (DeVries, 2016). In order to record 

transactions, cryptocurrencies rely on the blockchain (Banerjee et al., 2018). The 

blockchain is a distributed ledger technology that records peer-to-peer transactions 

in the form of blocks (ibid). The blockchain is considered a secure network for 

recording transactions, due to the complexity of altering information and its difficulty 

of being hacked (Wang et al., 2018). Therefore, because cryptocurrencies rely on the 

blockchain to record all transactions, it makes cryptocurrencies more secure, private, 

and personal, which is one of the crucial reasons why many prefer it over commodity 

currencies (ibid). The most popular cryptocurrency, with the biggest market 

capitalization ($1.058 trillion as of April 2021) is Bitcoin (Cryptocurrency Prices, Charts 

And Market Capitalizations, n.d.-a). Furthermore, it is decentralized, as it is not 

controlled by the government (Klarin, 2020).  

1.1 Practical Relevance 

The findings of this research paper will contribute to the existent literature in many 

ways. The first contribution is to ǳƴŘŜǊǎǘŀƴŘ Ƙƻǿ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ǊŜƎŀǊŘƛƴƎ 

cryptocurrencies change in the case that they are exposed to positive and negative 

cryptocurrency information. The second contribution will be to understand the 

concerns that people have regarding cryptocurrencies, which inevitably determines 

the barrier between cryptocurrency and its adoption. The third contribution is to use 

previous research to help to predict the future applications and use cases of 

cryptocurrencies in the financial technology industry. The last contribution will be to 
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predict the growth and adoption of cryptocurrencies, due to an increase in customer 

demand, by looking at the past development in cryptocurrency adoption.  

The importance of this topic is that it will introduce the movement from commodity 

currencies to cryptocurrencies ōȅ ŀƴŀƭȅȊƛƴƎ Ƙƻǿ ǇŜƻǇƭŜΩǎ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ǇŜǊŎŜǇǘƛƻƴǎ 

can be altered. Moreover, once cryptocurrencies begin to take their position in the 

world economy, more users will be aware of what cryptocurrencies are, and why they 

should be chosen over previously used commodity currencies. By being an early 

adopter of cryptocurrencies, one becomes more aware of some of its applications, for 

example trading and the purchasing of goods and services, which can have a greater 

advantage over others (for example by purchasing a certain amount of 

cryptocurrencies today, knowing that its worth will increase in the future, due to the 

increase in demand).  

The biggest factor that determines the future of cryptocurrencies are the perceptions 

of people regarding its use, adoption, and application, as well as some of its attributes 

such as trust, security, privacy, financial gain, sustainability, perceived risks, etc. This 

paper will study the perceptions of individuals regarding cryptocurrencies, as well as 

how their perceptions change after they are exposed to positive and negative 

information about them. This will help to determine the extent to which people are 

interested and willing to buy cryptocurrencies, which will decide upon its impact on 

the world economies.  

1.2 Aim of Research 

In this thesis I investigate to predict what factors influence and determine an 

ƛƴŘƛǾƛŘǳŀƭΩǎ ǇŜǊŎŜǇǘƛƻƴ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ and how those perceptions can be altered 

with positive and negative information. From this, the main research question can be 

formulated as: 

RQ: Iƻǿ Řƻ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ŎƘŀƴƎŜ ǊŜƎŀǊŘƛƴƎ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ǿƘŜƴ ǘƘŜȅ ŀǊŜ 

exposed to positive and negative cryptocurrency information?  
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Questions that need to be considered when answering the main research question 

are: 

- To what extent is a risk-averse person less likely to invest into cryptocurrency? 

- Does gender impact the likelihood to invest into cryptocurrency? 

- To what extent do perceived cryptocurrency risks differ between a person with 

no cryptocurrency experience and a person with previous cryptocurrency 

experience? 

All of these questions will be answered with an evaluation of existing literature in the 

literature review and the survey.  

2 Literature Review 

2.1 Blockchain 

Similarly to Bitcoin, the blockchain was first proposed in 2008, and implemented in 

2009 (Wang et al., 2018) and was used by Satoshi Nakamoto as a core component of 

cryptocurrency (Al-Essa, 2019). The blockchain is a public ledger, that stores all 

cryptocurrency peer-to-peer transactions as blocks in the chain (ibid). The blockchain 

is built up on asymmetric cryptography and a distributed consensus algorithm (ibid). 

In the blockchain technology, transactions are not based on trust, but mainly based 

on proof of the two users that are involved in the cryptocurrency transaction, 

therefore making a third party unnecessary (ibid). Furthermore, the blockchain 

technology is able to perform its work in a decentralized environment, ǿƘƛŎƘ Ŏŀƴ ōŜ 

ŘƻƴŜ ōȅ ƛƴǘŜƎǊŀǘƛƴƎ ǎƻƳŜ ƻŦ ǘƘŜ ŦǳƴŘŀƳŜƴǘŀƭ ǘŜŎƘƴƻƭƻƎƛŜǎΣ ǎǳŎƘ ŀǎ ǘƘŜ ŎǊȅǇǘƻƎǊŀǇƘƛŎ 

ƘŀǎƘΣ ǘƘŜ ŘƛƎƛǘŀƭ ǎƛƎƴŀǘǳǊŜ όǿƘƛŎƘ ǊŜŦŜǊǎ ǘƻ ǘƘŜ ŀǎȅƳƳŜǘǊƛŎ ŎǊȅǇǘƻƎǊŀǇƘȅ ƳŜŎƘŀƴƛǎƳύ 

ŀƴŘ ŀ ŘƛǎǘǊƛōǳǘŜŘ ŎƻƴǎŜƴǎǳǎ ƳŜŎƘŀƴƛǎƳΣ ǿƘƛŎƘ ŀƭƭ ŎƻƴǘǊƛōǳǘŜ ǘƻ ǘƘŜ ǾŜǊƛŦƛŎŀǘƛƻƴ ƻŦ ŀ 

ǘǊŀƴǎŀŎǘƛƻƴ ό²ŀƴƎ Ŝǘ ŀƭΦΣ нлмуύΦ 5ǳŜ ǘƻ ǘƘŜǎŜ ŦŀŎǘƻǊǎΣ ǘƘŜ ōƭƻŎƪŎƘŀƛƴ Ŏŀƴ ǊŜƳŀƛƴ 

ŜŦŦƛŎƛŜƴǘ ŀƴŘ ǎŜŎǳǊŜΣ ŀƴŘ ŀƭǎƻ ƎǊŜŀǘƭȅ ǊŜŘǳŎŜ Ŏƻǎǘǎ ƻŦ ŦƛƴŀƴŎƛŀƭ ǘǊŀƴǎŀŎǘƛƻƴǎΣ ǿƘƛŎƘ ƛǎ ŀ 

ǘǊŜƴŘ ƻǳǊ ǿƻǊƭŘ ƛǎ ƭŜŀŘƛƴƎ ǳǇ ǘƻΦ ¢ƻŘŀȅΣ .ƛǘŎƻƛƴ ŀƴŘ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǊŜƳŀƛƴ ǘƘŜ Ƴƻǎǘ 

ǇƻǇǳƭŀǊ ŀǇǇƭƛŎŀǘƛƻƴ ƻŦ ǘƘŜ ōƭƻŎƪŎƘŀƛƴΦ  
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Lƴ ƻǊŘŜǊ ǘƻ ŜȄǇƭŀƛƴ ǘƘŜ ǇǊƻŎŜǎǎ ƻŦ ǘƘŜ ōƭƻŎƪŎƘŀƛƴ ǘŜŎƘƴƻƭƻƎȅΣ ƛǘ ƛǎ ōŜǎǘ ǘƻ ǘŀƪŜ ŀƴ 

ŜȄŀƳǇƭŜ ƻŦ ŀ ǎƛƳǇƭŜΣ Řŀƛƭȅ ǘǊŀƴǎŀŎǘƛƻƴ ǘƘŀǘ ƛƴǾƻƭǾŜǎ ǘƘŜ ǳǎŜ ƻŦ ǘƘŜ ōƭƻŎƪŎƘŀƛƴΤ 

WƻƴŀǘƘŀƴΩǎ ƻƴƭƛƴŜ ǇǳǊŎƘŀǎŜ ƻŦ ŀ ŎƻŦŦŜŜ ƳǳƎ ƻƴ !ƭƛ9ȄǇǊŜǎǎΦ 

1. In order for a block to be added onto the blockchain, a transaction must occur. 

Jonathan has decided to buy a new coffee mug on AliExpress and has placed 

a purchase order for it. In most cases, WƻƴŀǘƘŀƴΩǎ transaction will be placed 

together with thousands of other transactions in the same block, meaning his 

information will be stored with the transaction information ƻŦ ƻǘƘŜǊΩǎ (time, 

date, and price) (Reiff, 2020).  

2. The transaction that has been made must be verified by a network of 

computers (ibid). The network of computers verify that the transaction 

occurred with the same credentials as Jonathan has placed his order for (ibid). 

The computers verify the time, price, and participants of the transaction 

(ibid). 

3. !ŦǘŜǊ WƻƴŀǘƘŀƴΩǎ ǘǊŀƴǎŀŎǘƛƻƴ Ƙŀǎ ōŜŜƴ ǾŜǊƛŦƛŜŘΣ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ƻŦ ǘƘŜ 

transaction must be stored in a block, which will contain hundreds or 

thousands of transactions similar to his (ibid). 

4. The created block must be given a hash (ibid). A hash is a unique code that 

contains inputs of letters and numbers, and once it is encrypted, it becomes 

a code of a fixed length (Wang et al., 2018). The block is given the hash of the 

last block that is added to the blockchain, which is also known as the parent 

block (ibid). Once the block is hashed, it can finally be added to the blockchain 

(Reiff, 2020). 

DŜƴŜǊŀƭƭȅΣ ǘƘŜ ōƭƻŎƪŎƘŀƛƴ ǘŜŎƘƴƻƭƻƎȅ ƛǎ ƪƴƻǿƴ ŦƻǊ ƛǘǎ п ƪŜȅ ŎƘŀǊŀŎǘŜǊƛǎǘƛŎǎ ό²ŀƴƎ Ŝǘ ŀƭΦΣ 

нлмуύΦ 

- Decentralization refers to any peer-to-peer transaction, without the 

involvement of a central agency (Wang et al., 2018). 

- Immutability refers to the complexity of changing and altering information 

that has already been verified and exists on the blockchain (ibid). Any 

falsification would be easily recognized (ibid). 
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- Auditability refers to the simplicity of tracing previous transactions, as they 

have been verified and recorded with the transactionΩǎ ƛnformation on the 

blockchain (ibid). This facilitates the tracing of previous transactions (ibid). 

- Anonymity refers to the absence of a central party that keeps track of a userΩs 

information, therefore providing privacy to each user (ibid). On the other 

hand, due to the intrinsic constraints, blockchain privacy cannot always be 

guaranteed (ibid). 

2.2 Cryptocurrency 

In 2008, an unknown figure to this day, Satoshi Nakamoto, created Bitcoin, the first 

and most popular cryptocurrency in the world (DeVries, 2016). Cryptocurrency is an 

encrypted digital currency that is used to conduct secure and private peer-to-peer 

transactions in exchange networks (ibid). Bitcoin is a cryptocurrency and is not 

electronic money, as electronic money is simply money that is deposited into an 

account through a payment terminal or bank, meanwhile cryptocurrency is an asset 

produced through the internet and not associated with any usual currencies 

(Bondarenko et al., 2019). !ƭǘƘƻǳƎƘ .ƛǘŎƻƛƴΩǎ ǎǘǊǳŎǘǳǊŜ Ƙŀǎ ǊŜƳŀƛƴŜŘ ǘƘŜ ǎŀƳŜ ǎƛƴŎŜ 

its launch in 2009, the impact of constantly changing and fluctuating world markets 

has created a greater consumer demand for cryptocurrencies, more than expected 

back in 2009 (DeVries, 2016). The main reason for this increase in demand is because 

of the exponential growth in the price of cryptocurrencies, especially Bitcoin, which 

has grown over 5000% since April 2017, when the first major awareness of 

cryptocurrencies arose (Conti et al., 2017). Therefore, the public wanted to exploit 

.ƛǘŎƻƛƴΩǎ ǿŜŀƪƴŜǎǎ ŦƻǊ ǇǊƻŦƛǘΣ ŎŀǳǎƛƴƎ ǘƘŜ awareness of and use of cryptocurrencies to 

exponentially increase (ibid). Another reason for this increase in demand, is the 

decentralization of cryptocurrencies, meaning users are able to have self-control over 

their assets, which is different to centralized authorities, such as banks, that are in 

control of your assets, without the user knowing where this money is going and what 

it is used for (ibid). Another reason for this is the growth of the digital space and digital 

technologies, which are increasing in popularity as they facilitate daily processes by 

making them safer, faster, and more trustworthy, such as paying, investing, lending, 

etc. (Bondarenko et al., 2019).  
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There are many services and platforms that report and update information regarding 

cryptocurrencies (such as prices of cryptocurrencies, news, upcoming Initial Coin 

Offerings, etc.), and the most popular and easy-to-use platform for tracking 

cryptocurrency information is Coinmarketcap. One variable that determines the 

άǇƻǇǳƭŀǊƛǘȅέ ƻŦ ŀ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ is its market capitalization, which is calculated by 

multiplying the total amount of coins in circulation by the current market price of a 

single coin. Figure 1.1 presents some noteworthy cryptocurrency statistics taken from 

Coinmarketcap.  

 

Figure 1.1 ς Cryptocurrency statistics as of April 19th, 2021 

From figure 1.1, it can be seen that Bitcoin is the biggest cryptocurrency by market 

capitalization, and holds a 51.6% market capitalization dominance against all other 

altcoins, including Ethereum (ETH), Binance Coin (BNB), and all of the other 9369 

cryptocurrencies as of date. An altcoin is any cryptocurrency other than Bitcoin. 

Looking at the statistics of cryptocurrency growth, in 2013, only a mere 8 

cryptocurrencies existed (Nagpal, 2017) and this figure has grown to 9,346 

cryptocurrencies as of April 2021, with new cryptocurrencies still launching through 

ICOΩǎ (Initial Coin Offerings) (Klarin, 2020). According to Coinmarketcap ŀƴŘ ŦƛƎǳǊŜ 

мΦмΣ ǘƘŜ ƳŀǊƪŜǘ ŎŀǇƛǘŀƭƛȊŀǘƛƻƴ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ Ƙŀǎ ƛƴŎǊŜŀǎŜŘ ŦǊƻƳ Ϸн ōƛƭƭƛƻƴ ǘƻ Ϸму 

ōƛƭƭƛƻƴ ŦǊƻƳ нлмо ǘƻ ŜŀǊƭȅ нлмт ŀƴŘ ǎǇƛƪŜŘ ŀǘ ŀ ƳŀǊƪŜǘ ŎŀǇƛǘŀƭƛȊŀǘƛƻƴ ƻŦ ϷнΦн ǘǊƛƭƭƛƻƴ ƻƴ 

CŜōǊǳŀǊȅ мсǘƘΣ нлнм (Cryptocurrency Prices, Charts And Market Capitalizations, n.d.-a)Φ 
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¢ƘŜ ȅŜŀǊ нлмт π ŜŀǊƭȅ нлму ŀƴŘ ŜƴŘ ƻŦ нлнл ς !ǇǊƛƭ нлнм ƛǎ ŀ ǘƛƳŜ ƻŦ ǘƘŜ 

άŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ƘȅǇŜέΣ ƛƴ ǿƘƛŎƘ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ƳŀŘŜ ƛǘǎ ƳŀƧƻǊ ŀǇǇŜŀǊŀƴŎŜ ƛƴ ǘƘŜ 

ŜȅŜǎ ƻŦ ǘƘŜ ǇǳōƭƛŎΦ IƻǿŜǾŜǊΣ ƭƻƻƪƛƴƎ ŀǘ ǘƘŜ ŎǳǊǊŜƴǘ ƳŀǊƪŜǘ ŎŀǇƛǘŀƭƛȊŀǘƛƻƴ ŀƴŘ ŘŜƳŀƴŘΣ 

ƛǘ Ŏŀƴ ōŜ ǎǘŀǘŜŘ ǘƘŀǘ !ǇǊƛƭ нлнм ƛǎ ǘƘŜ ƘƛƎƘŜǎǘ ǊŀǘŜ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŀǿŀǊŜƴŜǎǎΣ ǿƘŜǊŜ 

ǇŜƻǇƭŜ ŀǊŜ Ƴƻǎǘ ƭƛƪŜƭȅ ǘƻ ŀŘƻǇǘ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ǘƻ ƴƻǘ Ŧŀƭƭ ōŀŎƪ ƻƴ ǘǊŜƴŘǎ ŀƴŘ ƳŀƪŜ 

ŀ ǊŜǘǳǊƴ ƻƴ ǘƘŜƛǊ ƛƴǾŜǎǘƳŜƴǘΦ 

2.2.1 Applications of Cryptocurrencies 

With an increase in awareness and popularity of cryptocurrencies, its applications 

have continued to develop, and many daily activities now involve the use of 

cryptocurrency due to its favorable technological attributes, in comparison to 

previously used commodity services (Nagpal, 2017). The most popular use of 

cryptocurrency is revolved around financial and payment services (ibid). Such services 

include investing into digital assets, cryptocurrency trading, purchasing goods and 

services, and sending or receiving money (ibid). 

Firstly, cryptocurrency makes it possible for users around the world to invest in any 

digital asset, and potentially gain a return on their investment, which is the overall 

goal of any investor (Chuen et al., 2017). Users begin to see a change in their invested 

value once the price of the bought cryptocurrency changes, for example, if the price 

of a cryptocurrency is higher than the price the user has initially purchased for, the 

user is making a profit on their investment, and vice-versa. The worth of a 

cryptocurrency is determined solely by the market and derived by its supply and 

demand, and functions similarly to commodities on the stock market (Nagpal, 2017). 

As described in aƛƪƘŀȅƭƻǾΩǎ (2020) paper άCryptocurrency Market Analysis from the 

Open Innovation PerspectiveέΣ the volatility of the cryptocurrency market is caused by 

investor sentiment, which states that the market-wide sentiment has a stronger 

impact on cryptocurrencies, as once a user sees a rise in the price of a cryptocurrency, 

they have a positive investor sentiment, leading to an increase in demand for that 

token. Cryptocurrency can be an attractive investment due to its volatility in price, 

making it riskier, which is not so apparent with other investment opportunities, such 

as stock investment, foreign exchange investment, etc. that have less volatility and 

lower risk (Chuen et al., 2017). Cryptocurrencies like Bitcoin have a finite amount that 

will ever be generated, which is 21 million (out of which 18.7 million have already 
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been mined), meaning Bitcoin is scarce, which ƎƛǾŜǎ ƛǘ άƛƴǘǊƛƴǎƛŎέ ǾŀƭǳŜΣ ǿƘƛŎƘ ŎƻǳƭŘ 

be an influential factor in its price (Brekke & Fischer, 2021). Furthermore, there are 

many ways to adopt cryptocurrencies. Some of the most popular ways include 

through cryptocurrency exchange systems (Binance, Coinbase, Kucoin, etc.), through 

certain banks that offer cryptocurrency purchasing and investment such as Revolut, 

Cashaa, etc. and even through vending machines (ibid). The accessibility of adopting 

cryptocurrencies also makes the investment more attractive, which is partially due to 

its decentralized attributes, making anyone with an internet access applicable to own 

cryptocurrencies (ibid). The partial explanation for the growth of the total 

cryptocurrency market capitalization is because the general public and firms have 

realized the potential returns of investing into cryptocurrencies and wanted to join 

the bandwagon, and by adopting cryptocurrencies, the market capitalization 

increased. For example, according to Coinmarketcap, since Bitcoin surpassed its 

previous all-time-high market capitalization of 2018 ($279 billion) in November 2020, 

its price went up by 253% as of time of writing and seeing these potential investment 

gains are very attractive to the public (Cryptocurrency Prices, Charts And Market 

Capitalizations, n.d.-b). A study by Glaser et al. (2014) has revealed that when a user 

purchases Bitcoin, the main reason is for a speculative investment (Baur et al., 2017). 

This is why the demand for cryptocurrency investment increased, causing an increase 

in cryptocurrency prices and total market capitalization.  

Secondly, following the purchasing of cryptocurrencies, they can be used to trade with 

on different cryptocurrency exchange markets, with the intent of making a profit on 

the investment (Muftic et al., 2017). Once a cryptocurrency is purchased, the user 

decides on their own strategy and decision of how they will use their cryptocurrency 

to make a profit (ibid). There exist three types of trading strategies, namely technical, 

fundamental, and recently, quantitative (Fang et al., 2021). A technical trading 

strategy involves an analysis of the historical patterns of transaction data, which is 

used by traders to determine the current and future market conditions, in order to 

make a return on the investment (ibid). A fundamental trading strategy involves an 

analysis of the events of the cryptocurrency company to determine when the 

cryptocurrency should be bought and sold for profit (ibid). A quantitative strategy is 

similar to a technical one but uses a technical software to conduct the trades for the 

user, by looking at the prices, volume, technical indicators, etc. (ibid). If the user 
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decides to take out their investment and put it into a different cryptocurrency, it can 

be done through pairs such as BTC/ETH, XRP/BTC, etc. where the user pays lower 

transaction fees than first changing their cryptocurrency to a fiat cryptocurrency 

(BTC/USDT for example), and then purchasing their desired cryptocurrency 

(ETH/USDT for example). There are lots of advantages to cryptocurrency trading. 

Firstly, the cryptocurrency trading market is a 24-hour market, allowing users to trade 

at any time they want (ibid). This is unlike the stock market where trading is possible 

only on weekdays from 9:30AM ς 4PM, which is because stocks are centralized, 

meanwhile cryptocurrencies are decentralized. Secondly, trading cryptocurrencies is 

pseudonymous, and does not make the traders identity public, which provides an 

advantage regarding user privacy (ibid). Thirdly, because cryptocurrencies are based 

on peer-to-peer transactions, they do not rely on financial institution intermediaries, 

resulting in fewer transaction fees for the trader (ibid).  

Thirdly, cryptocurrencies are widely used to purchase goods and services not only 

online, but also in brick-and-mortar facilities. As of right now, cryptocurrency can be 

used as an alternative monetary equivalent to money that is issued by a central 

authority, however, is decentralized and more secure (Sukarno & Pujiyono, 2020). 

Companies accepting cryptocurrency payments are increasing, some of the current 

ƴƻǘŀōƭŜ ƻƴŜǎ ōŜƛƴƎ .ŀǊƴŜǎ ϧ bƻōƭŜΣ .ŀǎƪƛƴ wƻōōƛƴǎΣ DŀƳŜ{ǘƻǇΣ !ƳŀȊƻƴΩǎ ²ƘƻƭŜ 

Food Market, etc. (ibid). The process of paying for goods and services is done through 

initiating an order for the good or service, deciding on the cryptocurrency token 

needed for the transaction, transferring the required amount of cryptocurrency onto 

the account of the seller, and once the payment is received, the customer can receive 

their good or service (Semenchuk & Andreev, 2019). Another option of paying with 

ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ƛǎ ǘƘǊƻǳƎƘ /ǊȅǇǘŜǊƛǳƳΩǎ global ά/ǊȅǇǘƻ Debit CŀǊŘέ, where the user 

can top up a virtual or plastic card with cryptocurrencies, which are then converted 

into fiat money and can be used for purchasing goods and services offline and online 

and withdrawing funds from an ATM (Crypterium, n.d.). In 2018, Crypterium created 

a customer survey to better understand how to increase customer adoption of 

cryptocurrencies, and out of the 400,000 participants, 70% of them stated that 

cryptocurrency cards are needed for mass adoption and issuing them was a great leap 

towards the overall awareness, adoption, and use of cryptocurrencies in day-to-day 

activities (ibid). Once awareness about attributes of cryptocurrencies such as 
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decentralization, security, privacy, and time saving increase, this will lead to an 

increase in the use and adoption of cryptocurrency paying methods, on a public and 

corporate scale. 

Lastly, cryptocurrency is used as an instrument for transferring and receiving money 

from anyone in the world in a much faster and cheaper matter. The finances that a 

cryptocurrency user holds can be found in the cryptocurrency wallet of the user, and 

when transferring funds to another user, it is sent to their wallet. A cryptocurrency 

wallet is a digital wallet, essentially a computer program, that provides the user access 

to data on the blockchain, which can then be seen by the user, as well as have the 

user add new information onto the blockchain (Semenchuk & Andreev, 2019). In other 

words, cryptocurrency wallets have access to the users public and private keys, 

allowing users to keep track of their cryptocurrencies, and to receive and send 

cryptocurrencies (ibid). By using cryptocurrencies for sending and receiving money, 

individuals that are unknown to each other can safely perform transactions without a 

third-party intermediary, and do not need to trust one another (Muftic et al., 2017). 

A practical benefit of being able to send any digital asset to another user is that a 

guarantee exists for the safety of the transfer of funds, and this cannot be challenged, 

due to the use of the blockchain public ledger in cryptocurrency transactions (ibid). 

Another benefit of transacting with cryptocurrency are the low transaction fees in 

comparison to other financial service companies such as Western Union. For instance, 

by using the TRC-20 (a technical standard that is used for smart contracts on the Tron 

Blockchain) to send USDT (Tether, a stablecoin) to another cryptocurrency wallet, the 

user sending the digital assets pays a 1$ transaction fee for any amount they wish to 

send (TRON Developer Group, 2021). Another useful benefit of transacting with 

cryptocurrency is the speed of the transactions (Titov et al., 2021). For instance, 

sending Bitcoin from one cryptocurrency wallet to another takes between 1-60 

minutes, and 10-20 minutes on average (ibid). 

Overall, the main abilities of cryptocurrencies can make them more attractive to the 

public, as they are more secure, time efficient, and cheaper than traditional financial 

services, and I believe an increase in the awareness of these factors will increase the 

adoption and the use of cryptocurrencies in the future. 
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2.2.2 Mining 

There are a number of ways how cryptocurrencies can be created and released into 

market circulation for purchasing and trading. One way of creating cryptocurrency is 

ǘƘǊƻǳƎƘ άƳƛƴƛƴƎέΣ ǿƘƛŎh is how more Bitcoin, Monero, Ethereum Classic, etc. are 

released into market circulation (Aljabr et al., 2019). To describe the process of 

cryptocurrency mining, Bitcoin will be taken as an example. Bitcoin mining involves 

the blockchain, which records cryptocurrency transactions in the form of blocks, in 

which each block contains a hash value and the hash value of the preceding block (Eyal 

& Sirer, 2013). A valid block on the blockchain contains a solution to a complex 

mathematical puzzle, which involves the hash of the preceding block, the hash of the 

transactions in the block at hand, and a Bitcoin address, to which rewards for solving 

the mathematical puzzle will be sent (ibid). In order to create a new block and find a 

suitable and unused hash, a node (a powerful computer running the Bitcoin software 

and the blockchain) is used, and this process is what is known as Bitcoin mining (ibid). 

¢ƘŜ ƳƛƴŜǊǎ ǘƘŜƴ ŀǘǘŜƳǇǘ ǘƻ ƻōǘŀƛƴ ǘƘŜ άtǊƻƻŦ-of-²ƻǊƪέ ŀƴŘ ǘƘŜ ŦƛǊǎǘ ƴƻŘŜ ǿƘƛŎƘ 

solves the complex mathematical puzzle and finds the hash is rewarded with 6.25 BTC 

(as of time of writing), and this is how new Bitcoins are released into the market 

circulation, which happens approximately every ten minutes and generally consumes 

a lot of memory space and energy (ibid). Another popular process of creating 

cryptocurrency tokens is through the forging algorithm, which uses a consensus of 

άtǊƻƻŦ-of-{ǘŀƪŜέ ƛƴǎǘŜŀŘ ƻŦ άtǊƻƻŦ-of-²ƻǊƪέΣ ŀƴŘ ƛǎ ƎŜƴŜǊŀƭƭȅ ŎƻƴǎƛŘŜǊŜŘ ŦŀǎǘŜǊΣ ƳƻǊŜ 

ecological, and utilizes less energy, making it a cheaper and more sustainable 

alternative (Popov, 2016).  

2.3 Characteristics of Cryptocurrencies 

In order to understand why cryptocurrencies are so revolutionary, it is important to 

look at the characteristics that explain why this asset can impact world economies in 

the future and integrate itself into ǇŜƻǇƭŜΩǎ everyday lives.   

2.3.1 Decentralization 

Decentralization in cryptocurrency means that there is no single group or institution 

that controls the cryptocurrency network, and that the owner of the cryptocurrency 

is in full control of it (Fang et al., 2021). The decentralized attributes of cryptocurrency 
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make them more attractive to the general public, which is one of the main reasons 

why people turn to cryptocurrencies (Radivojac & Grujiŏ, 2019), and why it has 

potential in the financial industry in the future. It becomes attractive to the public as 

the users can have full control over their money, and do not have to worry about a 

bank or government not being able to pay them the full amount, in the case of a 

potential bankruptcy of the bank, or a poor government economy (ibid). Furthermore, 

this means that people can now purchase goods and services, without the government 

knowing about the purchase (ibid). However, this has caused great speculation by the 

Financial Crimes Enforcement Network, the FBI, etc. as decentralized transactions 

have made it possible to conduct illegal activities, such as money laundering, drug 

selling, the smuggling of weapons, etc. (ibid). Unfortunately, unless cryptocurrency 

will be recognized and supported by the government of a country, it will be almost 

impossible for everyone to switch to solely using cryptocurrencies (Frebowitz, 2018). 

This is because it would make it difficult for the government to keep track of the 

salaries of their countrȅΩǎ employees, and that way the employees could avoid paying 

taxes on their salaries (ibid). For the government to be in full support of 

cryptocurrency, it needs a way to track the monetary inflows and outflows of the 

persons account, which would eliminate ŎǊȅǇǘƻŎǳǊǊŜƴŎȅΩǎ attribute of 

decentralization (ibid). Generally, decentralization makes cryptocurrency more 

private, as your cryptocurrency transactions are pseudonymous and more secure, as 

users are able to have full control over their finances. 

2.3.2 Security of Cryptocurrencies 

The security of cryptocurrencies is an influential factor in determining the adoption 

and growth of cryptocurrency use in the future. In this section, Bitcoin and the Bitcoin 

network will be evaluated. Three factors that make up cryptocurrency security are the 

blockchain & mining, consensus, and key management (Conti et al., 2017).  

The blockchain assists cryptocurrency by integrating its entire network transaction 

history into its public ledger (ibid). Tempering with information already on the 

blockchain is almost impossible, due to the changes in the hash values of the current 

and subsequential blocks (ibid). This ensures security, as hackers are not able to falsify 

previously placed data on the blockchain. The miners play an important role in 

regulating the blockchain, for example miners have to verify the creation of a block 
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that will be added onto the blockchain by solving a mathematical crypto puzzle, and 

if this is done fairly, miners are rewarded with 6.25 Bitcoin as of time of writing (ibid).  

The consensus protocol refers to the Proof-of-Work (PoW) consensus algorithm. PoW 

is a decentralized consensus system that requires solving a complex mathematical 

puzzle, resulting in creating a block on the blockchain, and being rewarded for it (Conti 

et al., 2017). Therefore, because a financial and time investment is required to start 

mining, it gives an incentive to miners to be fair with their work in the blockchain, as 

if there is any cheating involved, the miner is forever banned from the Bitcoin 

network, and therefore would lose money on their initial investment (ibid). 

Furthermore, this eliminates any cryptocurrency user having absolute power over the 

blockchain, as even users with a high capital cannot influence the decisions of the 

entire blockchain (ibid). Generally, PoW manages the high scalability of nodes that 

want to take part in mining, and also remains fully decentralized. However, the PoW 

network is still prone to attacks, such as the ones mentioned in table 1.1.  

Key management refers to a cryptocurrency user being in control of their public and 

private keys, and how it creates more security in the system. The benefit of a private 

key is that hackers are unable to steal Bitcoin from an account without having the 

private key of the user, as they do not have access to spending the cryptocurrency in 

the form of digitally signed transactions (Conti et al., 2017). Considering the private 

key is usually kept offline, it makes it exponentially harder for the hacker to obtain it 

(ibid). Furthermore, the use of the hash of the public key for receiving transactions 

from others provides anonymity to the user, and also cannot be used to hack into the 

system of the user (ibid). 

However, the blockchain is not fully secure from attacks, as incidents and attempts of 

attacks have previously happened. Table 1.1 presents a chart with some of the major 

attacks on cryptocurrencies and the Bitcoin network. 
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Table 1.1 ς Attacks on the Bitcoin network and the PoW consensus protocol 

Attack Description Primary Target Impact on User Potential Countermeasures 

Double 

Spending 

SǇŜƴŘƛƴƎ ǘƘŜ ǎŀƳŜ .ƛǘŎƻƛƴΩǎ ƛƴ 

different transactions or 

sending the same Bitcoin to 

two different cryptocurrency 

addresses 

Sellers or 

merchants 

Sellers lose their 

cryptocurrencies 

and create 

blockchain forks 

Hiring observers in the blockchain to regulate 

double spending and create an environment 

where all merchants communicate any known 

double spending efforts. 

>50% 

Hashpower 

Adversary has control of over 

50% of the Hashrate 

Miners, 

cryptocurrency 

exchange 

systems, Bitcoin 

network, users 

Weakens the 

consensus 

algorithm 

Hiring observers in the blockchain to regulate 

double spending and create an environment 

where all merchants communicate any known 

double spending efforts. Also, set limits on 

mining pool sizes. 

Finney Attack Miner dishonesty by 

presenting a pre-mined block 

in order to double spend 

Sellers or 

merchants 

Facilitates double 

spending 

Waiting for multiple transaction 

confirmations. 

One 

Confirmation 

Attack 

A combination of the finney 

attack and double spending 

Bitcoin 

exchange 

services 

Facilitates double 

spending of larger 

amounts of 

Bitcoin 

Waiting for multiple transaction 

confirmations. 

Selfish Mining Takes advantage of Bitcoin 

forking, resulting in an unfair 

reward 

Mining pools 

(honest miners) 

Wastes the 

electricity of 

honest miners 

and may lead to 

>50% Hashpower 

Timestamp based techniques, for example 

freshness preferred. 

Block 

Withholding 

The miner presents only the 

Particular Proof-of-Work and 

not the Full Proof-of-Work. 

Mining pools 

(honest miners) 

Reduces the 

revenue of miners 

and wastes their 

resources 

Only keep known and trusted mining pools for 

the Bitcoin network. 

Brute Force 

Attack 

Private mining on blockchain 

fork to eventually double 

spend 

Sellers or 

merchants 

Facilitates double 

spending 

Hiring observers in the blockchain to regulate 

double spending and create an environment 

where all merchants communicate any known 

double spending efforts. Also, set limits on 

mining pool sizes. 

(Conti et al., 2017). 



 
 
 
 
 

21 
 

2.3.3 Trust factors of Cryptocurrencies 

Trust can be defined as the willingness of a person to be vulnerable to the actions of 

ŀƴƻǘƘŜǊ ǇŀǊǘȅΣ ŀǎǎǳƳƛƴƎ ǘƘŀǘ ǘƘŜ ƻǘƘŜǊ ǇŀǊǘȅΩǎ ŀŎǘƛƻƴǎ ǿƛƭƭ ƳŜŜǘ ǘƘŜ ŜȄǇŜŎǘŀǘƛƻƴǎ of 

the trustor, without his or her involvement and monitoring (Marella et al., 2020). The 

trust that the public has in cryptocurrencies is crucial for their further adoption, use, 

and growth. More specifically, trust in cryptocurrencies is determined by the users 

trust in the underlying technology of cryptocurrencies (ibid). This is because while 

financial intermediaries (such as banks) guarantee the security of their financial 

services and are backed up by legislations and institutions of central authorities, 

cryptocurrencies are only backed up by the correct functioning of their technological 

elements, which are the blockchain, cryptocurrency wallets, and cryptocurrency 

exchange systems (ibid). The blockchain does not allow for previously inserted data 

to be falsified, cryptocurrency wallets are allowed to be kept on an external software, 

and cryptocurrency exchange systems contain lots of verification before funds can be 

sent to another wallet, and all of these 3 factors play a role in increasing the trust of 

cryptocurrencies (ibid). Although there exists lots of literature on trust, research on 

trust in technology is limited, but very demanded (ibid). One of the main questions to 

ōŜ ŀƴǎǿŜǊŜŘ ƛǎ Ƙƻǿ ǘƻ ƛƴŎǊŜŀǎŜ ǘƘŜ ǇǳōƭƛŎΩǎ ǘǊǳǎǘ ƛƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ, resulting in 

cryptocurrency adoption and integration into everyday tasks (ibid).  

A research paper by Marella has revealed lots of useful information regarding trust in 

cryptocurrencies and its technologies, referring to Bitcoin as the main example 

(Marella et al., 2020).  

Coin transfers, immutability, openness, and decentralization are the main attributes 

that create trust in cryptocurrencies, such as Bitcoin. (ibid). Users stated that 

transferring Bitcoin is faster than transferring fiat currencies (ibid). Immutability refers 

to the inability to falsify information on the blockchain (ibid). Openness refers to 

information being public on the blockchain (ibid). The openness, immutability, and 

blockchain structure are the features of the cryptocurrency technology that 

contribute to trusting Bitcoin. An increase in the awareness of these factors should 

ǇƻǎƛǘƛǾŜƭȅ ƛƴŦƭǳŜƴŎŜ ǇŜƻǇƭŜΩǎ ǘǊǳǎǘ ƛƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀƴŘ ƳŀƪŜ ǘƘŜƳ ƳƻǊŜ ƭƛƪŜƭȅ ǘƻ 

adopt them.  
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Similarly, this study also revealed that stability, regulation, security, and knowledge of 

Bitcoin would make cryptocurrencies a reliable technology, resulting in an increase in 

adoption (ibid). Stability refers to the volatility of Bitcoin and having more stable 

Bitcoin and other cryptocurrency prices would make it more reliable (ibid). Regulation 

refers to Bitcoin being legally regulated (ibid). Security refers to an improvement in 

the security measures of cryptocurrency exchange systems and wallets, resulting in 

more reliability in Bitcoin (ibid). Knowledge refers to the knowledge regarding Bitcoin 

technology, which would make it more trustworthy, as users would be able to make 

better investment decision, resulting in higher profits (ibid). The factors of stability 

and regulation of Bitcoin cannot be altered, as Bitcoin remains a digital asset and its 

volatility is determined solely bȅ ǘƘŜ ƳŀǊƪŜǘΩǎ ŘŜƳŀƴŘ ŀƴŘ ǎǳǇǇƭȅ ŀƴŘ ŀŘŘƛƴƎ 

regulations would make Bitcoin and other cryptocurrencies centralized, and may lead 

to more people abandoning their cryptocurrencies, which would result in more harm 

than good for the future adoption and use of cryptocurrencies. 

Overall, when analyzing trust factors of cryptocurrencies, it is the underlying 

ǘŜŎƘƴƻƭƻƎȅ ǘƘŀǘ ŘŜǘŜǊƳƛƴŜǎ ŀ ǇŜǊǎƻƴΩǎ ǘǊǳǎǘ ƛƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΦ An increase in the 

knowledge of cryptocurrency technology would lead to an increase the publicΩǎ ǘǊǳǎǘ 

and awareness, and result in cryptocurrency adoption.  

2.3.4 Privacy in Cryptocurrencies 

Privacy in cryptocurrencies refers to the ǳǎŜǊΩǎ privacy and anonymity when using and 

owning cryptocurrencies and is one of the main drivers of cryptocurrency success in 

the financial markets. Cryptocurrencies like Bitcoin are pseudonymous, as each 

Bitcoin user has a unique address, which cannot be identified publicly (unless the user 

shares their address publicly), and acts as a pseudonym when transacting (Conti et al., 

2017). Therefore, unless ŀ .ƛǘŎƻƛƴΩǎ public keys or hashes are exposed to the public, it 

is difficult to identify a cryptocurrency user, which is an advantage over central 

authorities that have access to ǳǎŜǊǎΩ funds and store their customers identification 

details (ibid). However, not all cryptocurrencies are pseudonymous and are more 

anonymous, for example ZeroCash (Zcash), which is a decentralized cryptocurrency 

that uses an improved version of the zero-knowledge-proof called zk-SNARKs (Zero-

Knowledge-Succinct Non-Interactive Argument of Knowledge), and avoids revealing 

sensitive transaction information, such as the amount and recipient address, and 



 
 
 
 
 

23 
 

meets high privacy standards (Alsalami & Zhang, 2019; Conti et al., 2017). Monero 

(XMR) is another decentralized cryptocurrency that focuses on providing anonymity 

to cryptocurrency, as well as protecting user privacy (ibid). Monero helps to make 

transactions more challenging to trace by using stealth addresses and ring signatures, 

which do not reveal identities of the sender and receiver (ibid). A ring signature is a 

digital signature with no trusted managers, where any group individual can sign on 

the behalf of a group (ibid).  Furthermore, Monero has created an additional privacy 

feature called Ring Confidential Transaction (RingCT), which does not reveal 

transaction amounts and enables cheaper transaction fees and even more privacy to 

users (ibid). The existence of ZeroCash and Monero provide benefit to cryptocurrency, 

as they enable more privacy technologies and standards, and can positively influence 

ǘƘŜ ǇǳōƭƛŎΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ƻƴ ǘƘŜ ǇǊƛǾŀŎȅ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΦ 

Unfortunately, privacy in Bitcoin exists only because of the pseudonymous addresses, 

and these addresses can be compromised through different techniques, for example 

payment tracking through the blockchain analysis, IP address monitoring, web 

spidering, etc. (Conti et al., 2017). hƴŎŜ ŀ ǳǎŜǊΩǎ ƛŘŜƴǘƛǘȅ ƛǎ ƛŘŜƴǘƛŦƛŜŘΣ ǘƘƛǎ ǇǊƛǾŀŎȅ 

factor can be difficult and costly to recover (ibid). 

On the other hand, it is possible to improve cryptocurrency user privacy and 

anonymity without changing its fundamental technologies (ibid). One way to do this 

is through peer-to-peer mixing protocols (ibid)Φ Lƴ ƳƛȄƛƴƎΣ ŀ ǳǎŜǊΩǎ ŦǳƴŘǎ ŀǊŜ ǎǇƭƛǘ into 

smaller amounts, and are then randomly mixed with random cryptocurrencies of 

other random users, making the initial user end up with entirely different 

cryptocurrencies, which helps to eliminate the connection between the user and the 

coins they purchased, resulting in user anonymity (ibid). Third party mixing protocols 

already exist, such as MixCoin, to which a user can send their cryptocurrency, and then 

receive back an equivalent of the cryptocurrency from another user, ensuring strong 

anonymity from external entries (ibid). If cryptocurrency technology could provide full 

animosity to its users, it would undoubtedly remove perceived privacy risks of the 

public, leading to an increase in adoption and awareness of cryptocurrencies. 



 
 
 
 
 

24 
 

2.3.5 Electricity Consumption 

Electricity consumption in cryptocurrencies refers to the environmental impact of 

obtaining cryptocurrencies. Recent concerns have arose regarding #/ and natural 

gas emissions from the exploitation of Bitcoin and other cryptocurrencies (Badea & 

Claudia, 2021). PoW and PoW / PoS methods are currently used for Bitcoin mining and 

require high computing power and energy-intensive technologies (ibid). It is 

estimated that the Bitcoin network has consumed 87.1 terawatt-hours (TWh) from 

September 2018-2019, which is close to the total energy consumption of Belgium, and 

in 2020 this yearly figure increased to 121.36 TWh, which is more than the total energy 

consumption of Argentina (Badea & Claudia, 2021; Criddle, 2021). In 2018, it was 

estimated that $1 worth of Bitcoin mining was responsible for $0.49 worth of climate 

and health damages in the US, and $0.37 in China (Badea & Claudia, 2021).  Estimation 

methods used for analyzing the Bitcoin network electricity consumption are the 

Cambridge Bitcoin Electricity Consumption Index (CBECI) and Bitcoin Energy 

Consumption Index (BECI) (Badea & Claudia, 2021). However, these electricity 

consumptions figures are not expected to decrease, as the miners are more 

concerned with their potential profits and not the environmental impact, therefore, 

if the price of Bitcoin continues to increase, electricity consumption for mining will 

increase and vice versa (ibid). Currently most of the Bitcoin mining happens in China 

(58% of total Bitcoin mining), as miners tend to prefer geographical areas where 

electricity is cheap, such as China, to maximize their financial gains (ibid). Electricity in 

China is mainly obtained through coal, which releases more #/ into the atmosphere 

than oil and gas, and negatively impacts climate change (ibid). If the marginal cost of 

mining would be higher than the financial gain, miners would have no reason to 

continue their work (ibid). 

Bitcoin is not the only cryptocurrency whose carbon footprints are high, for example, 

aƻƴŜǊƻΩǎ ŎǊŜŀǘƛƻƴ ƘŀŘ ŀƴ ŜǎǘƛƳŀǘŜŘ ŜƭŜŎǘǊƛŎƛǘȅ Ŏonsumption of 645.62 GWh in 2018, 

which could indicate that while Monero creates more privacy for cryptocurrency 

users, its creation can cause a greater negative impact on the environment, especially 

if the demand for obtaining Monero increases (ibid).  

On the other hand, a study by McCook has shown that Bitcoin seems to be more 

environmentally friendly and less costly than the issuing of paper money, banking 
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systems, and gold mining (McCook, 2014). A research conducted by the CoolClimate 

Network from the University of California, Berkeley and cited by Cocco et al. has 

shown that the total #/impact of the banking sector amounts to 387 million tons, 

meanwhile Bitcoin produces only 0.75 million tons, making it a lot less harmful to the 

environment (ibid).  

The environmental impacts of cryptocurrencies cannot be ignored and the carbon 

footprints produced by cryptocurrencies should raise the issue of externalities by 

governments (Badea & Claudia, 2021). On the other hand, the environmental impact 

of Bitcoin mining (such as the tonnes of  #/ produced and energy used (GJ)) is smaller 

than that of the banking system, gold mining and recycling, and paper currency and 

minting, which indicates why the future of world economies should rely on digital 

currencies, due to their smaller environmental impact (ibid). 

2.3.6 Perceived Risk of Cryptocurrencies 

In the Information Systems (IS) industry, risk perception is defined as uncertainty 

regarding possible negative consequences of using a product or service (Chen & 

Farkas, 2019). Past studies have shown that the risk perceptions of technology have 

impacted the adoption of modern technologies, such as e-governments, e-services, 

and of course, Bitcoin (Abramova & Böhme, 2016). Abramova & Böhme (2016) have 

identified and analyzed 6 essential risks of Bitcoin, which are market risk, counterparty 

risk, transaction risk, operational risk, privacy risk, and legal and regulatory risk. Their 

results have shown that Bitcoin adoption is limited due to its fluctuating value, risk of 

losing funds due to security breaches and malfunctions, and the lack of consumer 

protection (ibid). Analyzing the loss of funds due to security breaches or malfunctions, 

cryptocurrency exchange systems such as BitGO and Coinbase are working with 

insurance companies to offer cryptocurrency users insurance policies for some 

security threats, but not all, as it can be difficult for insurance companies to identify 

cryptocurrency theft (Abramova & Böhme, 2016). Analyzing the need for legal 

protection of cryptocurrency users, it can be stated that the public want the 

decentralized cryptocurrencies to be regulated, which would provide user protection 

and the compliance of cryptocurrencies with the law (ibid). The results of Abramova 

ϧ .ǀƘƳŜΩǎ (2016) study have also shown that users of Bitcoin are concerned about 

the legal regulations regarding the use of Bitcoin (ibid). Moreover, it showed that 



 
 
 
 
 

26 
 

users have a perceived risk of use, as users that are considering adopting Bitcoin 

believe that Bitcoin is a complicated system and requires a lot of effort (Abramova & 

Böhme, 2016), however, this can be altered by educating oneself about how the 

cryptocurrency system works, making the user more comfortable with trading and 

utilizing cryptocurrencies. Furthermore, the study has shown that decentralization, an 

attribute that is favored by cryptocurrency users, does not contribute to a benefit of 

Bitcoin, meaning it is perceived as a risk, because there is no central authority or legal 

protection for the user (ibid).  

Therefore, with all of these factors considered, it seems as if potential users are not 

willing to adopt cryptocurrencies due to its underlying technology, which cannot 

always be altered due to its technological elements. To increase cryptocurrency 

adoption and overcome its perceived risks, users need to educate themselves 

regarding how cryptocurrency systems function, as well as their aspects on user 

privacy, security, etc. There exist many cryptocurrencies and systems that focus on 

privacy and security, such as Monero and Zcash, and Binance and Huobi, therefore, if 

users become more aware of different cryptocurrencies and their technological 

attributes, they would be more likely to adopt them. 

3 Methodology 

3.1 Research Designs 

Research approaches are procedures and plans that are used to develop detailed 

methods of data collection, analysis, and interpretation, which are derived from broad 

assumptions (Cresswell, 2014). Research approaches have to be chosen based on the 

nature of the research problem, and what type of information the writer needs to help 

answer the main research problem (ibid).   

When collecting primary data, it is necessary to determine which research design 

(qualitative, quantitative or mixed methods) will be used (ibid). Qualitative methods 

are used for the collection and understanding of open-ended and communicational 

data, through the use of interviews, case studies, ethnographic research, focus groups, 

etc. (ibid). Quantitative methods are used when testing for objective theories, by 

identifying the relationships among variables, as well as studying the numerical and 
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statistical data that is generally collected through surveys or questionnaires (ibid). 

Mixed methods are the combination of the quantitative and qualitative approach and 

used to facilitate the process of data interpretation, as well as to have a deeper 

understanding of the research question (ibid).  

3.2 Quantitative Research Design 

In order to answer this research question, the quantitative method research design 

will be used for the collection of the primary data, with the use of two online surveys. 

A survey design describes numeric or quantitative trends, attitudes, or opinions of a 

population, which is done by studying a sample of the stated population (Creswell, 

2014). When the sample results of the survey are gathered, they are generalized or 

inferred to the population (ibid). Surveys will be used, as it is easier to obtain and 

generalize a large amount of data from the audience and use it to obtain a deeper 

understanding of the perceptions of cryptocurrencies in the eyes of the public, (ibid). 

Surveys will help to understand what concerns the public regarding the adoption of 

cryptocurrencies, and what can be done to increase cryptocurrency adoption. This is 

because the belief in, and adoption of cryptocurrency by the participants of the survey 

(as well as the rest of the world) are a major influencing factor of the potential growth 

of cryptocurrency in the future. A key advantage of creating data through surveys is 

that it can take place virtually through a ŎƻƳǇǳǘŜǊ ǎŎǊŜŜƴΣ ǿƘƛŎƘ Ŏŀƴ ƘŜƭǇ ǊŜŀŎƘ ŀ 

ǿƛŘŜǊ ŀǳŘƛŜƴŎŜ ŀǘ ŀ ŎƘŜŀǇŜǊ ǇǊƛŎŜΦ CǳǊǘƘŜǊƳƻǊŜΣ ǿƛǘƘ ǘƘŜ ŎǳǊǊŜƴǘ ǇŀƴŘŜƳƛŎ ƻŦ /h±L5π

мфΣ ƛǘ ƛǎ ōŜǎǘ ǘƻ ŀǾƻƛŘ ōƛƎ ƎǊƻǳǇ ƎŀǘƘŜǊƛƴƎǎΣ ǘƻ ŀǾƻƛŘ ǘƘŜ ǎǇǊŜŀŘƛƴƎ ƻŦ ǘƘŜ ǾƛǊǳǎ ŦǳǊǘƘŜǊΦ 

hǾŜǊŀƭƭΣ ǘƘŜ ǉǳŀƴǘƛǘŀǘƛǾŜ ǊŜǎŜŀǊŎƘ ŀǇǇǊƻŀŎƘ ǿƛƭƭ ōŜ ōŜǎǘ ǘƻ ǳǎŜ ƛƴ ƻǊŘŜǊ ǘƻ ŀƴǎǿŜǊ ǘƘŜ 

Ƴŀƛƴ ǊŜǎŜŀǊŎƘ ǉǳŜǎǘƛƻƴ ƻŦ ŘŜǘŜǊƳƛƴƛƴƎ Ƙƻǿ ǇŜƻǇƭŜΩǎ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ǇŜǊŎŜǇǘƛƻƴǎ Ŏŀƴ 

ōŜ ŀƭǘŜǊŜŘΦ 

3.3 Data Collection & Analysis 

The online surveys will be the main source of primary data collection for this research 

paper. The survey will ask the participants questions regarding their perceptions of 

security, privacy, trust, financial gain, sustainability and perceived risk of 

cryptocurrencies, as well as try to understand if the participant is a risk taker or not. 

There are two surveys, a positive one outlining the benefits of using and adopting 

cryptocurrencies and a negative one outlining the problems of using and adopting 



 
 
 
 
 

28 
 

cryptocurrencies. Both surveys will begin with a first set of questions to understand 

the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on cryptocurrencies, as well as their opinion of whether 

or not they are risk takers. Following this, the participants will be asked to watch a 

short self-made video. The video of the positive survey starts off by defining 

cryptocurrency and stating their main technological attributes and use cases, followed 

by a discussion of the positive aspects of cryptocurrencies, such as their financial 

gains, decentralized attributes, and the potential of future growth in price. The video 

of the negative survey starts off by defining cryptocurrency and stating their main 

technological attributes and use cases, followed by a discussion of the negative 

aspects of cryptocurrencies, such as the hacks and thefts, impact of mining on the 

environment, and the loss of keys and passwords. Following the video, the 

participants will have to answer a second set of questions, that will be identical to the 

first, except questions about the participant being a risk taker will be dismissed. This 

will be done in order to understand how the perceptions of the public change when 

they are exposed to positive and negative information regarding cryptocurrencies. 

The questions of the survey are written in English and will be done through the Google 

Forms online service, which is an easy-to-use and cost-effective online survey 

platform. The survey began on the 23rd of April 2021 and closed on the 7th of May 2021. 

The survey was shared by the authorΩǎ family members and friends, which will provide 

demographic diversity among the data. After the 100 responses were collected, the 

survey was closed and the results will be statistically analysed with the R programming 

language, to help determine if the before and after responses showed a significant 

difference. Furthermore, a regression analysis will be performed, in order to 

determine which of the hypotheses was correct. This will depend on the effect that 

the independent variables will have on the dependent variables, in order to observe a 

significant or insignificant difference between the variables, which will determine 

whether or not the hypotheses can be accepted.  

3.4 Theoretical Framework & Hypothesis Development 

The theoretical framework of this research paper is to identify the factors that 

influence the perceptions of cryptocurrencies, which are namely security, privacy, 

financial gain, trust, sustainability, and perceived risks.  
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Figure 2.1 - Theoretical framework  

The theoretical framework in figure 2.1 displays how security, privacy, financial gain, 

trust, sustainability, and perceived risk influence the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ of 

cryptocurrencies, and how the positive and negative video should change their 

perception of cryptocurrencies, either for better or worse. Based on the theoretical 

framework, these hypotheses will be tested to attempt to answer the main research 

question 

H1: There is a significant difference in the security perceptions of individuals being 

exposed to positive and negative cryptocurrency information.   

H2: There is a significant difference in the privacy perceptions of individuals being 

exposed to positive and negative cryptocurrency information. 

H3: There is a significant difference in the financial gain perceptions of individuals 

being exposed to positive and negative cryptocurrency information. 

H4: There is a significant difference in the trust perceptions of individuals being 

exposed to positive and negative cryptocurrency information. 

H5: There is a significant difference in the sustainability perceptions of individuals 

being exposed to positive and negative cryptocurrency information. 

H6: There is a significant difference in the perceived risk perceptions of individuals 

being exposed to positive and negative cryptocurrency information. 
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3.5 Development of Survey 

The two surveys used for this research contain the following structure. Each survey 

has two sections, which include questions regarding demographics, trust, security, 

privacy, financial gain, sustainability, perceived risk of cryptocurrencies, and the risk 

assessment of participants (only in section 1 of the survey). The demographics 

questions ask participants about their age, gender, occupation, whether they own 

cryptocurrencies, and for how long they own them (if the answer to previous question 

is yes). Following the demographics section, participants of the survey are asked to 

state how much they agree with the statement of the question on a 10-point Likert 

scale, where 1 is ά¢ƻǘŀƭƭȅ 5ƛǎŀƎǊŜŜέ and 10 is ά¢ƻǘŀƭƭȅ !ƎǊŜŜέ. The survey questions 

were originally taken from other research papers and modified to be applicable for 

this research paper. Following the completion of this section, participants were asked 

to watch a short video, which is meant to be a stimulus, that outlines positive or 

negative information about cryptocurrencies. Following the video, participants are 

asked to answer the same questions from section 1 (except the demographics and 

participant risk assessment sections), in order to determine how the ǇŀǊǘƛŎƛǇŀƴǘǎΩ 

perceptions regarding cryptocurrencies have changed, following the stimulus.  

Below is an outline of how the Google Forms survey was presented to the participants, 

as well as the additional modifications that were necessary for the applicability of the 

survey. 

Heading: 

Cryptocurrency ς Bachelor Thesis Survey 

Introduction to the survey: 

Benefits of Cryptocurrencies:  

PLEASE READ:  

Here, you will be asked questions regarding your thoughts and perceptions on the 

benefits of cryptocurrencies. First, please fill out the questions about yourself. Then 

begin with the questions regarding cryptocurrencies. After you complete the survey, 
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you will be asked to watch a video. Please watch this video and fill out the survey 

below the video again (the questions are in fact the same). 

Problems of Cryptocurrencies: 

PLEASE READ:  

Here, you will be asked questions regarding your thoughts and perceptions on the 

problems of cryptocurrencies. First, please fill out the questions about yourself. Then 

begin with the questions regarding cryptocurrencies. After you complete the survey, 

you will be asked to watch a video. Please watch this video and fill out the survey 

below the video again (the questions are in fact the same). 

Survey: 

Trust in Cryptocurrencies 

Source Variable Original Question Modified Question 

(Gil-

Cordero et 

al., 2020) 

VAR_2.1 I believe that 

cryptocurrencies are 

trustworthy. 

Cryptocurrencies are 

trustworthy. 

(Gil-

Cordero et 

al., 2020) 

VAR_2.2 Even if they were not 

regulated, I would still trust 

cryptocurrencies. 

Even if cryptocurrencies are not 

fully regulated, I still trust them. 

(Forsythe 

et al., 

2006) 

VAR_2.3 /ŀƴΩǘ ǘǊǳǎǘ ǘƘŜ ƻƴƭƛƴŜ 

company 

Generally, I trust cryptocurrency 

exchange systems 
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Security of Cryptocurrencies 

Source Variable Original Question Modified Question 

(Nasir et al., 

2015) 

VAR_3.1 LΩƳ ǿƻǊǊƛŜŘ ŀōƻǳǘ ǳǎƛƴƎ 

online banking because other 

people may be able to access 

my account. 

I am worried about owning 

cryptocurrency because of its 

security. 

(Nasir et al., 

2015) 

VAR_3.2 I would not feel secure 

sending sensitive information 

through Internet banking. 

I feel secure about buying, 

holding, and transferring 

cryptocurrency. 

(Vrîncianu & 

Popa, 2010) 

VAR_3.3 Internet is secure for 

conducting financial 

transactions. 

Cryptocurrency is secure for 

conducting financial 

transactions. 

 

Privacy of Cryptocurrencies 

Source Variable Original Question Modified Question 

(Gil-

Cordero et 

al., 2020) 

VAR_4.1 I think that the use of 

cryptocurrencies puts my 

privacy at risk. 

When using cryptocurrencies, 

my privacy is at risk. 

(Nasir et 

al., 2015) 

VAR_4.2 I do not feel totally safe by 

providing personal privacy 

information through Internet 

banking. 

I feel safe providing personal 

privacy information to 

cryptocurrency exchange 

systems. 
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Financial Gain of Cryptocurrencies 

Source Variable Original Question Modified Question 

- VAR_5.1 - I believe cryptocurrencies will 

increase in value in the future. 

(Chatterjee 

et al., n.d.)  

VAR_5.2 Even though it is a little risky, I 

prefer to invest in the stock 

market because of the 

possibility of getting high 

returns. 

Investing into cryptocurrencies 

will yield a high return on my 

investment. 

 

Sustainability of Cryptocurrencies 

Source Variable Original Question Modified Question 

(Arps, 

2018) 

VAR_6.1 How sustainable is the Bitcoin 

network in terms of its 

environmental influence 

regarding the increasing energy 

consumption (caused by a 

growing number and higher hash 

rate of miners), while ASIC chips 

getting more and more energy 

ŜŦŦƛŎƛŜƴǘ ŘǳŜ ǘƻ aƻƻǊŜΩǎ [ŀǿΚ 

Cryptocurrencies have the 

potential to positively 

contribute to an 

environmentally friendly and 

sustainable society. 

(Akerlof 

et al., 

2010) 

VAR_6.2 When do you think global 

warming will start to harm people 

in the United States? 

Cryptocurrency mining has a 

negative impact on humanity. 
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Perceived Risks of Cryptocurrencies 

Source Variable Original Question Modified Question 

(Forsythe 

et al., 

2006) 

VAR_7.1 Inability to touch and feel the item I feel at risk since I cannot 

touch or feel 

cryptocurrencies. 

(Buchanan 

et al., 

2007) 

VAR_7.2 Are you concerned that if you use 

your credit card to buy something 

on the internet your card will be 

mischarged? 

I am concerned about the 

potential of my 

cryptocurrency being stolen. 

(Zheng, 

2013) 

VAR_7.3 Most of the time, I avoid any 

investment involving risks. 

The use of cryptocurrencies 

exposes me to a general risk. 

(Buchanan 

et al., 

2007) 

VAR_7.4 Are you concerned about people 

you do not know obtaining 

personal information about you 

from your online activities? 

If I use cryptocurrencies, 

hackers may be able to read 

my transaction history. 

 

Risk Assessment of Participants 

Source Variable Original Question Modified Question 

- VAR_8.1 - I am a risk taker. 

(Markiewicz & 

Weber, 2013) 

VAR_8.2 Are you concerned that if you 

use your credit card to buy 

something on the internet 

your card will be mischarged? 

I like to try out new things. 

(Loix et al., 

2005) 

VAR_8.3 I regularly look for interesting 

investment opportunities for 

my money. 

I am interested in potentially 

investing into a new asset 

category. 

(Markiewicz & 

Weber, 2013) 

VAR_8.4 I often take risk just for fun I often take risks just for fun. 
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3.6 Ethical Considerations  

When writing a research paper, it is important to assess and consider the ethical issues 

that may arise during the experiment. When choosing a quantitative research design 

and conducting a survey, it is important to consider the information that is being 

gathered about the participants of the survey and determine how their information 

can be protected before the survey is issued (Creswell, 2014). Before the survey, the 

code of ethics will be considered (ibid). Before participants will take part in the survey, 

they will be informed that the responses are anonymous to ensure user data privacy 

and will be asked to provide their consent for the use and analysis of the data they 

have provided, following the collection of survey responses (ibid). Participants will not 

be pressured into giving their consent for the recording, analysis, and use of their data, 

and will be informed about the purpose of the study (ibid).   

4 Data Results & Analysis 

In this section the gathered data of the survey will be presented and analyzed, to 

answer the main research question:  Iƻǿ Řƻ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ŎƘŀƴƎŜ ǊŜƎŀǊŘƛƴƎ 

cryptocurrencies, when they are exposed to positive and negative cryptocurrency 

information? To answer this research question, a survey was conducted to determine 

how the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on cryptocurrencies change, when one group is 

exposed to a positive video, and the other group is exposed to a negative video. The 

ά.ŜƴŜŦƛǘǎ ƻŦ /ǊȅǇǘƻŎǳǊǊŜƴŎȅέ (BOC) video can be found in Appendix B and the 

άtǊƻōƭŜƳǎ ƻŦ /ǊȅǇǘƻŎǳǊǊŜƴŎȅέ (POC) video can be found in Appendix C.  

Following the closing of the survey, the following results were gathered. The Google 

Forms survey was available from the 23rd of April 2021 to the 7th of May 2021, where 

a total of 100 participants took part in the two surveys (50 participants ς benefits of 

cryptocurrencies; 50 participants ς problems of cryptocurrencies). The survey results 

and analyses can be found in Appendix A, and the t-test results can be found in 

Appendix D. Table 4.1 below presents the demographics of the participants that took 

part in both surveys. 
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Table 4.1 ς Demographics of the survey participants 

Demographics 

Benefits of 

Cryptocurrencies (BOC) 

Problems of 

Cryptocurrencies (POC) 

Participants 100 Total 50 participants (50%) 50 participants (50%) 

Gender Male 35 (70%) 30 (60%) 

Female 15 (30%) 20 (40%) 

Age 17- 0 (0%) 0 (0%) 

18-24 24 (48%) 22 (44%) 

25-35 12 (24%) 14 (28%) 

35+ 14 (28%) 14 (28%) 

Occupation Student 25 (50%) 27 (54%) 

Employed 25 (50%) 23 (46%) 

Own 

Cryptocurrencies 

Yes 30 (60%) 37 (74%) 

No 20 (40%) 13 (26%) 

If you own 

cryptocurrencies, 

from what year? 

2021 4 (13.3%) 6 (16.22%) 

2020 5 (16.67%) 8 (21.62%) 

2019 3 (10%) 2 (5.41%) 

2018 4 (13.3%) 5 (13,51%) 

2017 12 (40%) 13 (35.14%) 

2012-2016 2 (6.67%) 3 (8.11%) 
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Looking at table 4.1, the following results can be derived from the demographics of 

the participants of both surveys.  

- Most of the survey participants were male (65%), followed by female (35%). 

- Most of the survey participants were in the age range of 18ς24-year-old 

(46%), followed by 35+ (28%), and 25-35 (26%). 

- Most of the survey participant are students (52%), followed by 

employees/employers (48%) 

- Most of the survey participants own cryptocurrencies (67%) and there are 

fewer who do not own them (33%) 

- Most of the survey participants that own cryptocurrencies have acquired 

them in the year 2017 (37.3%), followed by 2020 (19.4%), 2021 (14.93%), 

2018 (13.43%), 2019 (7.46%), and 2016 or earlier (7.46%). 

The survey participants were asked to rate their responses on a Likert scale that 

ranged from 1 (totally disagree) to 10 (totally agree) for all the questions in the survey. 

This range was used to have a clearer understanding of how ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ 

were influenced, in comparison to shorter ranges (1-5), which make it harder to 

analyze smaller impacts that the intervention might have on the participantsΩ 

perceptions. Furthermore, using a Likert scale is more fitting for t-tests, which will be 

used to analyze the results of the surveys.  

4.1 Trust in Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on trusting and the 

trustworthiness of cryptocurrencies and their exchange systems and how their survey 

responses have changed from before and after the intervention. The survey questions 

that correspond to trusting cryptocurrencies are the same for both surveys and are as 

follows: 

- Cryptocurrencies are trustworthy (VAR 2.1) 

- Even if cryptocurrencies are not regulated, I still trust them (VAR 2.2) 

- Generally, I trust cryptocurrency exchange systems (VAR 2.3) 
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A paired t-test is used to determine whether the intervention made a significant 

difference in the trust perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in trust perceptions. 

4.1.1 Cryptocurrencies are trustworthy (VAR 2.1) 

The mean value for the question άcǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀǊŜ ǘǊǳǎǘǿƻǊǘƘȅέ (VAR 2.1) before 

the intervention for the benefits of cryptocurrency (BOC) group had a mean value of 

6.92 and the problems of cryptocurrency group (POC) had 6.8. This indicates that the 

parǘƛŎƛǇŀƴǘǎ ƻŦ ōƻǘƘ ǎǳǊǾŜȅΩǎ ǇŜǊŎŜƛǾŜŘ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŀǎ ōŜƛƴƎ ǘǊǳǎǘǿƻǊǘƘȅ ōŜŦƻǊŜ 

the intervention was present. 

Following the intervention in the BOC survey, the mean increased from 6.92 to 8.04 

(+1.12) and presented a p-value of ρȢστχὩ Ȣ, indicating a significant difference. This 

is a positive change in the perceptions of cryptocurrencies, and implies that following 

the intervention, the participants perceive cryptocurrencies as being more 

trustworthy than before. Following the intervention in the POC survey, the mean 

decreased from 6.8 to 6.26 (-0.54) and presented a p-value of 0.05527, indicating an 

insignificant difference. This is a negative change in the perceptions of 

cryptocurrencies and implies that following the intervention, the participants now 

believe that cryptocurrencies are less trustworthy than before. Therefore, the 

stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey 

should increase trust meanwhile the POC survey should decrease it and the results 

show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. 

Therefore, the BOC intervention had a greater impact than the POC intervention, 

regarding the participantsΩ perception on cryptocurrencies being trustworthy, as the 

mean change was higher for BOC than POC.  

4.1.2 Even if cryptocurrencies are not regulated, I still trust them (VAR 2.2) 

The mean value for the question άeven if cryptocurrencies are not regulated, I still trust 

ǘƘŜƳέ (VAR 2.2) before the intervention for the BOC group had a mean value of 6.9 

and the POC group had 6.72Φ ¢Ƙƛǎ ƛƴŘƛŎŀǘŜǎ ǘƘŀǘ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ ƻŦ ōƻǘƘ ǎǳǊǾŜȅΩǎ 

perceived cryptocurrency as being trustworthy, although they are not regulated, 

before the intervention was present. 
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Following the intervention in the BOC survey, the mean increased from 6.9 to 7.66 

(+0.76) and presented a p-value of 0.001587, indicating a significant difference. This 

is a positive change in the perceptions of cryptocurrencies, and implies that following 

the intervention, the participants perceive cryptocurrencies as being more 

trustworthy, although they are not regulated, than before. Following the intervention 

in the POC survey, the mean decreased from 6.72 to 6.27 (-0.45) and presented a p-

value of 0.192, indicating an insignificant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants now believe that cryptocurrencies are less trustworthy, even if they are 

not regulated, than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should increase trust meanwhile the POC 

survey should decrease it and the results show that the intervention influenced the 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the BOC intervention had a greater 

impact than the POC intervention, regarding the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴ on 

cryptocurrencies being trustworthy, as the mean change was higher for BOC than 

POC.  

4.1.3 DŜƴŜǊŀƭƭȅΣ L ǘǊǳǎǘ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄŎƘŀƴƎŜ ǎȅǎǘŜƳǎέ ό±!w нΦоύ 

The mean value for the question άgenerally, I trust cryptocurrency exchange systemsέ 

(VAR 2.3) before the intervention for the BOC group had a mean value of 6.56 and the 

POC group had 7Φ ¢Ƙƛǎ ƛƴŘƛŎŀǘŜǎ ǘƘŀǘ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ ƻŦ ōƻǘƘ ǎǳǊǾŜȅΩǎ ǇŜǊŎŜƛǾŜŘ 

cryptocurrency as being trustworthy although they are not regulated before the 

intervention was present. 

Following the intervention in the BOC survey, the mean increased from 6.56 to 7.68 

(+1.12) and presented a p-value of 8.544Å Ȣ, indicating a significant difference. This 

is a positive change in the perceptions of cryptocurrencies, and implies that following 

the intervention, the participants perceive cryptocurrency exchange systems as being 

more trustworthy than before. Following the intervention in the POC survey, the 

mean decreased from 7 to 6.06 (-0.94) and presented a p-value of 0.01164, indicating 

a significant difference. This is a negative change in the perceptions of 

cryptocurrencies and implies that following the intervention, the participants now 

believe that cryptocurrency exchange systems are less trustworthy than before. 

Therefore, the stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the 
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BOC survey should increase trust in cryptocurrency exchange systems meanwhile the 

POC survey should decrease it and the results show that the intervention influenced 

the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the BOC intervention had a 

greater impact than the POC intervention, regarding the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴ on 

cryptocurrency exchange systems being trustworthy, as the mean change was higher 

for BOC than POC.  

4.1.4 Trust in Cryptocurrencies Overview 

From these 3 questions on trusting cryptocurrencies, it can be derived that most of 

the participants on average trusted cryptocurrencies and their exchange systems 

before the survey. Looking at the p-values of the t-tests in the BOC group, it can be 

stated that all 3 questions (variables) were influenced by the intervention and caused 

a significant difference in the before and after responses. Looking at the p-values of 

the t-tests in the POC group, it can be stated that only VAR 2.3 was influenced by the 

intervention and caused a significant difference in the before and after responses, and 

VAR 2.1 and 2.2 showed an insignificant difference. There was a significant difference 

in the changed perceptions following the intervention in the BOC and POC surveys, 

where the BOC survey had a greater impact on the participants trust perceptions of 

cryptocurrencies than the POC survey. Overall, before and after the intervention, the 

participants perceived cryptocurrencies and their exchange systems as being 

relatively trustworthy and were influenced as expected according to the intervention 

they were exposed to, and this is presented in figure 4.2 below.  
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Figure 4.2 ς Mean scores of άtrust of cryptocurrenciesέ after the intervention 

4.2 Security of Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on the security of owning and 

using cryptocurrencies and how their survey responses have changed from before and 

after the intervention. The survey questions that correspond to the security of 

cryptocurrencies are the same for both surveys and are as follows: 

- I am worried about owning cryptocurrencies because of its security (VAR 3.1) 

- I feel secure about buying, holding, and transferring cryptocurrencies (VAR 

3.2) 

- Cryptocurrencies are secure for conducting financial transactions (VAR 3.3) 

A paired t-test is used to determine whether the intervention made a significant 

difference in the security perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in security perceptions. 
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4.2.1 I am worried about owning cryptocurrencies because of its security 

(VAR 3.1) 

The mean value for the question άI am worried about owning cryptocurrencies 

because of its securityέ (VAR 3.1) before the intervention for the BOC group had a 

mean value of 5.36 and the POC group had 4.52. This indicates that the participants 

of both surveys are worried about owning cryptocurrencies because of their securities 

to a notable extent. 

Following the intervention in the BOC survey, the mean decreased from 5.36 to 4.56 

(-0.8) and presented a p-value of 0.04622, indicating a significant difference. This is a 

positive change in the perceptions of cryptocurrencies, and implies that following the 

intervention, the participants are less worried about owning cryptocurrencies due to 

its security than before. Following the intervention in the POC survey, the mean 

increased from 4.52 to 5.67 (+1.15) and presented a p-value of 0.01654, indicating a 

significant difference. This is a negative change in the perceptions of cryptocurrencies 

and implies that following the intervention, the participants are more worried about 

owning cryptocurrencies due to its security than before. Therefore, the stimulus had 

the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should make 

participants less worried about owning cryptocurrencies because of its securities 

meanwhile the POC survey should make participants more worried about owning 

cryptocurrencies because of its securities and the results show that the intervention 

influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the POC intervention 

had a greater impact than the BOC intervention, regarding the participants being 

worried about owning cryptocurrencies because of its securities as the mean change 

was higher for POC than BOC.  

4.2.2 I feel secure about buying, holding, and transferring cryptocurrencies 

(VAR 3.2) 

The mean value for the question άL ŦŜŜƭ ǎŜŎǳǊŜ ŀōƻǳǘ ōǳȅƛƴƎΣ ƘƻƭŘƛƴƎΣ ŀƴŘ ǘǊŀƴsferring 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎέ (VAR 3.2) before the intervention for the BOC group had a mean 

value of 6.96 and the POC group had 6.88. This indicates that the participants of both 

surveys feel considerably secure about buying, holding, and transferring 

cryptocurrencies. 



 
 
 
 
 

43 
 

Following the intervention in the BOC survey, the mean increased from 6.96 to 7.5 

(+0.54) and presented a p-value of 0.05744, indicating an insignificant difference. This 

is a positive change in the perceptions of cryptocurrencies, and implies that following 

the intervention, the participants feel more secure about buying, holding, and 

transferring cryptocurrencies than before. Following the intervention in the POC 

survey, the mean decreased from 6.88 to 6.26 (-0.62) and presented a p-value of 

0.08742, indicating an insignificant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants feel less secure about buying, holding, and transferring cryptocurrencies 

than before. Therefore, the stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ 

perceptions as the BOC survey should make participants feel more secure about 

buying, holding, and transferring cryptocurrencies meanwhile the POC survey should 

make participants feel less secure about buying, holding, and transferring 

cryptocurrencies and the results show that the intervention influenced the 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the POC intervention had a greater 

impact than the BOC intervention regarding the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on being 

secure about buying, holding, and transferring cryptocurrencies as the mean change 

was higher for POC than BOC.  

4.2.3 Cryptocurrencies are secure for conducting financial transactions 

(VAR 3.3) 

The mean value for the question άcryptocurrencies are secure for conducting financial 

ǘǊŀƴǎŀŎǘƛƻƴǎέ (VAR 3.3) before the intervention for the BOC group had a mean value 

of 7.32 and the POC group had 7.02. This indicates that the participants of both 

ǎǳǊǾŜȅΩǎ ǇŜǊŎŜƛǾŜŘ ŎǊȅǇǘƻŎǳǊǊŜƴŎies as being considerably secure for conducting 

financial transactions before the intervention was present. 

Following the intervention in the BOC survey, the mean increased from 7.32 to 8.06 

(+0.74) and presented a p-value of 0.005003, indicating a significant difference. This 

is a positive change in the perceptions of cryptocurrencies, and implies that following 

the intervention, the participants perceive cryptocurrencies as being more secure for 

conducting financial transactions than before. Following the intervention in the POC 

survey, the mean decreased from 7.02 to 6.50 (-0.52) and presented a p-value of 

0.1074, indicating an insignificant difference. This is a negative change in the 
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perceptions of cryptocurrencies and implies that following the intervention, the 

participants perceive cryptocurrencies as being less secure for conducting financial 

transactions than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should make participants perceive 

cryptocurrencies as being more secure for conducting financial transactions 

meanwhile the POC survey should make participants perceive cryptocurrencies as 

being less secure for conducting financial transactions and the results show that the 

intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the BOC 

intervention had a greater impact than the POC intervention, regarding the 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴ on cryptocurrencies being secure for conducting financial 

transactions, as the mean change was higher for BOC than POC.  

4.2.4 Security of Cryptocurrencies Overview 

From these 3 questions on the security of cryptocurrencies, it can be derived that 

most of the participants on average perceived cryptocurrencies as being secure 

before the survey. Looking at the p-values of the t-tests in the BOC group, it can be 

stated that VAR 3.1 and VAR 3.3 were significantly influenced by the intervention and 

caused a significant difference in the before and after responses. Looking at the p-

values of the t-tests in the POC group, it can be stated that only VAR 3.1 was influenced 

by the intervention and caused a significant difference in the before and after 

responses, and VAR 3.2 and VAR 3.3 showed an insignificant difference. There was a 

significant difference in the changed perceptions following the intervention in the 

BOC and POC surveys, where the BOC survey had a greater impact on the participants 

security perceptions of cryptocurrencies than the POC survey. Overall, before and 

after the intervention the participants perceived cryptocurrencies as being 

considerably secure and were influenced as expected according to the intervention 

they were exposed to, and this is presented in figure 4.3 below.  



 
 
 
 
 

45 
 

 

Figure 4.3 - Mean scores of άsecurities of cryptocurrenciesέ after the intervention 

4.3 Privacy of Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on the privacy of 

cryptocurrencies and their exchange systems and how their survey responses have 

changed from before and after the intervention. The survey questions that 

correspond to the privacy of cryptocurrencies are the same for both surveys and are 

as follows: 

- When using cryptocurrencies, my privacy is at risk (VAR 4.1) 

- I feel safe providing personal privacy information to cryptocurrency exchange 

systems (VAR 4.2) 

A paired t-test is used to determine whether the intervention made a significant 

difference in the privacy perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in privacy perceptions. 

4.3.1 When using cryptocurrencies, my privacy is at risk (VAR 4.1) 

The mean value for the question άwhen using cryptocurrencies, my privacy is at riskέ 

(VAR 4.1) before the intervention for the BOC group had a mean value of 4.54 and the 
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POC group had 3.98. This indicates that the participants of both surveys perceive their 

privacy as being at risk when using cryptocurrencies to a lesser extent. 

Following the intervention in the BOC survey, the mean decreased from 4.54 to 3.98 

(-0.56) and presented a p-value of 0.114, indicating an insignificant difference. This is 

a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants perceive their privacy as being exposed to less risk 

when using cryptocurrencies than before. Following the intervention in the POC 

survey, the mean increased from 3.98 to 5.71 (+1.73) and presented a p-value of 

0.0006601, indicating a significant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants perceive their privacy as being exposed to more risk when using 

cryptocurrencies than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should make participants perceive their 

privacy as being at less risk when using cryptocurrencies meanwhile the POC survey 

should make participants perceive their privacy as being at more risk when using 

cryptocurrencies and the results show that the intervention influenced the 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the POC intervention had a greater 

impact than the BOC intervention, regarding the participants privacy being at risk 

when using cryptocurrencies as the mean change was higher for POC than BOC.  

4.3.2 I feel safe providing personal privacy information to cryptocurrency 

exchange systems (VAR 4.2) 

The mean value for the question άI feel safe providing personal privacy information to 

cryptocurrency exchange systemsέ (VAR 4.2) before the intervention for the BOC 

group had a mean value of 5.88 and the POC group had 5.82. This indicates that the 

participants of both surveys feel moderately safe providing personal privacy 

information to cryptocurrency exchange systems. 

Following the intervention in the BOC survey, the mean increased from 5.88 to 5.96 

(+0.08) and presented a p-value of 0.9001, indicating an insignificant difference. This 

is a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants feel safer providing personal information to 

cryptocurrency exchange systems than before. Following the intervention in the POC 
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survey, the mean decreased from 5.82 to 5.21 (-0.61) and presented a p-value of 

0.1096, indicating an insignificant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants feel less feel safe providing personal information to cryptocurrency 

exchange systems than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should make participants feel safer when 

providing personal information to cryptocurrency exchange systems, meanwhile the 

POC survey should make participants feel less safe when providing personal 

information to cryptocurrency exchange systems and the results show that the 

intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the POC 

intervention had a greater impact than the BOC intervention regarding the 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on feeling safe providing personal information to 

cryptocurrency exchange systems than before as the mean change was higher for POC 

than BOC.  

4.3.3 Privacy of Cryptocurrencies Overview 

From these 2 questions on the privacy of cryptocurrencies, it can be derived that most 

of the participants on average perceived cryptocurrencies as having a considerable 

level of privacy before the survey. Looking at the p-values of the t-tests in the BOC 

group, it can be stated that none of the variables were significantly influenced by the 

intervention, therefore, caused an insignificant difference in all of the before and after 

responses. Looking at the p-values of the t-tests in the POC group, it can be stated 

that only VAR 4.1 was influenced by the intervention and caused a significant 

difference in the before and after responses, and VAR 4.2 showed an insignificant 

difference. There was a significant difference in the changed perceptions following 

the intervention in the POC survey, where the POC survey had a greater impact on the 

participants privacy perceptions of cryptocurrencies than the BOC survey. Overall, 

before and after the intervention the participants perceived cryptocurrencies as 

having considerably privacy and were influenced as expected according to the 

intervention they were exposed to, and this is presented in figure 4.4 below.  
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Figure 4.4 - Mean scores of άprivacy of cryptocurrenciesέ after the intervention 

4.4 Financial Gain of Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on the financial gains of 

cryptocurrencies and how their survey responses have changed from before and after 

the intervention. The survey questions that correspond to the financial gains of 

cryptocurrencies are the same for both surveys and are as follows: 

- I believe cryptocurrencies will increase in value in the future (VAR 5.1) 

- Investing into cryptocurrencies will yield a high return on my investment (VAR 

5.2) 

A paired t-test is used to determine whether the intervention made a significant 

difference in the financial gain perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in financial gain 

perceptions. 

4.4.1 I believe cryptocurrencies will increase in value in the future (VAR 5.1) 

The mean value for the question άI believe cryptocurrencies will increase in value in 

the futureέ (VAR 5.1) before the intervention for the BOC group had a mean value of 
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8.3 and the POC group had 8.15. This indicates that the participants of both surveys 

believe that cryptocurrencies will increase in value in the future to a greater extent. 

Following the intervention in the BOC survey, the mean increased from 8.3 to 8.62 

(+0.32) and presented a p-value of 0.2774, indicating an insignificant difference. This 

is a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants believe that cryptocurrencies will increase in value 

in the future, more than they did before conducting the survey. Following the 

intervention in the POC survey, the mean decreased from 8.15 to 7.90 (-0.25) and 

presented a p-value of 0.1055, indicating an insignificant difference. This is a negative 

change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants believe that cryptocurrencies will not increase in value 

in the future, more than they did before conducting the survey. Therefore, the 

stimulus had the anticipated impact on partƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey 

should make participants believe that cryptocurrencies will increase in value in the 

future meanwhile the POC survey should make participants believe that 

cryptocurrencies will not increase in value in the future and the results show that the 

intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the BOC 

intervention had a greater impact than the POC intervention, regarding the 

participants belief in the future value of cryptocurrencies as the mean change was 

higher for BOC than POC.  

4.4.2 Investing into cryptocurrencies will yield a high return on my 

investment (VAR 5.2) 

The mean value for the question άinvesting into cryptocurrencies will yield a high 

return on my investmentέ (VAR 5.2) before the intervention for the BOC group had a 

mean value of 7.6 and the POC group had 7.96. This indicates that the participants of 

both surveys believe that investing into cryptocurrencies will yield them a high return 

on their investment to a greater extent. 

Following the intervention in the BOC survey, the mean increased from 7.6 to 8.12 

(+0.52) and presented a p-value of 0.01781, indicating a significant difference. This is 

a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants believe that cryptocurrencies will yield them a high 
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return on their investment more than they did before conducting the survey. 

Following the intervention in the POC survey, the mean decreased from 7.96 to 7.7 (-

0.19) and presented a p-value of 0.5043, indicating an insignificant difference. This is 

a negative change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants believe that cryptocurrencies will yield them a high 

return on their investment less than before conducting the survey. Therefore, the 

stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey 

should make participants believe that cryptocurrencies will yield them a high return 

on their investment meanwhile the POC survey should make participants believe that 

cryptocurrencies will not yield them a high return on their investment and the results 

show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. 

Therefore, the BOC intervention had a greater impact than the POC intervention 

regarding the participants believing that cryptocurrencies will yield them a high return 

on their investment as the mean change was higher for BOC than POC.  

4.4.3 Financial Gains of Cryptocurrencies Overview 

From these 2 questions on the financial gains of cryptocurrencies, it can be derived 

that most of the participants on average perceived that it is possible to make financial 

gains from cryptocurrencies and that they will increase in value in the future, before 

taking part in the survey. Looking at the p-values of the t-tests in the BOC group, it can 

be stated that only VAR 5.2 was significantly influenced by the intervention and 

caused a significant difference in the before and after responses. Looking at the p-

values of the t-tests in the POC group, it can be stated that none of the variables were 

significantly influenced by the intervention, therefore, caused an insignificant 

difference in all the before and after responses. There was a significant difference in 

the changed perceptions following the intervention in the BOC survey, where the BOC 

survey had a greater impact on the participants financial gain perceptions of 

cryptocurrencies than the POC survey. Overall, before and after the intervention the 

participants perceived that it is possible to make financial gains from cryptocurrencies 

and that they will increase in value in the future and were influenced as expected 

according to the intervention they were exposed to, and this is presented in figure 4.5 
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below.

 

Figure 4.5 - Mean sŎƻǊŜǎ ƻŦ άfinancial gain of cǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎέ after the 

intervention 

4.5 Sustainability of Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on the sustainability of 

cryptocurrencies and how their survey responses have changed from before and after 

the intervention. The survey questions that correspond to the sustainability of 

cryptocurrencies are the same for both surveys and are as follows: 

- Cryptocurrencies have the potential to positively contribute to an 

environmentally friendly and sustainable society (VAR 6.1) 

- Cryptocurrency mining has a negative impact on humanity (VAR 6.2) 

A paired t-test is used to determine whether the intervention made a significant 

difference in the sustainability perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in sustainability 

perceptions. 
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4.5.1 Cryptocurrencies have the potential to positively contribute to an 

environmentally friendly and sustainable society (VAR 6.1) 

The mean value for the question άcryptocurrencies have the potential to positively 

ŎƻƴǘǊƛōǳǘŜ ǘƻ ŀƴ ŜƴǾƛǊƻƴƳŜƴǘŀƭƭȅ ŦǊƛŜƴŘƭȅ ŀƴŘ ǎǳǎǘŀƛƴŀōƭŜ ǎƻŎƛŜǘȅέ (VAR 6.1) before 

the intervention for the BOC group had a mean value of 6.72 and the POC group had 

7.34. This indicates that the participants of both surveys believe that cryptocurrencies 

have the potential to positively contribute to an environmentally friendly and 

sustainable society to a greater extent. 

Following the intervention in the BOC survey, the mean increased from 6.72 to 7.34 

(+0.62) and presented a p-value of 0.0356, indicating a significant difference. This is a 

positive change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants believe that cryptocurrencies have the potential to 

positively contribute to an environmentally friendly and sustainable society more than 

they did before conducting the survey. Following the intervention in the POC survey, 

the mean decreased from 7.34 to 6.02 (-1.32) and presented a p-value of 0.003532, 

indicating a significant difference. This is a negative change in the perceptions of 

cryptocurrencies and implies that following the intervention, the participants believe 

that cryptocurrencies have the potential to positively contribute to an 

environmentally friendly and sustainable society less than they did before conducting 

the survey. Therefore, the stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ 

perceptions as the BOC survey should make participants believe that cryptocurrencies 

will positively contribute to an environmentally friendly and sustainable society 

meanwhile the POC survey should make participants believe that cryptocurrencies 

will negatively contribute to an environmentally friendly and sustainable society and 

the results show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as 

expected. Therefore, the POC intervention had a greater impact than the BOC 

intervention, regarding the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴ in that cryptocurrencies have the 

potential to positively contribute to an environmentally friendly and sustainable 

society as the mean change was higher for POC than BOC.  
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4.5.2 Cryptocurrency mining has a negative impact on humanity (VAR 6.2) 

The mean value for the question άcryptocurrency mining has a negative impact on 

humanityέ (VAR 6.2) before the intervention for the BOC group had a mean value of 

5.52 and the POC group had 4.52. This indicates that the participants of both surveys 

believe that cryptocurrency mining does have a negative impact on humanity to a 

noteworthy extent. 

Following the intervention in the BOC survey, the mean decreased from 5.52 to 5.30 

(-0.22) and presented a p-value of 0.5093, indicating an insignificant difference. This 

is a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants believe that cryptocurrency mining has a more 

positive impact on humanity than before. Following the intervention in the POC 

survey, the mean increased from 4.52 to 5.75 (+1.23) and presented a p-value of 

0.004279, indicating a significant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants believe that cryptocurrency mining has a larger negative impact on 

humanity than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey should make participants believe that 

cryptocurrency mining has a positive impact on humanity meanwhile the POC survey 

should make participants believe that cryptocurrency mining has a larger negative 

impact on humanity and the results show that the intervention influenced the 

partiŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as expected. Therefore, the POC intervention had a greater 

impact than the BOC intervention regarding the participants believing that 

cryptocurrency mining has a negative impact on humanity as the mean change was 

higher for POC than BOC.  

4.5.3 Sustainability of Cryptocurrencies Overview 

From these 2 questions on the sustainability of cryptocurrencies, it can be derived 

that most of the participants on average perceived that cryptocurrency is sustainable 

to a greater extent before taking part in the survey. Looking at the p-values of the t-

tests in the BOC group, it can be stated that only VAR 6.1 was significantly influenced 

by the intervention and caused a significant difference in the before and after 

responses. Looking at the p-values of the t-tests in the POC group, it can be stated 
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that both VAR 6.1 and VAR 6.2 were significantly influenced by the intervention, 

therefore causing a significant difference in the before and after responses. There was 

a significant difference in the changed perceptions following the intervention in the 

POC survey, where the POC survey had a greater impact on the participants 

sustainability perceptions of cryptocurrencies than the BOC survey, as the POC 

intervention caused a significant difference in both questions. Overall, before and 

after the intervention the participants perceived cryptocurrencies as being 

sustainable and were influenced as expected according to the intervention they were 

exposed to, and this is presented in figure 4.6 below.  

 

Figure 4.6 - Mean scores of άsustainability of cryptocurrenciesέ after the 

intervention 

4.6 Perceived Risks of Cryptocurrencies 

This section will analyze the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ on the perceived risks of 

cryptocurrencies and how their survey responses have changed from before and after 

the intervention. The survey questions that correspond to the perceived risks of 

cryptocurrencies are the same for both surveys and are as follows: 
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- I feel at risk since I cannot touch or feel cryptocurrencies (VAR 7.1) 

- I am concerned about the potential of my cryptocurrency being stolen (VAR 

7.2) 

- The use of cryptocurrencies exposes me to a general risk (VAR 7.3) 

- If I use cryptocurrencies, hackers may be able to read my transaction history 

(VAR 7.4) 

A paired t-test is used to determine whether the intervention made a significant 

difference in the perceived risk perceptions of cryptocurrencies. The t-tests were done 

individually for each question to determine the differences in perceived risk 

perceptions. 

4.6.1 I feel at risk since I cannot touch or feel cryptocurrencies (VAR 7.1) 

The mean value for the question άI feel at risk since I cannot touch or feel 

cryptocurrenciesέ (VAR 7.1) before the intervention for the BOC group had a mean 

value of 3.84 and the POC group had 4. This indicates that the participants of both 

surveys do not feel at risk because they cannot touch or feel cryptocurrencies to a 

greater extent.  

Following the intervention in the BOC survey, the mean decreased from 3.84 to 3.44 

(-0.4) and presented a p-value of 0.3183, indicating an insignificant difference. This is 

a positive change in the perceptions of cryptocurrencies and implies that following 

the intervention, the participants feel at less risk that they cannot touch or feel 

cryptocurrencies, more than they did before conducting the survey. Following the 

intervention in the POC survey, the mean increased from 4 to 4.85 (+0.85) and 

presented a p-value of 0.07416, indicating an insignificant difference. This is a 

negative change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants feel at more risk as they cannot touch or feel 

cryptocurrencies, more than they did before conducting the survey. Therefore, the 

stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the BOC survey 

should make participants feel at less risk as they cannot touch or feel 

cryptocurrencies, meanwhile the POC survey should make participants feel at more 

risk as they cannot touch or feel cryptocurrencies and the results show that the 

intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ perceptions as expected. Therefore, the POC 
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intervention had a greater impact than the BOC intervention, regarding the 

participants feeling at risk as they cannot touch or feel cryptocurrencies as the mean 

change was higher for POC than BOC.  

4.6.2 I am concerned about the potential of my cryptocurrency being stolen 

(VAR 7.2) 

The mean value for the question άI am concerned about the potential of my 

cryptocurrency being stolenέ (VAR 7.2) before the intervention for the BOC group had 

a mean value of 5.24 and the POC group had 5.81. This indicates that the participants 

of both surveys are concerned about their cryptocurrency being stolen to a 

noteworthy extent. 

Following the intervention in the BOC survey, the mean decreased from 5.24 to 4.54 

(-0.7) and presented a p-value of 0.04064, indicating a significant difference. This is a 

positive change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants are less concerned about the potential of their 

cryptocurrency being stolen than before. Following the intervention in the POC 

survey, the mean increased from 5.81 to 6.94 (+1.13) and presented a p-value of 

0.002621, indicating a significant difference. This is a negative change in the 

perceptions of cryptocurrencies and implies that following the intervention, the 

participants are more concerned about the potential of their cryptocurrency being 

stolen than before. Therefore, the stimulus had the anticipated impact on 

ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜrceptions as the BOC survey should make participants less concerned 

about the potential of their cryptocurrency being stolen meanwhile the POC survey 

should make participants more concerned about the potential of their cryptocurrency 

being stolen and the results show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ 

perceptions as expected. Therefore, the POC intervention had a greater impact than 

the BOC intervention regarding the participants being concerned about the potential 

of their cryptocurrency being stolen as the mean change was higher for POC than BOC.  

4.6.3 The use of cryptocurrencies exposes me to a general risk (VAR 7.3) 

The mean value for the question άthe use of cryptocurrencies exposes me to a general 

riskέ (VAR 7.3) before the intervention for the BOC group had a mean value of 4.88 
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and the POC group had 5.56. This indicates that the participants of both surveys 

believe that the use of cryptocurrencies somewhat exposes them to a general risk. 

Following the intervention in the BOC survey, the mean decreased from 4.88 to 4.26 

(-0.62) and presented a p-value of 0.048, indicating a significant difference. This is a 

positive change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants believe that the use of cryptocurrencies exposes them 

to a smaller general risk than before. Following the intervention in the POC survey, 

the mean increased from 5.56 to 6.79 (+1.23) and presented a p-value of 0.0009264, 

indicating a significant difference. This is a negative change in the perceptions of 

cryptocurrencies and implies that following the intervention, the participants believe 

that the use of cryptocurrencies exposes them to a bigger general risk than before. 

Therefore, the stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the 

BOC survey should make participants believe that the use of cryptocurrencies exposes 

them to a smaller general risk, meanwhile the POC survey should make participants 

believe that the use of cryptocurrencies exposes them to a bigger general risk and the 

results show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as 

expected. Therefore, the POC intervention had a greater impact than the BOC 

intervention regarding the participants believing that the use of cryptocurrencies 

exposes them to a general risk as the mean change was higher for POC than BOC.  

4.6.4 If I use cryptocurrencies, hackers may be able to read my transaction 

history (VAR 7.4) 

The mean value for the question άif I use cryptocurrencies, hackers may be able to 

read my transaction historyέ (VAR 7.4) before the intervention for the BOC group had 

a mean value of 5.2 and the POC group had 5.17. This indicates that the participants 

of both surveys believe that if they use cryptocurrencies, hackers may be able to read 

their transaction history to a noteworthy extent. 

Following the intervention in the BOC survey, the mean decreased from 5.2 to 4.28 (-

0.92) and presented a p-value of 0.01278, indicating a significant difference. This is a 

positive change in the perceptions of cryptocurrencies and implies that following the 

intervention, the participants believe that if they use cryptocurrencies, they are less 

vulnerable to hackers being able to read their transaction history than they did before 
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participating in the survey. Following the intervention in the POC survey, the mean 

increased from 5.17 to 5.58 (+0.42) and presented a p-value of 0.1845, indicating an 

insignificant difference. This is a negative change in the perceptions of 

cryptocurrencies and implies that following the intervention, the participants believe 

that if they use cryptocurrencies, they are more vulnerable to hackers being able to 

read their transaction history than they did before participating in the survey. 

Therefore, the stimulus had the anticipated impact on ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as the 

BOC survey should make participants believe that if they use cryptocurrencies, they 

are less vulnerable to hackers being able to read their transaction history, meanwhile 

the POC survey should make participants believe that if they use cryptocurrencies, 

they are more vulnerable to hackers being able to read their transaction history and 

the results show that the intervention influenced the ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ as 

expected. Therefore, the BOC intervention had a greater impact than the POC 

intervention regarding the participants believing that if they use cryptocurrencies, 

hackers can read their transaction history, as the mean change was higher for BOC 

than POC.  

4.6.5 Perceived Risk of Cryptocurrencies Overview 

From these 4 questions on the perceived risks of cryptocurrencies, it can be derived 

that most of the participants on average were not very concerned with the stated risks 

of cryptocurrencies before taking part in the survey. Looking at the p-values of the t-

tests in the BOC group, it can be stated that VAR 7.2, VAR 7.3, and VAR 7.4 were 

significantly influenced by the intervention and caused a significant difference in the 

before and after responses. Looking at the p-values of the t-tests in the POC group, it 

can be stated that VAR 7.2 and VAR 7.3 were significantly influenced by the 

intervention, therefore causing a significant difference in the before and after 

responses. There was a significant difference in the changed perceptions following the 

intervention in the BOC survey, where the BOC survey had a greater impact on the 

participants perceived risks of cryptocurrencies than the POC survey, as the BOC 

intervention caused a significant difference in more questions than the POC survey. 

Overall, before and after the intervention the participants did not perceive the stated 

risks of cryptocurrencies as determining factors in adopting and using 
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cryptocurrencies and were influenced as expected according to the intervention they 

were exposed to, and this is presented in figure 4.7 below.  

 

Figure 4.7 - Mean scores of άperceived risks of cryptocurrenciesέ after the 

intervention 
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5 Conclusion 

5.1 Outcomes, Limitations, and Recommendations  

¢ƘŜ ǇǳǊǇƻǎŜ ƻŦ ǘƘƛǎ ǘƘŜǎƛǎ ǿŀǎ ǘƻ ƛƴǾŜǎǘƛƎŀǘŜ Ƙƻǿ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻƴ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŎƘŀƴƎŜ ǿƘŜƴ ǘƘŜȅ ŀǊŜ ŜȄǇƻǎŜŘ ǘƻ ǇƻǎƛǘƛǾŜ ŀƴŘ ƴŜƎŀǘƛǾŜ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ƛƴŦƻǊƳŀǘƛƻƴΦ CƻƭƭƻǿƛƴƎ ǘƘŜ ŀƴŀƭȅǎƛǎ ƻŦ ǘƘŜ ǎǳǊǾŜȅ ǊŜǎǳƭǘǎ ƛǘ Ŏŀƴ ōŜ 

ǎǘŀǘŜŘ ǘƘŀǘ ǎŜǾŜǊŀƭ ƻŦ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǿŜǊŜ ŀƭǘŜǊŜŘ 

ŀŦǘŜǊ ǘƘŜȅ ǿŜǊŜ ŜȄǇƻǎŜŘ ǘƻ ǇƻǎƛǘƛǾŜ ŀƴŘ ƴŜƎŀǘƛǾŜ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ƛƴŦƻǊƳŀǘƛƻƴΦ ¢ŀōƭŜ 

рΦм ǇǊŜǎŜƴǘǎ ǿƘƛŎƘ ƻŦ ǘƘŜ ǾŀǊƛŀōƭŜǎ ŀƴŘ ƘȅǇƻǘƘŜǎŜǎ ǎƘƻǿŜŘ ŀ ǎƛƎƴƛŦƛŎŀƴǘ ŘƛŦŦŜǊŜƴŎŜ ƛƴ 

ǘƘŜ ōŜƴŜŦƛǘǎ ŀƴŘ ǇǊƻōƭŜƳǎ ŜȄǇŜǊƛƳŜƴǘŀƭ ǎŜǘǘƛƴƎǎΦ   

¢ŀōƭŜ рΦм ς {ƛƎƴƛŦƛŎŀƴǘƭȅ ƛƳǇŀŎǘŜŘ ǾŀǊƛŀōƭŜǎ ƻŦ ǘƘŜ ǎǳǊǾŜȅǎ 

±ŀǊƛŀōƭŜ ϧ 

IȅǇƻǘƘŜǎƛǎ 

±!w .ŜƴŜŦƛǘǎ ƻŦ /ǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ {ǳǊǾŜȅ tǊƻōƭŜƳǎ ƻŦ /ǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ {ǳǊǾŜȅ 

¢Ǌǳǎǘ όIмύ нΦм {ƛƎƴƛŦƛŎŀƴǘ  

нΦн {ƛƎƴƛŦƛŎŀƴǘ  

нΦо {ƛƎƴƛŦƛŎŀƴǘ {ƛƎƴƛŦƛŎŀƴǘ 

{ŜŎǳǊƛǘȅ όIнύ оΦм {ƛƎƴƛŦƛŎŀƴǘ {ƛƎƴƛŦƛŎŀƴǘ 

оΦн   

оΦо {ƛƎƴƛŦƛŎŀƴǘ  

tǊƛǾŀŎȅ όIоύ пΦм  {ƛƎƴƛŦƛŎŀƴǘ 

пΦн   

CƛƴŀƴŎƛŀƭ Dŀƛƴ 

όIпύ 

рΦм   

рΦн {ƛƎƴƛŦƛŎŀƴǘ  

{ǳǎǘŀƛƴŀōƛƭƛǘȅ όIрύ сΦм {ƛƎƴƛŦƛŎŀƴǘ {ƛƎƴƛŦƛŎŀƴǘ 

сΦн  {ƛƎƴƛŦƛŎŀƴǘ 

тΦм   
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tŜǊŎŜƛǾŜŘ wƛǎƪ 

όIсύ 

тΦн {ƛƎƴƛŦƛŎŀƴǘ {ƛƎƴƛŦƛŎŀƴǘ 

тΦо {ƛƎƴƛŦƛŎŀƴǘ {ƛƎƴƛŦƛŎŀƴǘ 

тΦп {ƛƎƴƛŦƛŎŀƴǘ  

 

[ƻƻƪƛƴƎ ŀǘ ǘƘŜ ǊŜǎǳƭǘǎ ŦǊƻƳ ǘŀōƭŜ рΦмΣ ǘƘŜ ƘȅǇƻǘƘŜǎƛǎ ǘŜǎǘƛƴƎ Ƙŀǎ ǎƘƻǿƴ ŀ ǎƛƎƴƛŦƛŎŀƴǘ 

ŘƛŦŦŜǊŜƴŎŜ ƛƴ ŀǘ ƭŜŀǎǘ ƻƴŜ ƻŦ ǘƘŜ ǾŀǊƛŀōƭŜǎ ǇŜǊ ŎƻƴǎǘǊǳŎǘΦ ¢ƘŜǊŜŦƻǊŜΣ ƛǘ Ŏŀƴ ōŜ ǎǘŀǘŜŘ 

ǘƘŀǘ ǘƘŜ ǘǿƻ ƛƴǘŜǊǾŜƴǘƛƻƴǎ ƛƴŦƭǳŜƴŎŜŘ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ ōŜŦƻǊŜ ŀƴŘ ŀŦǘŜǊ ǇŜǊŎŜǇǘƛƻƴǎ ƻƴ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŦƻǊ ŀǘ ƭŜŀǎǘ ƻƴŜ ƻŦ ǘƘŜ ǾŀǊƛŀōƭŜǎ ŦƻǊ ŜŀŎƘ ƻŦ ǘƘŜ с ƘȅǇƻǘƘŜǎŜǎΦ 

CǳǊǘƘŜǊƳƻǊŜΣ мн ƻǳǘ ƻŦ ǘƘŜ мс ǾŀǊƛŀōƭŜǎ ƘŀǾŜ ǎƘƻǿƴ ŀ ǎƛƎƴƛŦƛŎŀƴǘ ƛƳǇŀŎǘ ƛƴ ŜƛǘƘŜǊ 

ǎǳǊǾŜȅΣ ǿƘƛŎƘ ƳŜŀƴǎ ǘƘŜ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ƛƴŘƛǾƛŘǳŀƭǎ ǿŜǊŜ ǎƛƎƴƛŦƛŎŀƴǘƭȅ ŀƭǘŜǊŜŘ ƛƴ тр҈ 

ƻŦ ǘƘŜ ǎǳǊǾŜȅ ǉǳŜǎǘƛƻƴǎΦ  

wŜƎŀǊŘƛƴƎ ǘƘŜ ǎǳōπǉǳŜǎǘƛƻƴǎ ǎǘŀǘŜŘ ƛƴ ǘƘŜ ƛƴǘǊƻŘǳŎǘƛƻƴ ƻŦ ǘƘƛǎ ǘƘŜǎƛǎΣ ǘƘŜ ŦƻƭƭƻǿƛƴƎ Ŏŀƴ 

ōŜ ǎǘŀǘŜŘΥ ¦ǎƛƴƎ ǘƘŜ ǊŜǎǳƭǘǎ ŦǊƻƳ ǘƘŜ ǘǿƻ ǎǳǊǾŜȅǎΣ ǘƘŜ ǎǳōπǉǳŜǎǘƛƻƴ άǘƻ ǿƘŀǘ ŜȄǘŜƴǘ ƛǎ 

ŀ ǊƛǎƪπŀǾŜǊǎŜ ǇŜǊǎƻƴ ƭŜǎǎ ƭƛƪŜƭȅ ǘƻ ƛƴǾŜǎǘ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅΚέ Ŏŀƴ ōŜ ŀƴǎǿŜǊŜŘΦ ¢Ƙƛǎ ƛǎ 

ŘƻƴŜ ōȅ ǘŀƪƛƴƎ ǘƘŜ ƳŜŀƴ ǊŜǎǇƻƴǎŜǎ ƻŦ ǘƘŜ ŦƻǳǊ ǉǳŜǎǘƛƻƴǎ ƻƴ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ Ǌƛǎƪ 

ŀǎǎŜǎǎƳŜƴǘΣ ǿƘƛŎƘ ŀǊŜ άL ŀƳ ŀ Ǌƛǎƪ ǘŀƪŜǊέΣ άL ƭƛƪŜ ǘƻ ǘǊȅ ƻǳǘ ƴŜǿ ǘƘƛƴƎǎέΣ άL ŀƳ ƛƴǘŜǊŜǎǘŜŘ 

ƛƴ ǇƻǘŜƴǘƛŀƭƭȅ ƛƴǾŜǎǘƛƴƎ ƛƴǘƻ ŀ ƴŜǿ ŀǎǎŜǘ ŎŀǘŜƎƻǊȅέ ŀƴŘ άL ƻŦǘŜƴ ǘŀƪŜ Ǌƛǎƪǎ Ƨǳǎǘ ŦƻǊ Ŧǳƴέ 

ŀƴŘ ŎƻƳǇŀǊƛƴƎ ǘƘŜƳ ǘƻ ǘƘŜ ǊŜǎǇƻƴǎŜǎ ƻŦ ǘƘŜ ǉǳŜǎǘƛƻƴ άŘƻ ȅƻǳ ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΚέΦ 

¢ƘŜ ǊŜǎǳƭǘǎ ǎƘƻǿ ǘƘŀǘ ǇŀǊǘƛŎƛǇŀƴǘǎ ǘƘŀǘ ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ƘŀǾŜ ŀ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ 

ŀǾŜǊŀƎŜ ƻŦ тΦнсκмл όмπǘƻǘŀƭƭȅ ŘƛǎŀƎǊŜŜΣ млπǘƻǘŀƭƭȅ ŀƎǊŜŜύΣ ƳŜŀƴǿƘƛƭŜ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ 

ǘƘŀǘ Řƻ ƴƻǘ ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ƘŀǾŜ ǎƘƻǿƴ ŀ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ŀǾŜǊŀƎŜ ƻŦ сΦстΦ CǊƻƳ 

ǘƘƛǎΣ ƛǘ Ŏŀƴ ōŜ ŘŜǊƛǾŜŘ ǘƘŀǘ ŀ Ǌƛǎƪ ŀǾŜǊǎŜ ǇŜǊǎƻƴ ƛǎ ƭŜǎǎ ƭƛƪŜƭȅ ǘƻ ƛƴǾŜǎǘ ƛƴǘƻ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ǿƘŜƴ ŎƻƳǇŀǊŜŘ ǘƻ ŀ ǇŜǊǎƻƴ ǘƘŀǘ ǘŀƪŜǎ ƳƻǊŜ ǊƛǎƪǎΦ ! ǇƻǎǎƛōƭŜ 

ŜȄǇƭŀƴŀǘƛƻƴ ŦƻǊ ǘƘƛǎ ƛǎ ǘƘŀǘ ǇŜǊǎƻƴǎ ǘƘŀǘ ƘŀǾŜ ǇǊŜǾƛƻǳǎƭȅ ƛƴǾŜǎǘŜŘ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ 

ŎƻƴǎƛŘŜǊ ǘƘŜƳǎŜƭǾŜǎ ŀǎ ōŜƛƴƎ ƭŜǎǎ ǊƛǎƪπŀǾŜǊǎŜΣ ǿƘƛŎƘ ƳŀƪŜǎ ǘƘŜƳ ƳƻǊŜ ƭƛƪŜƭȅ ǘƻ ƛƴǾŜǎǘ 

ƛƴǘƻ ƴŜǿ ŀǎǎŜǘǎΣ ƳŜŀƴǿƘƛƭŜ ŀ ǇŀǊǘƛŎƛǇŀƴǘ ǘƘŀǘ Ƙŀǎ ƴƻǘ ƛƴǾŜǎǘŜŘ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ 

ƛǎ ƭŜǎǎ ƭƛƪŜƭȅ ǘƻ ƛƴǾŜǎǘ ƛƴǘƻ ƴŜǿ ŀǎǎŜǘǎΦ ¢ƘŜǊŜŦƻǊŜΣ ŀ ǊƛǎƪπŀǾŜǊǎŜ ǇŜǊǎƻƴ ƛǎ ƭŜǎǎ ƭƛƪŜƭȅ ǘƻ 

ƛƴǾŜǎǘ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǘƻ ŀ ƎǊŜŀǘŜǊ ŜȄǘŜƴǘΦ 

¦ǎƛƴƎ ǘƘŜ ǊŜǎǳƭǘǎ ŦǊƻƳ ǘƘŜ ǘǿƻ ǎǳǊǾŜȅǎΣ ǘƘŜ ǎǳōπǉǳŜǎǘƛƻƴ άŘƻŜǎ ƎŜƴŘŜǊ ƛƳǇŀŎǘ ǘƘŜ 

ƭƛƪŜƭƛƘƻƻŘ ǘƻ ƛƴǾŜǎǘ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅΚέ Ŏŀƴ ōŜ ŀƴǎǿŜǊŜŘΦ ¢Ƙƛǎ ƛǎ ŘƻƴŜ ōȅ ŎƻƴǎƛŘŜǊƛƴƎ 

ǘƘŜ ƎŜƴŘŜǊǎ ƻŦ ǘƘŜ ǎǳǊǾŜȅ ǇŀǊǘƛŎƛǇŀƴǘǎ όƳŀƭŜ ƻǊ ŦŜƳŀƭŜύ ŀƴŘ ŘŜǘŜǊƳƛƴƛƴƎ Ƙƻǿ Ƴŀƴȅ 
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ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀƴŘ Ƙƻǿ Ƴŀƴȅ Řƻ ƴƻǘΦ ¢ƘŜ ǊŜǎǳƭǘǎ ŦƻǊ ŦŜƳŀƭŜǎ ǎƘƻǿ ǘƘŀǘ ƻǳǘ ƻŦ 

ǘƘŜ ор ŦŜƳŀƭŜǎ ǘƘŀǘ ǇŀǊǘƛŎƛǇŀǘŜŘ ƛƴ ǘƘŜ ǎǳǊǾŜȅΣ ƻƴƭȅ мп ƻŦ ǘƘŜƳ ƻǿƴŜŘ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ όпл҈ύΦ ¢ƘŜ ǊŜǎǳƭǘ ŦƻǊ ƳŀƭŜǎ Ƙŀǎ ǎƘƻǿƴ ǘƘŀǘ ƻǳǘ ƻŦ ǘƘŜ ср ƳŀƭŜǎ ǘƘŀǘ 

ǇŀǊǘƛŎƛǇŀǘŜŘ ƛƴ ǘƘŜ ǎǳǊǾŜȅΣ ро ƻŦ ǘƘŜƳ ƻǿƴŜŘ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ όумΦр҈ύΦ ¢ƘŜǊŜŦƻǊŜΣ 

ǘƘŜǎŜ ǊŜǎǳƭǘǎ ƛƴŘƛŎŀǘŜ ǘƘŀǘ ƎŜƴŘŜǊ ƳƛƎƘǘ ƘŀǾŜ ŀƴ ƛƳǇŀŎǘ ƻƴ ǘƘŜ ƭƛƪŜƭƛƘƻƻŘ ƻŦ ŀ ǇŜǊǎƻƴ 

ƛƴǾŜǎǘƛƴƎ ƛƴǘƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ǿƘŜǊŜ ƳŀƭŜǎ ŀǊŜ ŎǳǊǊŜƴǘƭȅ ƳƻǊŜ ƭƛƪŜƭȅ ǘƻ ƛƴǾŜǎǘ ƛƴǘƻ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǘƘŀƴ ŦŜƳŀƭŜǎΦ 

¦ǎƛƴƎ ǘƘŜ ǊŜǎǳƭǘǎ ŦǊƻƳ ǘƘŜ ǘǿƻ ǎǳǊǾŜȅǎΣ ǘƘŜ ǎǳōπǉǳŜǎǘƛƻƴ άǘƻ ǿƘŀǘ ŜȄǘŜƴǘ Řƻ ǇŜǊŎŜƛǾŜŘ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ Ǌƛǎƪǎ ŘƛŦŦŜǊ ōŜǘǿŜŜƴ ŀ ǇŜǊǎƻƴ ǿƛǘƘ ƴƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜ ŀƴŘ ŀ 

ǇŜǊǎƻƴ ǿƛǘƘ ǇǊŜǾƛƻǳǎ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜΚέ Ŏŀƴ ōŜ ŀƴǎǿŜǊŜŘΦ ¢Ƙƛǎ ƛǎ ŘƻƴŜ ōȅ 

ŎƻƴǎƛŘŜǊƛƴƎ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ ǘƘŀǘ ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀƴŘ ǘƘŜ ƻƴŜǎ ǘƘŀǘ Řƻ ƴƻǘΣ ŀƴŘ 

ƭƻƻƪƛƴƎ ŀǘ ǘƘŜ ƳŜŀƴ ǊŜǎǇƻƴǎŜǎ ǘƻ ǘƘŜ ǇŜǊŎŜƛǾŜŘ Ǌƛǎƪǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǎǳǊǾŜȅ 

ǉǳŜǎǘƛƻƴǎ άL ŦŜŜƭ ŀǘ Ǌƛǎƪ ǎƛƴŎŜ L Ŏŀƴƴƻǘ ǘƻǳŎƘ ƻǊ ŦŜŜƭ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎέΣ άL ŀƳ ŎƻƴŎŜǊƴŜŘ 

ŀōƻǳǘ ǘƘŜ ǇƻǘŜƴǘƛŀƭ ƻŦ Ƴȅ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ōŜƛƴƎ ǎǘƻƭŜƴέΣ ǘƘŜ ǳǎŜ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ 

ŜȄǇƻǎŜǎ ƳŜ ǘƻ ŀ ƎŜƴŜǊŀƭ ǊƛǎƪέΣ ŀƴŘ άƛŦ L ǳǎŜ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ƘŀŎƪŜǊǎ Ƴŀȅ ōŜ ŀōƭŜ ǘƻ 

ǊŜŀŘ Ƴȅ ǘǊŀƴǎŀŎǘƛƻƴ ƘƛǎǘƻǊȅέΦ ¢ƘŜ ǊŜǎǳƭǘǎ ǎƘƻǿ ǘƘŀǘΣ ƻƴ ŀǾŜǊŀƎŜΣ ǇŀǊǘƛŎƛǇŀƴǘǎ ǘƘŀǘ ƻǿƴ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǇŜǊŎŜƛǾŜ ǘƘŜƳ ǿƛǘƘ ŦŜǿŜǊ Ǌƛǎƪǎ ŀƴŘ ǎƘƻǿ ŀƴ ŀǾŜǊŀƎŜ ƻŦ пΦрнΣ 

ƳŜŀƴǿƘƛƭŜ ǘƘŜ ǇŀǊǘƛŎƛǇŀƴǘǎ ǘƘŀǘ Řƻ ƴƻǘ ƻǿƴ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǇŜǊŎŜƛǾŜ ǘƘŜƳ ǿƛǘƘ 

ƳƻǊŜ Ǌƛǎƪǎ ŀƴŘ ƘŀǾŜ ǎƘƻǿƴ ŀƴ ŀǾŜǊŀƎŜ ƻŦ рΦумΦ ¢ƘŜǊŜŦƻǊŜΣ ƛǘ Ŏŀƴ ōŜ ǎǘŀǘŜŘ ǘƘŀǘ 

ǇŜǊŎŜƛǾŜŘ Ǌƛǎƪǎ ŘƛŦŦŜǊ ōŜǘǿŜŜƴ ŀ ǇŜǊǎƻƴ ǿƛǘƘ ƴƻ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜ ŀƴŘ ŀ 

ǇŜǊǎƻƴ ǿƛǘƘ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜ ǘƻ ŀ ƎǊŜŀǘŜǊ ŜȄǘŜƴǘΣ ŀǎ ǳǎŜǊǎ ǿƛǘƘ ƴƻ 

ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜ ǇŜǊŎŜƛǾŜ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀǎ ōŜƛƴƎ ƻŦ ƘƛƎƘŜǊ Ǌƛǎƪ ǿƘŜƴ 

ŎƻƳǇŀǊŜŘ ǘƻ ǳǎŜǊǎ ǿƛǘƘ ǇǊŜǾƛƻǳǎ ŎǊȅǇǘƻŎǳǊǊŜƴŎȅ ŜȄǇŜǊƛŜƴŎŜΦ ! ǇƻǎǎƛōƭŜ ŜȄǇƭŀƴŀǘƛƻƴ 

ŦƻǊ ǘƘƛǎ ƛǎ ǘƘŀǘ ǳǎŜǊǎ ǘƘŀǘ ƘŀǾŜ ŜȄǇŜǊƛŜƴŎŜ ǿƛǘƘ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ŀǊŜ ƳƻǊŜ 

ƪƴƻǿƭŜŘƎŜŀōƭŜ ŀōƻǳǘ ǘƘŜ Ǌƛǎƪǎ ŀƴŘ ŀǘǘǊƛōǳǘŜǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎΣ ƳŜŀƴǿƘƛƭŜ ǳǎŜǊǎ 

ǘƘŀǘ ƘŀǾŜ ƴƻ ǇǊŜǾƛƻǳǎ ŜȄǇŜǊƛŜƴŎŜ ǿƛǘƘ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ ǇŜǊŎŜƛǾŜ ǘƘŜƳ ŀǎ ōŜƛƴƎ ǊƛǎƪƛŜǊΣ 

ŘǳŜ ǘƻ ƭŜǎǎ ƪƴƻǿƭŜŘƎŜ ƻŦ ǘƘŜƛǊ Ǌƛǎƪǎ ŀƴŘ ŀǘǘǊƛōǳǘŜǎΦ 

!ƭǘƘƻǳƎƘ ǘƘƛǎ ǘƘŜǎƛǎ Ƙŀǎ ǎƘƻǿƴ Ƙƻǿ ǇŜƻǇƭŜǎΩ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ Ŏŀƴ ōŜ 

altered when they are exposed to positive and negative cryptocurrency information, 

there were several limitations that could have influenced the findings of this paper, 

which should be considered in further research and will be briefly described. Firstly, 

67% of the survey participants owned cryptocurrencies or have had experience with 
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them in the past. The participants that already had previous experience with 

cryptocurrencies are more likely to not be as influenced by the intervention, as they 

have assessed the risks of cryptocurrencies before adopting them, meanwhile 

participants that did not previously own cryptocurrencies, nor had any previous 

experience with them are more likely to be influenced by the intervention, due to the 

lack of knowledge of cryptocurrencies and their attributes. Therefore, future research 

should focus on having fewer participants owning cryptocurrencies, to determine how 

the cryptocurrency perceptions of less-knowledgeable participants can be impacted. 

Secondly, this thesis did not determine which of the participantsΩ perceptions 

(variables) were impacted the most by the intervention. This can be done with the use 

of a power-test, which would identify which variable shows the greatest significant 

difference in the before and after perceptions and should be considered in future 

research. Thirdly, the sample size of 100 participants is relatively small when 

attempting to analyze changes in perceptions, as a larger and more representative 

sample size would eliminate outliers, provide more accurate data, leading to a better 

understanding of Ƙƻǿ ǇŜƻǇƭŜΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ŎǊȅǇǘƻŎǳǊǊŜƴŎƛŜǎ Ŏŀƴ ōŜ ŀƭǘŜǊŜŘ. 
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List of Abbreviations 

BOC ς Benefits of Cryptocurrencies  

POC ς Problems of Cryptocurrencies 
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Appendices 

Appendix A: Excel file containing analysis and results of the survey 

responses  

https://www.dropbox.com/scl/fi/twlr9k4nb4j86og3xiiyq/BT-Final-Survey-

Results.xlsx?dl=0&rlkey=4jzacqaqca2h4yf015t6ix606 

Appendix B: Benefits of Cryptocurrencies (intervention video) 

https://youtu.be/nTo4iQYQuPs 

Appendix C: Problems of Cryptocurrencies (intervention video) 

https://youtu.be/5-UO1t5EU90 
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Appendix D: T-test of survey results 
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