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Abstract

Since the launch of Bitcoin in 2009, the cryptocurrency market has significantly
evolved and is beginning to introduce itself into global financial institutions. A major
factor causing the development and growth of cryptocurrencies is due to an increase
in public awareness and adoption, which led to cryptocurrencies challenging global
commodity currencies and being a preferred payment instrument. From this, it can be
derived that public perceptions of cryptocurrencies are influencing factors for the

future growth, adoption, and use of cryptocurrencies as a global payment instrument.

¢CKA& NBaSINODK LI LISN ARSY(GAFTASA K2g LIS2LX SQa
altered with the use of positive and negative cryptocurrency information. This is done

by assessingii K S G§SOKy 2t 23A0L F GGNROdzi S & I YR LJ:
cryptocurrencies, which were made the variables in this research paper and include

trust, security, privacy, financial gain, sustainability, and perceived risks. Previous

research has explained wiy KS&a4S T GGNAROGdziSa FFNB Yl 22N Ay Tt
LISNDSLIGAZ2ya 2F ONBLII20d.NNByOASa FLyR sKe G(KSe
I R2LIG GKSY® ¢2 dzy RSNEGFYR K2g LIS2LX $Qa LISNDSL
online survey was created wheparticiparts were asked to answer a set of questions

about the attributes of cryptocurrencies based on their opinions, and then answer the

same set of questions following a positive or negative video about cryptocurrency

attributes. The survey results were analyzeddetermine which of the questions

were significantly impacted by the video, as well as which survey caused a greater

change in the survey results. The results have shown that several of the parti€¥pants
cryptocurrency perceptions were altered followinghe video intervention.

Furthermore, a significant difference was identified in at least one of the questions

from each of the considered variablédoreover, the results have showhich of the

two surveys caused a greater change in plagticipantsmeanresponses before and

after the video. Participants that had previous cryptocurrency experience have shown

to be less concerned about the potential risks of cryptocurrencies, due to having prior

experience and knowledge of them. Changing public perceptbosyptocurrencies

is possible and is relative to the type of information a person is exposed to.
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1 Introduction

Over the last decade, the use, applicati@nd adoption of cryptocurrenciebas
developed to an extent, that they now challentfee biggestcommodity currencies,

such as the Dollar, Euro, Yen, etc. (Nagpal, 2017). Since the creation of the first
cryptocurrency Bitcoin in 2@) Bitcoin has retained its structure, however, has
managed to integrate itself into contemporary, changing world economies, through
increasedcustomerdemand DeVries 2016).Cyptocurrenciesbased onblockchain
ensure data privacyand securityto consumers; one of the key reasons for

cryptocurrencietlsuccess in the financial industianerjee et al., 2018)

A cryptocurrency is digital asset based on encryptidimat can be used as a mexin

of exchange in a pedp-peer network DeVries 2016). In order to record
transactions, cryptocurreries rely on the blockchain(Banerjee et al., 2018)rhe
blockchain is a distributed ledger tecHngy that records peeto-peer transactions

in the form of blocksilid). The Bockchain is considered a secure network for
recording transactions, due to the complexity of altering information and its difficulty
of being hackedWang et al., 2018)Therefore, because cryptocurraasrely on the
blockchain to record all transactions, it makes cryptocuriesiciore secure private,
andpersona) whichis one of the crucial reasomghy many prefer it over commodity
currencies ipid). The most popular cryptocurrency, with the biggest market
capitalization ($1058 tillion as of April 202) is BitcoinCryptocurrency Prices, Charts
And Market Capitalizationsn.d-a). Furthermore, it is decemndlized, as it is not

controlled by the government (Klarin, 2020).

1.1 Practical Relevance

The findings of this research paper will contribute to the existent literatunmamy

ways. The first contribution is tadzy RSNAR GF YR K2g LIS2LJ SQa LISNDSL
cryptocurrencies change ime casethat they are exposed to positive and negative
cryptocurrencyinformation. The second contribution will béo understand the

concerns that people have regarding cryptocurrencies, which inevitably determines

the barrier between cryptocurrency and its adoption. Tthed contribution is touse

previous researchto help to predict the future applications and usmsesof

cryptocurrendesin the financial technology industrfhelast contribution will be to
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predictthe growth and adoption of cryptocurreres, due to an increase in customer

demand, by looking at the past development in cryptocurrency adoption.

The importance of this topic is that it will introduce the movement from commodity

currencies taryptocurrencie® @ F yF f @ T Ay3d K2g LIS2L)X SQa ONE LI 2
can be altered Moreover, once cryptocurrencies begin to take their position in the

world economy, more users will be aware of what cryptocurrencies are, and why they

should be chosen @r previously used commodity currencies. By being an early

adopter of cryptocurrencies, one becomes more aware of some of its applications, for

example trading and the purchasing of goods and servigk&h can have a greater

advantage over others (for ample by purchasing a certain amount of

cryptocurrencies today, knowing that its worth will increase in the future, due to the

increase in demand).

Thebiggest factor that determines the future of cryptocurréesare the perceptions

of people regardings use, adoption, and applicatipas well as some of its attributes
such adrust, security, privacy, financial gaisustainability perceivedrisks, etc This
paper will study the perceptions of individuals regarding cryptocurrencies, as well as
how ther perceptions change after they are exposed to positive and negative
information aboutthem. Thiswill helpto determine the extent to which people are
interested and willing to buy cryptocurrencies, which will deaigen its impact on

the world economies.

1.2 Aim of Research

In this thesis | investigatéo predict what factors influence and determine an
AYRAGARdZ £ Q& LIS ND SahdihavethyoseddicediohB daliib2 altdedtiNB y OA S &
with positive and negative informatiorfrrom this, the main research question can be

formulated as:

RQI 246 R2 LIS2LX $SQa LISNDSLIIA2ya OKFy3dS NBIF NRA\

exposed to positive and negative cryptocurrency information?
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Questions that need to be considered when answgrihe main research question

are:

- To what extent is a riskverse person less likely to invest into cryptocurrency?

- Does gender impact the likelihood to invest into cryptocurrency?

- To what extent do perceived cryptocurrency risks differ between a perdon wi
no cryptocurrency experience and a person with previous cryptocurrency

experience?

All of these questions will bensweredwith an evaluation of existing literaturim the

literature review and thesurvey.

2 Literature Review

2.1 Blockchain

Similarly to Bitcointhe blockchain was first proposed in 2008, and implemented in
2009 (Wang et al., 2018nd was used b$atoshiNakamoto as a core component of
cryptocurrency (AEssa, 2019). The blockchain is a public ledger, that stores all
cryptocurrency peeto-peer transactions as blocks in the chéimd). The blockchain

is built up on asymmetric gptography and a distributed consensus algorithiidy).

In the blockchain technology, transactions are not based on trust, but mainly based
on proof of the two users thatre involved in the cryptocurrency transaction,
therefore making a third party unneessary ipid). Furthermore, the blockchain
technology is able to perform its work in a decentralized environmég&tK @ 6S
ReySoe yiENI §F2 S2FKSTYR VU (B2 BdeK @i R PINLIFOA

K BCKSRA {3k yELOMEI K & NS FBKE &8 W SINIOMLPNLIE Y SK | 3ra

bR RANGdE SR /2ddY K | ArEsKE 62 jNoda £ KSEENEO GyReF |
NgaORy 62 | y3I S o5 & KSSSHOENED KSIQEK A v YW YA Y
SHOWVE YREQIMEISYR 12 NG ( IR QaB2TWH YO (INYA OByS6KE A & |
NYR2 d@2NIR  RyVEdHIPSR RS> QA JROMPOAINGT S& YA KSY 2

L2 HENILIE ayRTi KoSIQEK o
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L PN NB ER) (KS LIS 2F(KS 0 QK A yRXy2f23 E Mo&IBE1S |y
SYLE2F SLERK &Nya OBy K yoad S&S daS 27 (KS 6 (QFK NT
\BY K | Q& WEBLANK BS2F GIFS S dawy'! Ok N

1. Inorder for a block to be added onto the blockchain, a transaction must occur.
Jonathan has decided to buy a new coffee mug on AliExpress and has placed
a purchase order for it. In most cas&¥2 y | (itfahsgCctiba will be placed
together with thousands of other transactions in the same block, meaning his
information will be stored witithe transaction informatior2 ¥ 2 {tif& NI &
date, and price) (Reiff, 2020).

2. The transaction that has been made must verified by a network of
computers (ibid). The network of computers verify that the transaction
occurred with the same credentials as Jonathan has placed his ordéi€br (

The computers verify the time, price, and participants of the transaction
(ibid).

3. FOSNI W2y GKFyQa GNIyalkOilAzy KlFa 0SSy @S¢
transaction must be stored in a block, which will contain hundreds or
thousands of transactions similar to hikid).

4. The created block must be given a hd#id). A hash is a ugue code that
contains inputs of letters and numbers, and once it is encrypted, it becomes
a code of a fixed length (Wang et al., 2018). The block is given the hash of the
last block that is added to the blockchawhichis also known as the parent
block(ibid). Once the block is hashed, it can finally be added to the blockchain
(Reiff, 2020).

D $NE &S0 (QFK K 8Ky22R  y2ayBNJ A ( &K NS y3  $3p |
H nym &

- Decentralization refers to any peer-to-peer transaction, without the
involvement of acentral egency (Wang et d., 2018).

- Immutability refers to the complexity of changing and dtering information
that has dready been \erified and exists on the blockchain (ibid). Any

falsification would be easily recognized (ibid).

10
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- Auditability refers to the simplicity of tracing previous transactions, asthey
have been veified and recorded with the transactionQ aforrhation on the
blockchain (ibid). Thisfacilitates thetracing of previous transactions (ibid).

- Anonymity refersto the absence of acentral party that keepstrack of auser®
information, therefore providing privacy to each user (ibid). On the other
hand, due to the intrinsc constraints, blockchain privacy cannot always be

guaranteed (ibid).

2.2  Cryptocurrency

In 2008, an unknown figure to this dayatoshi Nakamotacreated Bitcointhe first

and most popular cryptocurrency in the worl@g€Vries 2016). Cryptocurrency isia
encrypted digital currencyhat is used to conduct secure and private p¢e-peer
transactions in exchange network#i¢l). Bitcoin is acryptocurrency and is not
electronic money as electronic money is simply money that is deposited into an
account through a payment terminal or bank, meanwhile cryptocurrency is an asset
produced through the internet and not associated with any usual currencies
(Bondarenko et al., 2019).f 1 K2dzZ3K . AGO02Ay Qa &aiNHzO0GdzNE KI & |
its launch in 209, the impact of constantly changing and fluctuatingrld markets

has created a gader consumer demand for cryptocurrencies, more than expected
back in 200 (DeVries 2016) The main reason for this increase in demand is because
of the exponential growth in the price of cryptocurrengiespecially Bitcoin, which
has grown over 5000% nsie April 2017, when the firsthajor awareness of
cryptocurrencies aros€Conti et al., 2017)Therefore, the public wanted to exploit
.AG02AyQa 4SS |y S aawardnaskdahdNd Bfcriyplocu@dnaez tby 3 G K S
exponentially increase (ibid). Anotheeason for this increase in demand, is the
decentralization of cryptocurrencies, meaning users are able to havestfol over

their assets, which is different to centralized authi®$, such as banks, that are in
control of your assets, without the user knowing where this money is going and what
it is used for (ibid)Another reason for this is the growth of the digital space and digital
technologies, which are increasing in popitlaas they facilitate daily processes by
making them safer, faster, and more trustworthy, such as paying, investing, lending,

etc. (Bondarenko et al., 2019)

11
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There are many services and platforms thegtort and update information regarding
cryptocurrenges (such as prices of cryptocurrencies, newpgcoming Initial Coin
Offerings, etc.), and the most popular and eaty-use platform for tracking
cryptocurrency information isCoinmarketcap One variable that determines the
GLI2 LddzE | NR (& ¢ 2iF its market\eBpitalizatiorg 2Maek ig Cakulated by
multiplying the total amount of coins in circulation by the current market price of a
single coinFigure 1.Jpresentssome noteworthy cryptocurrency statistics taken from

Coinmarketcap

According to @ CoinMarketCap
April 19, 2021

ETHEREUM MARKET CAP

$255 BILLION

AT
TRILLION

TOTAL MARKET CAPITALIZATION

NOIg 645

TOTAL CRYPTOS: 9.372

4v2 L3¥vIN NI0D 3oNvNIg @

Figurel.1¢ Cryptocurrency statistics as of April12021

Fromfigure 1.1 it can be seen that Bitcoin is the biggest cryptocurrency by market
capitalization,and holds a 51.6% market capitalization dominance against all other
altcoins, including Ethereum (H); Binance Coin (BNB), and all of the other 9369

cryptocurrencies as of date. An altcoin is any cryptocurrency other than Bitcoin.

Looking at the statistics of cryptocurrency growth, in 2013 only a mere 8
cryptocurrencies edisted (Nagpal, 2017) and this figure has grown to 9,346
cryptocurrencies asof April 2021, with new cryptocurrencies still launching through
ICOQ énitial Coin Offerings) (Klarin, 2020). According to Coinmarketcap yR # daf)
VBBIKS Y NJSAILA I gy TOR PAINEYO. K& yOBIES RRY b o B 22 bw
oA VTRY i 2 MIB Rrl YRS R YINUSHLA ik gy dH GNAE T A2Y 2V
C S 6 NHZAENI (Bmmatocurrency Prices, Charts And Market Capitalizatiodsa)®

12
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¢KS @amkmMBNJ&d Ry | yR Sy R!2INA & & daviset (KS

ONBIIGBMY R KBLIE KK ORLROMdgy® RS A IBRILDS Ny &S
SeSKSLIHHDO@ G SOSNE 221Ay3 i GKISYRIREBYYIR YI NJ S
Al OFy 0% LANKHAGKBHIKAIIK S&G NI GS 2F ONE LI 2 OdzZNNB
LJIS2LJX S FNB YvYz2aid fA1Ste (2 R2LII ONR LI 2 OdzNNEB y (
I NBGdzNY 2y GKSANI Ay@SadySyido

2.2.1 Applications of Cryptocurrencies

With an increase in awareness and popitlaof cryptocurrencies, its applications
have continued todevelop, and many daily activities now involve the use of
cryptocurrency due to its favorable technological attributesin comparison to
previously used commodity serviedNagpal, 2017).The mos$ popular use of
cryptocurrency is revolved around financial and payment seryib&l. Such services
include investing into digital assetsryptocurrency tradingpurchasing goods and

servicesandsending or receiving mongipid).

Firstly, cryptocurrency makes it possible for users around the world to invest in any
digital assetand potentially gain a return on their investment, which is the overall
goal of anyinvestor(Chuen et al., 2017)sers begin to see a change in theiested
value once the price of the bought cryptocurrency changes, for example, if the price
of a cryptocurrency is higher than the price the user has initially purchased for, the
user is making grofit on their investment, and viecgersa. The worth of a
cryptocurrency is determined solely by the market and derived by its supply and
demand, and functions similarly to commodities on the stock market (Nagpal, 2017).
As describd ina A { K I §02B)@eQet cCryptocurrency Market Analysis from the
Open Innovatin Perspective the volatility of the cryptocurrency market is caused by
investor sentiment, which states that the markeide sentimenthas a stronger
impact on cryptocurrencies, as once a user sees a rise in the price of a cryptocurrency,
they have a psitive investor sentiment, leading to an increase in demand for that
token. Cryptocurrency can be an attractive investment due to its volatility in price,
making it riskierwhich is not so apparent with other investment opportunities, such
as stock inveshent, foreign exchange investment, etbat have less volatility and
lower risk(Chuen et al., 2007Cryptocurrencies like Bitcoin have a finite amount that

will ever be generated, whicls 21 million (out of which 18.7 million have already

13
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been mined), meanin@itcoin is scargewhichd A @Sa A0 GAYUGNAYyaaAoOé¢ @t f d:
be an influential factor in its pricdB(ekke & Fische2021) Furthermore, there are

many ways to adopt cryptocurreies Some of the most popular ways include
through cryptocurrency exchange systems (Binance, Coinbase, Kucoin, etc.), through
certain banks that offer cryptocurrency purchasing and investment such as Revolut,
Cashaa, etc. and even through vending mach(ited). The accessibility of adopting
cryptocurrencies also makes the investment more attractive, whiplaiigally due to

its decentralized attributesnaking anyone with an internet access applicable to own
cryptocurrencies (ibid). The partial explanan for the growth of the total
cryptocurrency market capitalization is because the general public and firms have
realized the potential returns of investing intsyptocurrencies anadvanted to join

the bandwagon and by adopting cryptocurrencies, the mearkcapitalization
increased For example,according to Coinmarketcagsince Bitcoin surpassed its
previous aktime-high market capitalization of 2018 ($279 billion) in November 2020,

its price went up by53% as of time oivriting and seeing thespotential investment

gains are very attractive to the publ{€ryptocurrency Pricesh&ts And Market
Capitalizationsn.d-b). A study by Glaser et dR014)has revealed that when a user
purchases Bitcoin, the main reason is for a speculative invest(Benir et al., 2017)

Thisis why the demand for cryptocurrency investment increaseaiising an increase

in cryptocurrency prices and total market capitalization.

Secondlyfollowingthe purchasingf cryptocurrenciestheycanbe used to tradevith

on different cryptocurrency exchange markets, with the intent of malkipgofit on

the investment(Muftic et al., 2017) Once a cryptocurrency is purchased, thser
decides ortheir own strategy and decision of how they will use their cryptocurrency
to make a profit (ibid). There exidtreetypes of trading strategiesilamely technical,
fundamental, and recently, quantitativéFang et al., 2021)A technical trading
strategy involves an analysis of the historical patterns of transaction data, which is
used by traders to determine the current and future market conditions, in order to
make a return orthe investment (ibid). A fundamental trading strategy involves an
analysis ofthe events of the cryptocurrencycompany to determine when the
cryptocurrency should be bought and sdtd profit (ibid). A quantitative strategy is
similar to a technical one but as a technical software to conduct the trades for the

user, by looking at the prices, volume, technical indicators, etc. (ibid). If the user

14



ODULVIENNA
UINIVERSITY

IR PRIVATE UNIVERSITY

decides to take out their investment and put it into a different cryptocurrency, it can
be done through pairs suchs BTC/ETH, XRP/BTC, etc. where the user pays lower
transaction fees than first changing their cryptocurrency to a fiat cryptocurrency
(BTC/USDT for example), and then purchasing their desired cryptocurrency
(ETH/USDTor examplg§. There are lots of advaagjies to cryptocurrency trading.
Firstly, the cryptocurrency trading market is al2dur market, allowing users to trade

at any time they want (ibid). This is unlike the stock market where trading is possible
only on weekdays fron®:30AM ¢ 4PM, which is because stocks are centralized,
meanwhile cryptocurrencies are decentraliz&kcondly, trading cryptocurremssis
pseudonymousand does not make the traders identity publeghich provides an
advantage regarding user privagid). Thirdly, because gpyocurrendesare based

on peerto-peer transactions, they do not rely on financial institution intermediaries,

resulting infewer transactiorfeesfor the trader(ibid).

Thirdly, cryptocurrencieare widely used topurchase goods and servicast only
online, but also in bricland-mortar facilities.As of right now, cryptocurrency can be
used as an alternativenonetary equivalent to money that is issued by a central
authority, however, is decentralizeand more securdSukarno & Pujiyono, 2020)
Companiesaccepting cryptocurrency payments are increasing, some of the current
y2GFo0tS 2ySa o0SAy3a . INYySa g bz2ofSs .FalAy w:
Food Market, etc.ibid). The process of paying for goods and services is done through
initiating an order for the good or service, deciding on the cryptocurrency token
neededfor the transaction, transferring the required amount of cryptocurrency onto
the account of the seller, and once the payment is received, the customer can receive
their good or servicdSemenchuk & Andreev, 201#nother option of paying with
ONE LJi 2 OdzNNBE y O& A &glohalk NINERGE &/ NWRbéiedéd BddsalzY Q a
can top up a virtual or plastic card with cryptocurrencies, which are then converted
into fiat money and can be used for purchasing goods and services offlinenéind
andwithdrawing funds from an ATNCrypterium, n.d.)in 2018, Crypterium created

a customer survey to better understand how to increase customer adoption of
cryptocurencies, and out of the 400,00Qarticipants 70% of them stated that
cryptocurrency cards are needed for mass adoptioniasdingthem was a great leap
towards the overall awareness, adoption, and use of cryptocurrencidayito-day

activities (ibid). Once awareness about attributesf cryptocurrencies such as

15
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decentralization, securityprivacy, and time saving increase, this will lead to an
increase in the use and adoption of cryptocurrency paying methaas public and

corporate scale.

Lastly, cryptocurrency is used as an instrument for transferring and receiving money
from anyone in the world in a much faster and cheaper matter. The finances that a
cryptocurrency user holds can be found in trgptocurrencywallet of the user, and
when transferring funds to another user, it &nt to their wallet. A cryptocurrency
wallet is a digital wallet, essentially a computer program, that provides the user access
to data on the blockchain, which can then be seen by the user, as well as have the
user add new information onto the blockchg®emenchuk & Andreev, 2019) other
words, cryptocurrency wallets have accassthe users public and private keys,
allowing users to keep track of their cryptocurrencies, and to receive and send
cryptocurrencies (ibid)By using cryptocurrencies for sending and receiving money,
individuals that are unknown to each other can safadyform transactions without a
third-party intermediary,and do not need to trust one anotheMuftic et al., 2017)

A practical benefit of being able to send any digital asset to another user is that a
guarantee exists for the safety of the transfer ofidis, and this cannot be challenged,
due to the use of the blockchajpublic ledgerin cryptocurrency transactions (ibid).
Another benefit of transacting with cryptocurrency are the low transaction fees
comparison to other financial service companiestsas Western Uniorfor instance,

by using the TR0 (a technical standard that is used for smart contracts on the Tron
Blockchainjo send USDTT€ther,a stablecoin}o another cryptocurrency wallethe

user sending the digital assets pays a 1$ tratisadee forany amount they wish to
send (TRON Developer Group, 2028nother useful benefit of tansacting with
cryptocurrency is the speed of the transactiofistov et al., 2021)For instance,
sending Bitcoin from one cryptocurrency wallet to another takes betwees0 1

minutes, and 10 minutes on average (ibid).

Overall, the main abilities of cryptocurrencies can make them more attractive to the
public, as they are more secure, time efficient, and cheaper than traditional financial
services, and | believe an increase in the awareness of these factors will inttrease

adoption and the use of cryptocurrencies in the future.

16
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2.2.2 Mining

There are a number of ways how cryptocurrencies can be created and released into
market circulation for purchasing and trading. One way of creating cryptocurrency is
0 KNR dzZ3 K & Yhiy/ How Ehdre BitabiK, MOnero, Ethereum Classic, etc. are
released into market circulatiofAljabr et al., 2019)To describe the process of
cryptocurrency mining, Bitcoin will dakenas anexample. Bitcoin mining involves
the blockchain, which recordsyptocurrency transactions in the form of blocks, in
which each block containshash valuend thehash valuef the preceding blociEyal

& Sirer, 2013) A valid block on the blockchain contains a solution to a complex
mathematical puzzle, which involveee hash of the preceding block, the hash of the
transactions in the block at hand, and a Bitcoin address, to which rewards for solving
the mathematical puzzle will be sefibid). In order to create a new block and find a
suitable and unused hash, a no@epowerful computer running the Bitcoin software

and the blockchain) is used, and this process is what is known as Bitcoin (iidhg

¢KS YAYSNRBR GKSy I G0 SOWLAINGE2 2yoRI | AK/S GFKASNEAGt NR2R

solves the complex mathematical pueand finds the hash is rewarded with 6.25 BTC
(as of time of writing), and this is how new Bitcoins are released into the market
circulation, which happens approximately every ten minutes and generally consumes
a lot of memory space and enerdibid). Andher popular process of creating
cryptocurrency tokens is through the forging algorithm, which uses a consensus of
Gt NBfg Bl 1 S¢ Ayaof8SRRIZE dtyMRRA®R ISYSNIffe
ecological, and utilizes less energyaking it a cheagr and more sustainable

alternative (Popov, 2016)

2.3 Characteristicof Cryptocurrenges

In order to understand why cryptocurrencies are so revolutionary, it is important to
look at the characteristics that explain why this asset can impact world economies in
the future andintegrate itselfinto LJS 2 LéveSy@adlives

2.3.1 Decentralization

Decentralization in cryptocurrency means that there is no single group or institution
that controls the cryptocurrency network, and that the owner of the cryptocurrency

is in full control of i{Fang et al., 2021Jhe decentralized atributes of cryptocurrency
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make them more attractive to the general public, which is one of the main reasors
why people turn to cryptocurrencies (Ralivojac & Guijio, 2019), and why it has
potential in the financial industry inthe future. It becomes atractive to the public as
the users can have full control over their money, and do not have to worry &out a
bank or governmentot being able to pay them the full amount, in the caseof a
potential barkruptcy of the bark, orapoor government economgbid). Futhermore,
thismeansthat people cannow purchase goods and services, without the government
knowing about thepurchase (ibid). However, this has caused great speculation by the
Fnancial Oimes Enforcement Network, the FBI, dc. asdecentralized transactions
have made it possble to conduct illegal activities, such asmoney laundering, drug
selling, the smuggling of weapons, etc. (ibid). Unfortunately, unless cryptocurrency
will be recognized and supported by the government of a country, it will be dmost
imposgble for evayone to switch to solelyusing cryptocurrencies (Frebowitz, 2018)
This isbecause it would make it difficult for the government to keeptrack of the
salariesof their countré @iployeesand that waythe enployeescould awid paying
taxes on their salaries (ibid). For the government to be in full support of
cryptocurrency, it needs away to track the monetary inflows and outflows of the
persons aoount, which would eiminate ONE LJi 2 O dzatiNsty Oct Q &
decentralization (ibid). Generally, decentralization makes cryptocurrency more
private, as your cryptocurrency transactions gseudonymousnd more secure, as

users are able to have full control over their finances.

2.3.2 Security of Cryptocurrencies

The security of cryptocurrencigs an influential factor in determining the adoption
and growthof cryptocurrency use the future.In this section, Bitcoin and the Bitcoin
network will be evaluated. Thrdactors that make up cryptocurrency security are the

blockchain& mining consensusandkey managemengConti et al., 2017)

The blockchairassistscryptocurrency by integrating its entire network transaction
history into its public ledger (ibid). Tempering with information already on the
blockchain is almost impossible, duethe changes in the hash values of the current
and subsequential blocks (ibid)his ensures security, as hackars notable tofalsify
previously placed data on the blockchaifhe miners play an important role in

regulating the blockchairfpr exampleminers have to verify the creation of a block
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that will be added onto the blockchain by solving a mathematical crypto puzzle, and

if this is done fairly, miners are rewarded with 6.25 Bitcoin as of time of wiitind).

The consensus protocol refasthe Proofof-Work (PoWxonsensus algorithm. PowW

is a decentralized¢donsensus system that requires solvinganplex mathematical
puzzle, resulting in creating a block on the blockchain, and being rewardeGoniti

et al., 2017) Therefore, because financial and time investment is required to start
mining, it gives an incentive to miners to be fair with their work in the blockchain, as
if there is any cheating involved, the miner is forever banned from the Bitcoin
network, and therefore would lose omey on their initial investment(ibid).
Furthermore, this eliminates any cryptocurrency usavingabsolute power over the
blockchain, as even users withhigh capital cannot influence the decisions of the
entire blockchain(ibid). Generally, PoW managehe high scalability of nodes that
want to take part in mining, and also remains fully decentralized. However, the PoW

network is still prone to attacksuch as the ones mentioned in taldle.

Key management refers @ cryptocurrency user being in miwol of their public and
private ke, and how it creates more security in the systérhe benefit of a private
key is that hackers are unable to steal Bitcoin from an account without having the
private key of the uselsthey do not have access to spand the cryptocurrency in

the form of digitally signed transactiorf€onti et al., 2017)Considering the private
key is usually kept offline, it makes it exponentially harder for the hacker to obtain it
(ibid). Furthermore, the use of the hash of the public key for receiving transactions
from others provides anonymitp the user, and also cannot be used to hack into the

system of the usefibid).

However, the blockchain is not fully secure from attaelssincidents and attempts of
attacks have previously happen€lhblel.1presents a chart witlsomeof the major

attacks on cryptocurrencies and the Bitcoin network.
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Table 1.1¢ Attacks on the Bitcoin network and the PoW consensus protocol

Attack Descmption Primary Target | Impact on User Potential Countermeasures
Double I yRAY3I (KS a Sellers or Sellers lose their | Hiring observers in the blockchaimregulate
Spending different transactions or merchants cryptocurrencies | double spending and create an environmen|
sending the same Bitcoin to and create where all merchants communicate any know
two different cryptocurrency blockchain forks double spending efforts
addresses
>50% Adversary has control of over Miners, Weakens the Hiring observers in the blockchain to regulat
Hashpower 50% of tke Hashrate cryptocurrency consensus double spending and create an environmen
exchange algorithm where all merchants communicate any know

systems, Bitcoin

network, users

double spending dbrts. Also, set limits on

mining pool sizes

Finney Attack Miner dishonesty by Sellers or Facilitates double Waiting for multiple transaction
presenting a premined block merchants spending confirmations
in order to double spend
One A combination of the finney Bitcoin Facilitates double Waiting for multiple transaction
Confirmation attack and double spending exchange spendingof larger confirmations
Attack services amounts of
Bitcoin
Selfish Mining|  Takes advantage of Bitcoin Mining pools Wastes the Timestamp based techniques, for example
forking, resulting in an unfair | (honest miners) electricity of freshness preferred
reward honest miners
and maylead to
>50%Hashpower
Block The miner presents only the Mining pools Reduces the Only keegknown andtrusted mining poolgor
Withholding Particular Proobf-Work and | (honest miners)| revenue of miners the Bitcoin network

not the Full Proofof-Work.

and wastes their

resources

Brute Force

Attack

Private mining orblockchain
fork to eventually double

spend

Sellers or

merchants

Facilitates double

spending

Hiring observers in the blockchain to regulat
double spending and create an environmen

where all merchants communicate any know
double spending efforts. Also, Slanits on

mining pool sizes

(Conti et al., 2017)
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2.3.3 Trust factors of Cryptocurrencies

Trust can be defined as the willingness of a person to be vulnerable to the actions of
Fy20KSNI LI NI&ds F&aadzyay3d (dKFG GKS 206 KSNJ LI NI &
the trustor, without his or her involvement and monitoriiglarella et al., 2020)The

trust that the public has in cryptocurrencies is crucialtfair further adoption, use,

and growth.More specificallytrust in cryptocurrengesis determined by lie users

trust in the underlying technology of cryptocurrdas (ibid). This is because while

financial intermediaries (such as banks) guarantee the security of their financial

servicesand are backed up by legislations and institutiafscentral authorites

cryptocurrenciesare only backed up by theorrectfunctioning of theirtechnological

elements, which are the blockchaieryptocurrency wallets, and cryptocurrency

exchange systems (iDidThe blockchain does not allow for previously insedeta

to be falsified, cryptocurrency wallets are allowed to be kept oexternal software

and cryptocurrency exchange systems contain lots of verification before funds can be

sent to another wallet, and all of these 3 factors play a roledneasinghe trust of

cryptocurrencies (ibid)Although there exists lots of literature on trust, research on

trust in technology is limited, but very demandgtid). One of the main questions to

0S IyagSNBR Aad K2g (G2 AyONBI & SesulifigSn LIzt A OQa

cryptocurrency adoption and integration into everyday ta@kgd).

A research paper by Marella has revediats of useful information regarding trust in
cryptocurrencies and itéechnologies referring to Bitcoin as the main example
(Marella et al., 2020)

Qoin transfers, immutability, openness, and decettization are the main attributes

that create trust in cryptocurrencies, such as Bitcqfibid). Users stated that

transferring Bitcoin is faster than transferring fiat currencies Jibidmutability refers

to the inability to falsify information on thélockchain (ibid). Openness refers to

information being public on the blockchain (ibid). The openness, immutability, and

blockchain structure are the features of theryptocurrency technology that

contribute to trustingBitcoin An increase in the awareng®f these factorshould
L2aAdAgSte AyFEdzSyOS LIS2L) SQa (GNHzaG Ay ONELI:
adopt them.
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Similarly, this study also revealed that stability, regulation, security, and knowledge of
Bitcoin wouldmake cryptocurrencies a iable technologyresulting in an increase in
adoption (ibid). Stability refers to the volatility of Bitcoin and having more stable
Bitcoin and other cryptocurrency prices would make it more reliable (ibid). Regulation
refers to Bitcoin being legally reguéd (ibid). Security refers to an improvement in
the security measures of cryptocurrency exchange systems and wallets, resulting in
more reliability in Bitcoin (ibid). Knowledge refers to the knowledge regarding Bitcoin
technology, which would make it mertrustworthy, as users would be able to make
better investment decision, resulting in higher profits (ibi@ihe factors of stability

and regulation of Bitcoin cannot be altereas Bitcoin remains a digital asset and its
volatility is determined solely® G KS YINJSiQa RSYFYR |yR adzl
regulations would make Bitcoin and other cryptocurrencies centralized, and may lead
to more people abandoning their cryptocurrencies, which would result in more harm

than good for the future adoption and use af/ptocurrencies.

Overall, when analyzing trust factors of cryptocurrencies, it is the underlying
G§SOKy2ft238 GKIFIG RSGSNNXAYSA AnincdadelRtyeQd G NHzA G
knowledge of cryptocurrenctechnology would lead to an increase the pudlia  { NXz&

and awareness, and result in cryptocurrency adoption.

2.3.4 Privacy in Cryptocurrencies

Privacy in cryptocurrencies refersttue dza Spuacéyand anonymitywhen using and
owningcryptocurrencies and is one of the main drivercofptocurreny success in
the financial markets. Cryptocurrencidi&e Bitcoinare pseudonymous, as each
Bitcoinuser has a unigue address, which cannot be identified pylflimless the user
shares their address public\@ndacts as a pseudonym wheratrsactingConti et al.,
2017) Therefore, unless . A (pabickey$nid hashes are exposed to the public, it
is difficult to identify a cryptocurrency user, which is an advantage over central
authorities that have access tird Sfiwdistand store theicustomers identification
details (ibid). However, not all cryptocurrencies are pseudonymeauns are more
anonymous for example groCash(Zcash)which is adecentralizedcryptocurrency
that usesan improved version of theero-knowledgeproof calledzk-SNARK& erc
KnowledgeSuccinct Nofinteractive Argument of Knowledyjeand avoids revealing

sensitivetransaction information, such as the amount and recipient address, and
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meets high privacy standard#lsalami & Zhang, 2019; Conti et al., 20M9nero
(XMR)is anotherdecentralized cryptocurrency that focuses on providing anonymity
to cryptocurrency, as well as protectingser privacy (ibid). Monero helps to make
transactions more challenging to trace by using stealth addresses and ring signatures
which do not reveal identities of the sender and recei(ibid). A ring signature ia
digital signature with no trusted managers, where any group individual can sign on
the behalf of a grougibid). Furthermore, Monero has created an additional privacy
feature called Ring Confidential Transactio(RingCT),which does not reveal
transaction amount&nd enabls cheaper transaction fees arel/en more privacy to
userg(ibid). Theexistence of ZeroCash and Monero provide benefit to cryptocurrency,
as theyenable more privacy technologies and standaatsl can positively influence
GKS Lidzot A0Qa LISNDSLIIA2Z2Yy&a 2y GKS LINAGI Oe 27F O

Unfortunately, privacy iBitcoinexists only because of the pseudonymous addresses,

and these addresses can be compised through different techniques, for example

payment tracking through the blockchain analysis, IP address monitoring, web
spidering, etc(Conti et al.,, 2017hy OS | dzASNDN&a ARSyGAGe A& A

pu
(0p))

factor can be difficult and costly to reeer (ibid).

On the other hand, it is possible to improwyptocurrencyuser privacy and
anonymitywithout changing its fundamental technologi@bid). One way to do this

is throughpeer-to-peer mixing protocol¢bid)® Ly YA EAY 3 S | intdzZA SNR& FdzyF
smaller amounts, and are then randomly mixed with random cryptocurrenaies
other random users, making the initial user end up with entirely different
cryptocurrencies, which helps to eliminate the connection between the user and the
coins they purhased resulting inuser anonymity(ibid). Third party mixing protocols
already exist, such &dixCoin to which a user can send their cryptocurrency, and then
receive back an equivalent of the cryptocurrgricom another user, ensuring strong
anonymity fom external entriegibid). If cryptocurrency technology could provide full
animosity to its users, it would undoubtedly remove perceived privacy risks of the

public, leading to an increase in adoption and awarerdssyptocurrencies.
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2.3.5 ElectricityConsumpion

Electricityconsumption in cryptocurrencies refers to tlemvironmentalimpact of
obtaining cryptocurrenciesRecent concernbave aroseregarding# / and natural

gas emissions from the exploitation of Bitcoin and other cryptocurren@adea &
Claudia, 2021 PoW and PoW / PoS methods are currently used for Bitcoin mining and
require high computing powerand energyintensive technologies (ibid)lt is
estimated that the Bitcoin network has consumed 87.1 terawmaitirs (TWh) from
September 2012019, which is close to the total energy consumption of Belgium, and
in 2020 this yearly figure increased to 121.36 TWh, which is more than the total energy
conaumption of Argentina(Badea & Claudia, 2021; Criddle, 202t)2018, it was
estimated that $1 worth of Bitcoin miningas responsible for $0.49 worth of climate
and health damages in the US, and $0.37 in Qiiadea & Claudia, 2021 stimation
methods used for analyzinthe Bitcoin network electricity consumption are the
Cambridge Bitcoin Electricity Consumption Index (CBBE&) Bitcoin Energy
Consumptionindex (BECIl)(Badea & Claudia, 2021However, these electricity
consumptions figures are not expected to decrease, as the miners are more
concerned with their potential profits and not the environmental impact, therefore,

if the price of Bitcoin continues to increase, electricity consumption for mining will
increase and vice vergiid). Currently most of the Bitcoin mining happens in China
(58% of total Bitcoin mining), as miners tend to prefer geographical amdese
electricity is cheap, such as China, to maximize their financial gains (ibid). Electricity in
China is mainly obtained through cpalhich releases morg / into the atmosphere

than oil and gas, and negatively impacts climate chdiime). If the maginal cost of
mining would be higher than the financial gain, miners would have no reason to

continue their work (ibid).

Bitcoin is not the only cryptocurrency wee carbon footprints are high, for example,

a2y SNBQa ONBI GA2Yy KL ddsuinpfionsfEds.a2GWHENR®RE St SO G NA OA i
which could indicate that while Monero creates more privacy for cryptocurrency

users, its creation cagause a greatanegative impacbnthe environment, especially

if the demand for obtaining Monero increas@bid).

Onthe other hand,a study by McCook has shown that Bitcoin seems to be more

environmentally friendly and less costly than the issuing of paper money, banking
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systems, and gold minindlcCook, 2014)A research conducted by the CoolClimate
Network from the University of California, Berkeley and cited by Cocco éaal.
shown that the total¢ / impact of the bankingector amounts to 387 million tons,
meanwhile Bitcoin produces only 0.75 million tons, makiraldtless harmful to the

environment (ibid).

The environmental impacts of cryptocurrencies cannot be ignored and the carbon
footprints produced by cryptocurrencies should raise the issue of externalities by
governmentgBadea & Claudia, 202X)n the other hand, the environmental impact

of Bitcoin mining (sth as the tonnes off / produced and energy used (GJ)) is smaller
than that of the banking system, gold mining and recycling, and paper currency and
minting, which indicates why the future of world economies should rely on digital

currencies, dueo their smallerenvironmentalimpact (ibid).

2.3.6 Perceived Risk of Cryptocurrencies

In the Information Systems (IS) industry, risk perception is definegnasrtainty
regarding possible negative consequences of using a product or séGimn &
Farkas2019) Past studies have shown that the risk perceptions of technology have
impacted the adoption of modern technologies, such aggernments, eservices,

and of course, BitcoifAbramova & Bohme, 2016). Abramova & Boh@@l6)have
identified and anbyzed 6 essential risks of Bitcoin, which are market risk, counterparty
risk, transaction risk, operational risk, privacy risk, and legal and regulatory risk. Their
results have shown that Bitcoin adoption is limited due to its fluctuating value, risk of
losing funds due to security breaches and malfunctions, and the lack of consumer
protection (ibid). Analyzing the loss of funds due to security breaches or malfunctions,
cryptocurrency exchange systems such as BitGO and Coinbase are working with
insurance ompanies to offer cryptocurrency users insurance policies for some
security threats, but not all, as it can be difficult for insurance companies to identify
cryptocurrency theft (Abramova & BOhme, 2016). Analyzing need for legal
protection of cryptocurency users, it can be stated that the public want the
decentralized cryptocurrencies to be regulated, which would provide user protection
and the compliance of cryptocurrencies with the law (ibid). The results of Abramova
g . | K(g03&pstudy have alsshown that users of Bitcoin are concerned about

the legal regulations regarding the use of Bitcoin (ibid). Moreover, it showed that
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users have a perceived risk of use, as users that are considering adopting Bitcoin
believe that Bitcoin is a complicated s and requires a lot of effoffAbramova &
Bohme, 2016) however, this can be altered by educating oneself about how the
cryptocurrency system works, making the user more comfortable with trading and
utilizing cryptocurrencies. Furthermore, the study has shown that decentralization, an
attribute that is favored byryptocurrency users, does not contribute to a benefit of
Bitcoin, meaning it is perceived as a risk, because there is no central authority or legal

protection for the user (ibid).

Therefore, with all of these factors considered, it seems pstiéntial users are not
willing to adopt cryptocurrencies due to its underlying technology, which cannot
always be altered due to its technological elements. To increase cryptocurrency
adoption and overcome its perceived risks, users need to educate theasse
regarding how cryptocurrency systems function, as well as their aspects on user
privacy, security, etc. There exist many cryptocurrencies and systems that focus on
privacy and security, such as Monero and Zcash, and Binance and Huobi, therefore, if
users become more aware of different cryptocurrencies and their technological

attributes, they would be more likely to adopt them.

3  Methodology

3.1 Research Designs

Research approaches are procedures and plans that are used to develop detailed
methods of data cééction, analysis, and interpretation, which are derived from broad
assumptions (Cresswell, 2014). Research approaches have to be chosen based on the
nature of the research problem, and what type of information the writer needs to help

answer the main ressch problem (ibid).

When collecting primary data, it isnecessary to determine which research design
(qualitative, quantitative or mixed methods) will be used (ibid). Qualitative methods
are used for the collection and understanding of open-ended and communicational
data, throughthe use of interviews, case studies, ethnographic research, focusgroups,
etc. (ibid). Quartitative methods are used when testing for objective theories, by

identifying the relationships among variables, as weltagyingthe numerical and
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statistical data that is generallycollected through surveysor questionnaires (ibid).
Mixed methods ae the combinaion of the quantitative and qualitative approach and
used to facilitate the process of data interpretation, aswell as to have adeeper

understanding of the research question (ibid).

3.2 Quantitative Research Design

In order to answer this research question, the quantitative method research design

will be used for the collection of the primary data, with the use of two online surveys.

A survey design describes numeric or quantitative trends, attitudes, or opinions of a

population, which is done by studying a sample of the stated populd@raswell,

2014) When the samie results of the survey are gathered, they are generalized or

inferred to the population (ibid)Suveyswill be used, as itis eaier to obtain and

generalize a brge amount of data from the audience and use it to obtain a deeper

understanding of the perceptions of cryptocurrencies in the eyes of the pulgitmd).

Surveys will help to understand what concerns the public regarding the adoption of
cryptocurrencies, and what can be done to increase cryptocurrency adoftisis

because the belief in, and adoption of cryptocurrency by the participantsof the survey

(aswell asthe rest of the world) are amajor influencing factor of the potential growth

of cryptocurrency inthe future. A key dvantage of creating data througtsurveys is

that it can take place vitually through a@ Y dif ROEEGKE O WILINIEK |

SRONHRY S  KS 1§ NI @NESNI G FA (KEQINSYULI RS YO/ h +5i

v 3K ofdER RO AR H KOWESR A &SA R AFFKS N TIAESW

h@ BE &Sl dzI y (i NGESINK LIS K g X 0SoSiR daS MBI y a9 SNI (1 KS

YFEAY NB&SIHNDK |j dzSa {5 2 v NEERIARSW BNNIEG WA & ILIKNIGFS LIG A
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3.3 Data Collection & Analysis

The online surveys will be the main sourcepofary data collection for this research
paper.The survey will ask the participants questions regardingr therceptions of
security, privacy, trust, financial gain, sustainabiligznd perceived risk of
cryptocurrencies, as well as try to understanthié participant is a risk taker or not.
There are two surveys, a positive one outlining the benefits of using and adopting

cryptocurrencies and a negative one outlining the problems of using and adopting
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cryptocurrencies. Both surveys will begin with atfiset of questions to understand
theLJ- NI A OA LI y (oA @yptadGrieddiSs| dis well gisdhepinionof whether

or not they are risk takers. Following this, the participants beéllaskedo watch a
short selfmade video. Thevideo of the positivesurvey starts off by defining
cryptocurrency and stating their maiachnological attributes and use caséslowed

by a discussion of the positive aspects of cryptocurrencies, such as their financial
gains, decentralized attributes, and the potentiaffature growth in price. The video

of the negative survey starts off by defining cryptocurrency and stating thain
technological attributes and use casesllowed by a discussion of the negative
aspects of cryptocurrencies, such as the hacks and gheftpact of mining on the
environment, and the loss of keys and passwords. Following the video, the
participants will have to answer a second set of questions, that will be identical to the
first, except questions about the participant being a risk takirbe dismissed. This
will be done in order to understand how the perceptions of the pubtiange when
they are exposed to positive and negative information regarding cryptocurrencies
The questions of thesurveyarewritten in English and will be done throughthe Google
Forms online service, which is an easip-use and cosetffective online survey
platform. The surveybegan on th@3 of April2021 and closed on th&™" of May2021.

The surveywasshared by the authorQ family members and friends, which will provide
demographic diversity among the data. After the 100 responses were collected, the
surveywasclosed and the resultswill be statistically analysed with the Rprogramming
languageto help determine if the before and after responses showed a significant
difference Futhermore, a regresson analysis will be performed, in order to
determine which of the hypotheseswas correct. This will depend on the effect that

the independent variableswill have on the dependent variables, inorder to observe a
significant or indgnificant difference between the vaiables, which will determine

whether or not the hypothesescan be accepted.

3.4 Theoretical Framework & Hypothesis Development

The theoretical framework of this research paper is to identify the factors that
influence the perceptions of cryptocurrencies, which are namely security, privacy,

financial gain, trust, sustainability, aperceivedrisks.
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Figure2.1- Theoreticaframework

The theoretical framework in figur2 1displays how security, privacy, financial gain,

trust, sustainability, and perceived risk influence thk NI A OA LI Yy (b Q LISNO S LJIG A 2
cryptocurrencies, and how the positive and negative videmughchange their

perception of cryptocurrencies, either for better or worgased on the theoretical

framework, these hypotheses will be tested to attempt to answer the main research

guestion

H1: There is a significant difference in the security pemegtof individuals being

exposed to positive and negative cryptocurrency information.

H2: There is a significant difference in the privacy perceptions of individuals being

exposed to positive and negative cryptocurrency information.

H3: There is asignificant difference in the financial gain perceptions of individuals

being exposed to positive and negative cryptocurrency information.

H4: There is a significant difference in the trust perceptions of individuals being

exposed to positive and negatiggyptocurrency information.

H5: There is a significant difference in the sustainability perceptions of individuals

being exposed to positive and negative cryptocurrency information.

H6: There is a significant difference in the perceived risk perceptidndiatiuals

being exposed to positive and negative cryptocurrency information.
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3.5 Development of Survey

The two surveys used for this research contain the following structtaeh survey
hastwo sections which include questions regardirgmographicsirust, security,
privacy,financialgain, sustainability,perceivedrisk ofcryptocurrencies, and theisk
assessment ofparticipants (only in section 1 of the survey). The demographics
guestions ask participants about their age, gender, occupation, whetreyr thwn
cryptocurrencies, and for how long they own thentl{g answer to previous question

is yes). Following the demographics section, participants of the survey are asked to
state how much they agree with the statement of the question on gaibit Liket

scale, where Lig ¢ 2 (1 | £ f @and 10 &t @NBISE . Bhe suFdy§uestions
were originally taken from other research papers and modified to be applicable for
this research paper. Following the completion of this section, participants were asked
to watch a short video, which is meant to be a stimulus, that outlines positive or
negative information about cryptocurrencies. Following the video, participants are
asked to answer the same questions from section 1 (exteptdemographicand
participant risk assessment sectionén order to determine how theJ- NI A OA LJ y i a Q

perceptionsregarding cryptocurrencies have changed, following the stimulus.

Below is an outline of how the Google Forms survey was presented to the participants,
as well as the additional modifications that were necessary for the applicability of the

survey.
Heading

Cryptocurrency; Bachelor Thesis Survey
Introduction to the survey

Benefits of Cryptocurrencies:

PLEASE READ:

Here, you will be asked questions regarding your thoughts and perceptions on the
benefits of cryptocurrencies. First, please fill out the gims about yourself. Then

begin with the questions regarding cryptocurrencies. After you complete the survey,
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you will be asked to watch a video. Please watch this video and fill out the survey

below the video again (the questions are in fact the same).
Problems of Cryptocurrencies
PLEASE READ:

Here, you will be asked questions regarding your thoughts and perceptions on the
problems of cryptocurrencies. First, please fill out the questions about yourself. Then
begin with the questions regarding cryptocencies. After you complete the survey,

you will be asked to watch a video. Please watch this video and fill out the survey

below the video again (the questions are in fact the same).
Survey

Trust in Cryptocurrencies

Source Variable | OriginalQuestion Modified Question

(Git VAR_2.1 || believe that| Cryptocurrencies are
Codero et cryptocurrencies areg trustworthy.

al., 2020) trustworthy.

(Git VAR 2.2 | Even if they were no{ Even if cryptocurrencies are n(
Cordero et regulated, | would still trust fully regulated, | still trust them.
al., 2020) cryptocurrencies.

(Forsythe | VAR 23|/ I y Qi (i NHza G | Generally, | trust cgtocurrency
et al., company exchange systems

2006)
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Source Variable | Original Question Modified Question

(Nasir et al.,l| VAR 3.1 L QY g2 NNA SR || am worried about owning

2015) online banking because othe cryptocurrency because of it
peoplemay be able to acces| security.
my account.

(Nasir et al.,] VAR_3.2 1 would not feel securq | feel secure about buying

2015) sending sensitive informatiol holding, and transferring
through Internet banking. cryptocurrency.

(VAncianu &| VAR_3.3| Internet is secure fol Cryptocurrency is secure fq

Popa, 2010) conducting financial conducting financial
transactions. transactions.

Privacy of Cryptocurrencies

Source Variable | Original Question Modified Question

(Gik VAR 41 | | think that the use off When using cryptocurrencies

Cordero et cryptocurrencies  puts  my my privacy is at risk.

al., 2020) privacy at risk.

(Nasir et| VAR_2 | | do not feel totally safe by | | feel safe providing person

al., 2015) providing personal privacy | privacy information to

information through Internet | cryptocurrency exchang
banking. systems.
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Source Variable | Original Question Modified Question

- VAR 8l | - | believe cryptocurrencies will
increase in value in the future,

(Chatterjee| VAR_2 | Even though iis a little risky, I| Investing into cryptocurrencie

etal., n.d.) prefer to invest in the stocl will yield a high return on my

market because of the
possibility of getting high
returns.

investment.

Sustainability of Cryptocurrencies

Source | Variable | Original Question Modified Question
(Arps, VAR_6.1 | How sustainable is the Bitcoi Cryptocurrencies have th
2018) network in terms of its| potential to positively
environmental influence contribute to an
regarding the increasing energ environmentally friendly ang
consumption (caused by | sustainable society.
growing number and higher hag
rate of mirers), while ASIC chif
getting more and more energ
SFFAOASY G RdzS
(Akerlof | VAR_6.2 | When do you think globga Cryptocurrency mining has
et al., warming will start to harm peopl¢ negative impact on humanity
2010) in the United States?
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Source Variable | Original Question Modified Question
(Forsythe | VAR_7.1] Inability to touch and feel the iten | feel at risk since | canng
et al., touch or feel
2006) cryptocurrencies.
(Buchanan| VAR_7.2| Are you concerned that if you us| | am concerned about thé
et al., your credit card to buy somethin( potential of my
2007) on the internet your card will bg cryptocurrency being stolen
mischarged?
(Zheng, VAR_7.3 Most of the time, | avoid any The use ofcryptocurrencies
2013) investment involving risks. exposes me to a general ris
(Buchanan| VAR_7.4] Are you concerned about peopl If | use cryptocurrencies
et al., you do not know obtaining hackers may be able to reg
2007) personal information about yoy my transaction history.
from your online activities?

Risk Assessment of Participants

Source

Variable

Original Question

Modified Question

- VAR 8.1] -

| am a risk taker.

(Markiewicz &
Weber, 2013)

VAR 8.2

Are you concerned that if yo
use your credit card to buy
something on the internet

your card wil be mischarged?

| like to try out new things.

(Loix et al.,| VAR _8& | | regubrly look for interesting | am interested in potentially

2005) investment opportunities for investing into a new asse
my money. category.

(Markiewicz &| VAR_8.4| | often take risk just for fun | I often take risks just for fun.

Weber, 2013)
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3.6 Ethical Considerations

When writing a research paper, it is important to assess and consider the ethical issues
that may arise during the experiment. When choosing a quantitative research design
and conducting a survey, it is important to consider the information that is being
gathered about the participants of the survey and determine how their information
can be protected before the survey is issy€ueswell, 2014)Before the survey, the
code of ethicsvill be consideredibid). Before participants will take part in the survey,
they will be informed that the responses are anonymous to ensure user data privacy
and will be asked to provide their consent for the use and analysis of the data they
have proviled, following the collection of survey respongisd). Participants will not

be pressured into giving their consent for the recording, analysis, and use of their data,

and will be informed about the purpose of the stuflyid).

4  Data Results & Analysis

In this section the gathered data of the survey will be presented and analyzed, to

answer the main research questioh: 2 ¢ R2 LJS2LJ SQ&a LISNOSLIiA2y A
cryptocurrencies, when they are exposed to positive and negative cryptocurrency
information? To answer this research questicasurvey was conducted to determine

how the LI NJi A OA LJ y {ich @yploisimebcd khangey when one group is

exposed to a positive video, and the other group is exposed to a negative Video.

G. Sy STA i DdzZREMBBOGHEEAeni @&an be found iMppendix B and the

Gt N2Pof Sya 27T (FORRidép 2ad beNaNIsIApGeadix C.

Following theclosing of the survey, the following results were gathered. The Google
Forms survey was available from thea¥ April 2021 to the 7 of May 2021, where

a total of 100 participants took part in the two surveys (50 participanenefits of
cryptocurrenciesb0 participants; problems of cryptocurrencieshe survey results
and analyses can be found Appendix A, and the-test results can be found in
Appendix DTabled.1below presents the demographics of the participants that took

part in both surveys
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Table4.1¢ Demographics of the survey participant

Benefits of Problems of

Demographics Cryptocurrencie$BOC)| CryptocurrenciegPOC)

Gender Male 35(70%) 30(60%)

Female 15(30%) 20(40%)

Occupation Student 25 (50%) 27 (54%)

Employed 25(50%) 23(46%)

If you own 2021 4 (13.3%) 6 (16.22%)
cryptocurrencies
0, 0,

from what year? 2020 5(16.67%) 8(21.62%)
2019 3(10%) 2(5.41%)

2018 4(13.3%) 5(13,51%)

2017 12 (40%) 13(35.14%)
20122016 2(6.67%) 3(8.11%)
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Looking atable 4.1 the following results can be derived from the demograplots

the participants oboth surveys

Most ofthe surveyparticipants were male (65%), followed by female (35%).

- Most of the survey participants were in the age range of2Byearold
(46%), followed by 35+ (28%), and 35 (26%).

- Most of the survey participant are students (52%), followed by
employees/employers (48%)

- Most of the survey participantewn cryptocurrencies (67%) and there are
fewer who do not own them (33%)

- Most of the survey participants that own cryptocurrencies have acquired

them in the year 2017 37.3%), followed by 2020 (19.4%), 2021 (14.93%),

2018 (13.43%), 2019 (7.46%), and 20d.6arlier (7.46%).

The survey participants were asked to rate their responses on a lst&le that

ranged from 1 (totally disagree) to 10 (totally agréer allthe questions in the survey.

This range was used to have a clearer understanding oflldowWNII A OA LI y 184 Q LISNDS L.
were influenced, in comparison to shorter rangesb5{1 which make it harder to

analyze smaller impacts that the intervention might have on the participant§

perceptions Furthermore, using a Likert scale is more fitting faedts, which will be

used to analyze the results of the surveys.

4.1 Trustin Cryptocurrencies

This section will analyze théJI NIi A OA LI y (i 2@ trustisgNauSthéi A 2 v a
trustworthiness of cryptocurrencies and their exchange systems and how their survey
responses have changed from before and after the intervention. The survey questions
that correspond to trusting cryptocurrencies are the same for both surveys anasar

follows:

- Cryptocurrencies are trustwortify AR 2.1)
- Even if cryptocurrencies are not regulated, | still trust tife@R 2.2)

- Generally, | trust cryptocurrency exchange systémaRR 2.3)
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A pairedt-test is used to determinavhether the intervention mad a significant
difference in the trust perceptions of cryptocurrencies. Theests were done

individually for each question to determine the differences in trust perceptions.

4.1.1 Qyptocurrencies are trustworthy (VAR 2.1)

The mean value for the questidgoNE LJG 2 O dzNNEB y O A ¥AR 2. NBefoteNHza (i ¢ 2 NI K
the interventionfor the benefits of cryptocurrency (BOC) group had a mean value of

6.92 and the problems of cryptocurrency group (POC) had 6.8. This indicates that the

pai AOA LI yia 2F 0620K adNBSeQa LISNDOSAGSR ONE LI 2

the intervention was present

Following the intervention in the BOC survey, the mean increased from 6.92 to 8.04
(+1.12)andpresenteda pvalue ofp®& 1Y 2, indicatingasignificant differenceThis

is a positive change in the perceptions of cryptocurrencies, and implies that following

the intervention, the participants perceive cryptocurrées as being more

trustworthy than before. Following the intervention in the POC gey, the mean

decreased from 6.8 to 6.260(54)and presented a{value of 0.05527, indicating an

insignificant difference. Thisis a negative change in the perceptions of
cryptocurrencies and implies that following the intervention, the participants now

believe that cryptocurrenies are less trustworthy thanbefore. Therefore the

stimulus had the anticipated impact drl NIi A OA LI v (iad e BOS NU/EyLIG A 2 ¥ &
should increase trust meanwhile the POC survey should decrease it and the results

show that tre intervention influenced thelJk NIi A OA LI v (i a6 @xpdcl8dNO S LIG A 2 vV &
Therefore, the BOC intervention had a greater impact than the POC intervention,
regarding the participant@erception on cryptocurrencies being trustworthy, as the

mean change was highéar BOC than POC.

4.1.2 Even if cryptocurrencies are not regulated, | still trust the(WAR 2.2)

The mean value for the questidaven if cryptocurrencies are not regulated, | still trust

i K S(YAR 2.2pefore the interventionfor the BOCgroup had a meawnalue of 6.9

and the PO@rouphad 6720 ¢ KA & AYyRAOIFGS&a GKFG GKS LI NI AC
perceived cryptocurrency as being trustworthgithough they are not regulated

before the intervention was present
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Following the intervention in the BOC suryélge mean increased from 6.9 066
(+0.76) and presented a-palue 0f0.001587 indicating a significant difference. This

is a positive change in the perceptions of cryptocurrencies, and implies that following
the intervention, the participants perceivecryptocurrenées as being more
trustworthy, although they are not regulatethan before. Following the intervention

in the POC survey, the mean decreased fro2 & 6.27 (-0.45) and presented a-
value of 0192 indicating an insignificant differenc&his is a negative change in the
perceptions of cryptocurrencies and implies that following the intervention, the
participants now believe that cryptocurrencies are less trustwagréwen if they are

not regulated,than before. Therefore, the stimulus hdke anticipated impact on

LI NI A OA LI y (asitte BOIS ey sHOUM 2ngréase trust meanwhile the POC
survey should decrease it and the results show that the intervention influenced the
LI NI A OA LI v (mé e@petid® NBe&:ialé, xh2 FGC mtntion had a greater

impact than the POC intervention, regarding thell NI A OA LJ y iénQ LIS NI S LJIG |

cryptocurrencies being trustworthy, as the mean change was higher for BOC than
POC.

413 DSYSNI ffeéx L GNHzZZG ONRLII 2O0d2NNByOeé

The mean &lue for the questiordgenerally, | trust cryptocurrency exchange systems

(VAR RB) before the interventiorfor the BOC group had a mean value dtand the

SEOK

POCgrouphad7® ¢ KAa AYRAOFIGSa GKIFIG GKS LI NIAOALIY

cryptocurrency as being trustworthglthough they are not regulatetbefore the

intervention was present

Following the intervention in the BOC survey, the mean increased fr661t®.7.68
(+1.12) and presented avmlue 0f8.5448 8 indicating a signifant difference. This

is a positive change in the perceptions of cryptocurrencies, and implies that following
the intervention, the participants perceive cryptocurrgnexchange systenas being
more trustworthy than before. Following the intervention inetfPOC survey, the
mean decreased frorito 6.06 (-0.94) and presented a-palue 0f0.01164 indicating

a significant difference. This is a negative change in the perceptions of
cryptocurrencies and implies that following the intervention, the participambsv

believe that cryptocurreng exchange systemare less trustworthy than before.

Therefore, the stimulus had the anticipated impactlah NI A OA LI v (asitl2 LIS NO S LJ( A 2
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BOC survey should increase trirsstryptocurrency exchange systemganwhile the

POGsurvey should decrease it and the results show that the intervention influenced

the LI NJi A OA LJ- v (i ab @xpdciS&dNIhéréftifel the/BOC intervention had a

greater impact than the POC intervention, regarding tide NI A OA LJ- y ord Q LIS NO S LJi
cryptocurrency exchange systenimeing trustworthy, as the mean change was higher

for BOC than POC.

4.1.4 Trust in Cryptocurrencies Overview

From these 3 questions on trusting cryptocurrencies, it can be derived that most of
the participantson averagetrusted cryptocurrencies and their exchange systems
before the surveyLooking at the pralues of thet-testsin the BOC group, it can be
stated that all 3 questions (variables) were influenced by the intervention and caused
a significant differencén the before and afteresponsesLooking at the fwalues of

the t-testsin the POC group, it can be stated tloaly VAR2.3wasinfluenced by the
intervention and caused a significant difference in the before and adggonses, and
VAR 2.1 and 2 showedan insignificant differenceThere was a significant difference

in the changed perceptions following the intervention in the® and POC surveys,
where the BOC survey had a greater impact on the participants trust perceptions of
cryptocurrencies than the POC survey. Overall, before and after the intervetiteon
participants perceived cryptocurrencies and their exchange systesisbeing
relatively trustworthy and were influenced as expected according to the intervention

they were exposed to, and this is presented in figli2below.

40



IMIODUL viEnNA
WINIVERSITY

AR PRIVATE UNIVERSITY

Video

Benefits

E-S

Problems

mean_score

0

VAR_2.1 VAR_2.2 VAR_2.3
Question

Figure4.2¢ Meanscores d drust of cryptocurrencies after the intervention

4.2 Security of Crgtocurrencies

This section will analyze thell NIi A OA LI y loa the skdSriN@ Snniighagdy” &
usingcryptocurrencies and how their survey responses have changed from before and
after the intervention. The survey questions that correspondthe secuity of

cryptocurrencies are the same for both surveys and are as follows:

-l am worried about owning cryptocurrencies because of its se¢\WiitiR 3.1)
- | feel secure about buying, holding, and transferring cryptocurrerfeiaR
3.2)

- Cryptocurrencies are secure for conducting financial transacfiohR 3.3)

A pairedt-test is used to determine whether the intervention made a significant
difference in thesecurity perceptions of cryptocurrencies. Thedsts were done

individually foreach question to determine the differencesdacurityperceptions.
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4.2.1 | am worried about owning cryptocurrencies because of its security

(VAR 3.1

The mean value for the questiol am worried about owning cryptocurrencies
because of its securitf VAR 3.1pefore the interventionfor the BOC group had a
mean value ob.36and the PO@rouphad4.52 This indicates that the participants
of bothsurveysare worried about owning cryptocurrencies because of their securities

to a notable extent.

Following the inérvention in the BOC survey, the medecreasedrom 5.36to 4.56

(-0.8) and presented apalue 0f0.04622 indicating a significant difference. This is a
positive change in the perceptions of cryptocurrencies, and implies that following the
intervention,the participantsare less worried about owningryptocurrenciesiue to

its securitythan before. Following the intervention in the POC survey, the mean
increasedrom 4.52t0 5.67(+1.15 and presented a-alue 0f0.01654 indicating a
significant difference. This is a negative change in the perceptions of cryptocurrencies
and implies that following the intervention, the participants are more worried about
owning cryptocurrencies due to its security than befofeerefore, the stimulusdd

the anticipated impact olJ- NIi A OA LI Y (iad e BOS BUIv&ylsliioniBkg &
participants less worried about owning cryptocurrencies because of its securities
meanwhile the POC surveshould make participants more worried about owning
cryptocurrendes because of its securitiend the results show that the intervention
influenced theLJr NIi A OA LJI v (asieRpedtdd. Ni2@foda, D iatervention

had a greater impact than thBOC intervention, regarding thparticipants being
worried about owing cryptocurrencies because of its securissthe mean change
was higher folPOC tharBOC

4.2.2 |feel secure about buying, holding, and transferring cryptocurrencies

(VAR 3.2)

The mean value forthe questignL. FSSt &ASOdzNBE | 02 ddérringdz@ Ay 33
ONZE LJi 2 O daNRIB.yherars thaet interventionfor the BOC group had a mean
value of6.96and the PO@rouphad6.88 This indicates that the participants of both
surveys feel considerably secureabout buying, holding, and transferring

cryptocurrencies
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Following the intervention in the BOC survey, the meameased from6.96to 7.5

(+0.54) and presented a-palue 0f0.05744 indicating a insignificant difference. This

is a positive change in the perceptions of cryptocurrencies, and implies that following

the intervention, the participantdeel more secure about buying, holding, and

transferring cryptocurrencieshan before. Following the ietvention in the POC

survey, the meardecreased from6.88to 6.26 (-0.62) and presented a {value of

0.08742 indicating a insignificant difference. This is a negative change in the
perceptions of cryptocurrencies and implies that following the inten@mtithe

participants feel less secure about buying, holding, and transferring cryptocurrencies

than before. Therefore, the stimulus had the anticipated impact ba NIi A OA LJ y (1 &4 Q
perceptionsas the BOC survey should make participdietds more secure about

buying, holding, and transferringryptocurrencies meanwhile the POC survey should

make participants feel less secure about buying, holding, and transferring
cryptocurrenciesand the results show that the intervention influenced the

LJ- NJi A OA LI v (ad éxpetids Ndhegefalé, kh2 PGC intervention had a greater

impact than the BOC intervention regarding th@ NJi A OA LJ y (ich BeingJS NOS LIG A 2 v
secure about buying, holding, and transferring cryptocurrenagethe mean change

was higher for POC than BOC.

4.2.3 Qyptocurrencies are secure for conducting financial transactions

(VAR 3.3)

The mean value for the questi@goryptocurrencies are secure for conducting financial
0 NI y & I (QARR Bpefare the interventiorfor the BOC group had a mean value

of 7.32 and the POCgroup had 7.02 This indicates that the participants of both

adzNISe Qa LIS ND Sias@s beingOondgdedibly @ aae NdB goducting

financial transactionbefore the intervention was present

Following the intervention in the BOC survey, the mean increased Tr8&ito 8.06
(+0.74) and presented a-palue 0f0.005003 indicating a significant difference. This
is a positive change in the perceptions of cryptocurrencies, and implies that fajjowin
the intervention, the participants perceivayptocurren@esas beingnore secure for
conducting financial transactiorikan before. Following the intervention in the POC
survey, the mean decreased from02 to 6.50(-0.52) and presented a palue of

0.1074, indicating a insignificant difference. This is a negative change in the
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perceptions of cryptocurrencieand implies that following the intervention, the
participants perceiveryptocurrendes as beinglesssecure for conducting financial
transactionsthan before Therefore, the stimulus had the anticipated impact on
LI NI A OA LI y (i asQthe IBOMBuS/eyishodifalie participants perceive
cryptocurrencies as being more secure for conducting financial transactions
meanwhile the POC survey shouttbke participants perceive cryptocurrencies as
being less secure for conducting financial transactemd the results show that the
intervention influenced thé.J- NIi A OA LI Yy (asieRpedtdd. NB2@fodd, the BOL
intervention had a greater impact thathe POC intervention, regarding the
LJ- NJi A OA LI vy (o €yptad@nedoi&sLiddiig@cyre for conducting financial

transactions as the mean change was higher for BOC than POC.

4.2.4 Security of Cryptocurrencies Overview

From these 3 questions on the seaurdf cryptocurrencies, it can be derived that
most of the participants on average perceived cryptocurrencies as being secure
before the survey. Looking at thevalues of thet-testsin the BOC group, it can be
stated that VAR 3.1 ardAR3.3 weresignifcantlyinfluenced by the intervention and
caused a significant difference in the before and after responses. Looking at the p
values of thd-testsin the POC group, it can be stated that only VAR 3.1 was influenced
by the intervention and caused a sigo#nt difference in the before and after
responses, and VAR 3.2 avidR3.3 shoved an insignificantlifference. There was a
significant difference in the changed perceptions following the intervention in the
BOC and POC surveys, where the BOC survey had a greater impact on the participants
security perceptions of cryptocurrencies than the POC surveyer@l before and
after the intervention the participants perceived cryptocurrencies as being
considerably secure and were influenced as expected according to the intervention

they were exposed to, and this is presented in fighi&below.
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Figure4.3- Meanscores @ dsecurities ofcryptocurrencies after the intervention

4.3 Privacy of Cryptocurrencies

This section will analyze thaJl NI A OA LJ y (i 300 thd JPrivadys lafii A 2 v &
cryptocurrencies and their exchange systems and how their survey mespchave

changed from before and after the intervention. The survey questions that
correspond to the privacy of cryptocurrencies are the same for both surveys and are

as follows:

- When using cryptocurrencies, my privacy is at risk (VAR 4.1)
- |feel safe proiding personal privacy information to cryptocurrency exchange
systemqVAR 2)

A pairedt-test is used to determine whether the intervention made a significant
difference in theprivacy perceptions of cryptocurrencies. Thetdsts were done
individuallyfor each question to determine the differencesgrivacyperceptions.

4.3.1 When using cryptocurrencies, my privacy is at risk (VAR 4.1)

The mean value for the questi@gmvhen using cryptocurrencies, my privacy is atrisk
(VAR 4.1before the interventiorfor the BOC group had a mean valueld4and the
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POQrouphad3.98 This indicates that the participants of both survpgsceive their

privacy as being at risk when usienyptocurrenciego a lesser extent.

Following the interention in the BOC survey, the mean decreased fdob#to 3.98
(-0.56) and presented apalue 0f0.114 indicating a insignificant difference. This is

a positive change in the perceptions of cryptocurrencies and implies that following
the intervention, he participantgperceive their privacy as beirxposed tdess risk
when using cryptocurrenciethan before. Following the intervention in the POC
survey, the mean increased fro198to 5.71 (+173) and presented a-palue of
0.0006601 indicating a sigficant difference. This is a negative change in the
perceptions of cryptocurrencies anighplies that following the intervention, the
participants perceive their privacy as being exposed to more risk when using
cryptocurrencies than beforel herefore, thestimulus had the anticipated impact on
LI NI A OA LI vy (ia& the BOS BLKY&yIsliDdld?nyake participgesceive their
privacy as being at less risk when using cryptocurrermigsnwhile the POC survey
should make participants perceive their privacylssng at more risk when using
cryptocurrenciesand the results show that the intervention influenced the
LI- NI A OA LI v (nd expetid® NDesetalé, k2 PGC intervention had a greater
impact than the BOC intervention, regarditige participants prigcy being at risk

when using cryptocurrenciess the mean change was higher for POC than BOC.

4.3.2 | feel safe providing personal privacy information to cryptocurrency

exchange systems (VAR 4.2)

The mean value for the questidhfeel safe providingersonal privacy information to
cryptocurrency exchange systedm®&AR 4.2before the interventionfor the BOC
group had a mean value 6{88and the PO@rouphad5.82 This indicates that the
participants of both surveydeel moderately safe providing psonal privacy

information to cryptocurrency exchange systems.

Following the intervention in the BOC survey, the meameasedirom 5.88t0 5.96
(+008) and presented a-palue 0f0.9001, indicating an insignificant difference. This
is a positive changa ithe perceptions of cryptocurrencies and implies that following
the intervention, the participants feebafer providing personal information to

cryptocurrency exchange systefigan before. Following the intervention in the POC
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survey, the meardecreased fom 5.82to 5.21 (-0.61) and presented a alue of
0.1096 indicating an insignificant difference. This is a negative change in the
perceptions of cryptocurrencies and implies that following the intervention, the
participants feel lesdeel safe providingpersonal information to cryptocurrency
exchange systems than beforherefore, the stimulus had the anticipated impact on
LI- NI A OA LI vy (asitie BOIS W6y sHould 2ngké participdeds saferwhen
providing personal information to cryptocurrerycexchange systemmeanwhile the
POC survey should make participants feel leafe when providing personal
information to cryptocurrency exchange systerand the results show that the
intervention influenced the.J- NIi A O A LJI Y (asie®pedtés. Nd@®re)ihk ROCA
intervention had a greater impact than the BOC intervention regarding the
LJ- NJi A OA LI y (i 200 feelid§ NaReS pdivilidgy gersonal information to
cryptocurrency exchange systems than befasghe mean change was higher for POC
than BOC.

4.3.3 Privacyof Cryptocurrencies Overview

From these2 questions on therivacyof cryptocurrencies, it can be derived that most
of the participants on average perceived cryptocurren@e$aving a considerable
level of privacybefore the survey. Looking at thevalues of thet-testsin the BOC
group, it can be stated thatone of the variablesvere significantlyinfluenced by tle
intervention, therefore, causedn insignificant difference iall of the before and after
responses. Looking at thevyalues of thet-testsin the POC group, it can be stated
that only VAR4.1 was influenced by the intervention and caused a significant
difference in the before and after responses, and VVARshowed an insignificant
difference. There was a significant difference in the changed perceptions following
the intervention in the POC survey, where #@C survey had a greater impact on the
participants privacy perceptions of cryptocurrencies than tH&OC survey. Overall,
before and after the intervention the participants perceived cryptocurrencies as
having considerablyprivacy and were influenced as expected according to the

intervention they wee exposed to, and this is presented in figdrd below.
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Figure 44 - Meanscores ofoprivacy ofcryptocurrencies after the intervention

4.4 Financial Gain of Cryptocurrencies

This section will analyze theJ: NIi A OA LI y { éanQthe 6AGNEiR) Yaids of2 v a
cryptocurrencies and how their survey responses have changed from before and after
the intervention. The survey questions that correspond to the financial gains of

cryptocurrencies are the same for both surveys and are as follows:

- I believe cryptocurrencies will increase in value in the future (VAR 5.1)
- Investing into cryptocurrencies will yield a high return on my investment (VAR
5.2)

A pairedt-test is used to determine whether the intervention made a significant
difference in the finanial gain perceptions of cryptocurrencies. ThHegts were done
individually for each question to determine the differences in financial gain

perceptions.

4.4.1 1 believe cryptocurrencies will increase in value in the future (VAR 5.1)

The mean value for the questiai believe cryptocurrencies will increase in value in

the futuret (VAR 5.1before the interventionfor the BOC group had a mean value of
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8.3and the PO@rouphad 8.15 This indicates that the participants of both surveys

believe that cryptocurrencies will increase in value in the future to a greater extent.

Following the intervention in the BOC survey, the mewmeased from8.3to 8.62
(+0.32) and presented a-alueof 0.2774 indicating an insignificant difference. This

is a positive change in the perceptions of cryptocurrencies and implies that following
the intervention, the participantbelieve that cryptocurrencies will increase in value
in the future more thanthey did before conducting the surveyollowing the
intervention in the POC survey, the medecreased from8.15to 7.90 (-0.25 and
presented a pvalue 0f0.1055 indicating a insignificant difference. This is a negative
change in the perceptions of ygtocurrencies and implies that following the
intervention, the participantdelieve that cryptocurrencies witlot increase in value

in the future, more than they did before conducting the survelherefore, the
stimulus had the anticipated impact grarthA O A LJI y (i & Qas I8 BATSudiel 2 y &
should make participantbelieve that cryptocurrencies will increase in value in the
future meanwhile the POC survey should make participabilieve that
cryptocurrencies wilhot increase in value in the futur@ndthe results show that the
intervention influenced the.J- NIi A OA LI Y (asieRpedids. Nip@fodd, KiEOF 4
intervention had a greater impact than th®OC intervention, regarding the
participantsbelief in the future value of cryptocurrencies the nean change was
higher forBOC tharPOC.

4.4.2 Investing into cryptocurrencies will yield a high return on my

investment (VAR 5.2)

The mean value for the guestiafinvesting into cryptocurrencies will yield a high
return on my investmest(VAR 5.2pefore the interventionfor the BOC group had a
mean value o¥.6and the PO@rouphad 7.96. This indicates that the participants of
both surveydelieve that investing into cryptocurrencies will yield them a high return

on their investment to a greatengent.

Following the intervention in the BOC survey, the mean increased Ti6érto 8.12
(+052) and presented a-palue 0f0.01781 indicating a significant difference. This is
a positive change in the perceptions of cryptocurrencies and implies thatiol

the intervention, the participantbelieve that cryptocurrencies will yield them a high
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return on their investment morethan they did before conducting the survey

Following the intervention in the POC survey, the mean decreased#r®@to 7.7 (-

0.19) and presented aalueof 0.5043 indicating an insignificant difference. This is

a negative change in the perceptions of cryptocurrencies and implies that following

the intervention, the participantbelieve that cryptocurrencies will yield them ayhi

return on their investment less than befomnducting the surveyTherefore, the

stimulus had the anticipated impact drll NIi A OA LI v (iad e BOS NUVEyLIG A 2 ¥ &
should make participantbelieve that cryptocurrencies will yield them a high return

ontheir investmentmeanwhile the POC survey should make participhpteve that
cryptocurrencies will not yield them a high return on their investmand the results

show that the intervention influenced th&J: NJi A OA LI y (a5 @xpdcl8dND S LIG A 2 vV &
Therefoe, the BOC intervention had a greater impact than tROC intervention

regarding the participantselieving that cryptocurrencies will yield them a high return

on their investment ashe mean change was higher fBOC tharPOC.

4.4.3 Financial Gainsf Cryptocurrencies Overview

From these 2 questions on thH@mancial gain®f cryptocurrencies, it can be derived
that most of the participants on average perceivbdt it is possible to make financial
gains from cryptocurrencies and thtitey will increase in valuim the future,before
taking part inthe survey. Looking at theyalues of the-testsin the BOC group, it can
be stated thatonly VAR 5.2vas significantlyinfluenced by theintervention and
caused a significant difference the before and after response&ooking at the p
values of the-testsin the POC groujit, can be stated that none of the variables were
significantly influenced by the intervention, therefore, caused an insignificant
difference in all the before and aft responsesThere was a significant difference in
the changed perceptions following the intervention in the BOC sumviere theBOC
survey had a greater impact on the participarfisancial gainperceptions of
cryptocurrencies than th€OC survey. Ovall, before and after the intervention the
participants perceivethat it is possible to make financial gains from cryptocurrencies
and that they will increase in value in the futuaed were influenced as expected

according to the intervention they werexposed to, and this is presented in fig4r®
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below.
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intervention

4.5 Sustainability of Cryptocurrencies

This section will analyze thed- NI A OA LI y i anQthe IsiSthilaSilingliok 2 y &
cryptocurrencies and how their survey responses have changed from before and after
the intervention. The survey questions that correspond to the sustainability of

cryptocurrencies are the same for both surveys and are as follows:

- Cryptoarrencies have the potential to positively contribute to an
environmentally friendly and sustainable soCi@fARG.1)

- Cryptocurrency mining has a negative impact on humahifR6.2)

A pairedt-test is used to determine whether the intervention made gngficant
difference in the sustainability perceptions of cryptocurrencies. Tests were done
individually for each question to determine the differences in sustainability

perceptions.
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4.5.1 Cryptocurrencies have the potential to positively contribute to an

environmentally friendly and sustainable society (VAR 6.1)

The mean value for the questiditryptocurrencies have the potential to positively
O2yiNRGdziS (2 Iy SY@ANBYYSY (VAR B.BpefGfNA Sy Rt & | v
the interventionfor the BOC gpup had a mean value 6f72and the PO@rouphad

7.34. This indicates that the participants of both survegtieve that cryptocurrencies

have the potential to positively contribute to an environmentally friendly and

sustainable societio a greater exant.

Following the intervention in the BOC survey, the mean increased ér@2ito 7.34

(+062) and presented a-palue 0f0.0356 indicating asignificant difference. This is a

positive change in the perceptions of cryptocurrencies and implies that fimifptthe

intervention, the participants believe thatryptocurrencies have the potential to

positively contribute to an environmentally friendly and sustainable society e

they didbefore conducting the surveyrollowing the intervention in the POC survey,

the mean decreased from.34to 6.02(-1.32) and presented a-palue 0f0.003532

indicating asignificant difference. This is a negative change in the perceptions of
cryptocurrencies and implies that followmg the interventionthe participants believe

that cryptocurrencies have the potential to positively contribute to an
environmentally friendly and sustainable society less than they did before conducting

the survey Therefore, the stimulus had the antictea impact onLJ- NIi A OA LJ y (a4 Q
perceptionsas the BOC survey should make participants betieaecryptocurrencies

will positively contribute to an environmentally friendly and sustainable society

meanwhile the POC survey should make participants believediyatocurrencies

will negatively contribute to an environmentally friendly and sustainable soeiedy

the results show that the intervention influenced thell NIi A OA LI y iasQ LISNIDS LI .
expected. Therefore, thd’POC intervention had a greater impact thahe BOC

intervention, regarding th&J- NIi A OA LJI Y iih tha crypiSdNdeScleXinave the

potential to positively contribute to an environmentally friendly and sustainable

society as thenean change was higher fBOC tharBOC.
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4.5.2 Cryptocurrency minindghas a negative impact on humanity (VAR 6.2)

The mean value for the questiaieryptocurrency mining has a negative impact on
humanity (VAR 6.2pefore the interventionfor the BOC group had a mean value of
5.52and the PO@rouphad4.52 This indicates tht the participants of both surveys
believe thatcryptocurrency mining does have a negative impact on humanity to a

noteworthy extent.

Following the intervention in the BOC survey, the mdanreasedrom 5.52t0 5.30
(-0.22 and presented a-palue 0f0.5093 indicating a insignificant difference. This

is a positive change in the perceptions of cryptocurrencies and implies that following
the intervention, the participants believe that cryptocurrgneining has anore
positive impact on humanitythan bdore. Following the intervention in the POC
survey, the mearincreasedfrom 4.52to 5.75 (+1.23 and presented a-palue of
0.004279 indicating a significant difference. This is a negative change in the
perceptions of cryptocurrencies and implies thatldeling the intervention, the
participants believe that cryptocurrency mining has larger negative impact on
humanity than before Therefore, the stimulus had the anticipated impact on
LI NI A OA LI vy (ias the RAE NIDV@Y 3Iduld yhake participardleve that
cryptocurrency mining haspositiveimpact on humanitymeanwhile the POC survey
should makeparticipantsbelieve that cryptocurrency mining haslager negative
impact on humanityand the results show that the intervention influenced the
partiOA LI y (i & Q akXxpeticsil Thekeforg, &HROC intervention had a greater
impact than the BOC intervention regarding the participantselieving that
cryptocurrency mining has a negative impact on humaagythe mean change was
higher forPOC tharBOC.

4.5.3 Sustainabilityof Cryptocurrencies Overview

From these 2 questions on thmustainabilityof cryptocurrencies, it can be derived
that most of the participants on average perceived th@fptocurrencyis sustainable

to a greater extenbefore taking part in the survey. Looking at thegdues of the-
testsin the BOC group, it can be statedttonly VARS.1was significantly influenced

by the intervention and caused a significant difference in the before and after

responses. Looking at theyalues of thet-testsin the POC group, it can be stated
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that both VAR 6.1 and VAR 6.2 wesignificanty influenced by the interventign
thereforecausnga significant difference in the before and after responses. There was
a significant difference in the changed perceptions following the intervention in the
POC survey, where théOC survey had a greatémpact on the participants
sustainability perceptions of cryptocurrencies than thBOC surveyas the POC
intervention caused a significant difference in bajhestions Overall, before and
after the intervention the participants perceivearyptocurrencies as being
sustainableand were influenced as expected according to the intervention they were

exposed to, and this is presented in figuré€ below.

Video

Benefits

Problems

mean_score
S

VAR_6.1 VAR_6.2
Question

Figure4.6- Meanscores d osustainability ofcryptocurrencies after the

intervention

4.6 Perceived Risks of Cryptocurrencies

This section will analyze theJr NIi A OA LJ- y (i énCthe IpiSceile8 tidhsi 2 v &
cryptocurrencies and how their survey responses have changed from before and after
the intervention. The survey questions that correspond to the perceived risks of

cryptocurrencies are the same for both surveys and are as follows:
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- | feel at risk sincecannot touch or feel cryptocurrenci@sAR7.1)

- | am concerned about the potential of ragyptocurrery being stolerfVAR
7.2)

- The use of cryptocurrencies exposes me to a genergV/dkr.3)

- If I use cryptocurrencies, hackers may be able to readamgdction history
(VAR 7.4)

A pairedt-test is used to determine whether the intervention made a significant
differencein the perceived risk perceptions of cryptocurrencies. Ttests were done
individually for each question to determine the differescen perceived risk

perceptions.

4.6.1 |feel atrisk since | cannot touch or feel cryptocurrencies (VAR 7.1)

The mean value for the questiod feel at risk since | cannot touch or feel
cryptocurrencies (VAR 7.1pefore the interventionfor the BOC group had mean
value of3.84and the PO@roup had 4. This indicates that the participants of both
surveysdo not feel at risk because they cannot touch or feel cryptocurrencies to a

greater extent.

Following the intervention in the BOC survey, the mdanreasedrom 3.84to 3.44
(-0.4) and presented apalue 0f0.3183 indicating a insignificant differenceThis is

a positive change in the perceptions of cryptocurrencies and implies that following
the intervention, the participantdeel at less riskhat they cannot touch or feel
cryptocurrenciesmore than they did before conducting the survey. Followihg t
intervention in the POC survey, the mearcreasedfrom 4 to 4.85 (+0.85 and
presented a pvalue of 0.07416 indicating a insignificant difference. This is a
negative change in the perceptions of cryptocurrencies and implies that following the
intervention, the participantsfeel at more risk as they cannot touch or feel
cryptocurrencies, mor¢han they did before conducting the survey. Therefore, the
stimulus had the anticipated impact drl NIi A OA LJ- v (iad e BOS NU/EyLIG A 2 ¥ &
should make particignts feel at less risk as they cannot touch or feel
cryptocurrenciesmeanwhile the POC survey should make participed$ at more

risk as they cannot touch or feel cryptocurrencesd the results show that the
intervention influenced the.J- NIi A Qdrdeptighsasie®pected. Therefore, the POC
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intervention had a greater impact than the BOC intervention, regarding the
participantsfeeling at risk as they cannot touch or feel cryptocurrenciethasnean
change was higher for POC than BOC.

4.6.2 | am concernd about the potential of my cryptocurrency being stolen
(VAR 7.2)

The mean value for the questiod am concerned about the potential of my
cryptocurrency being stolérfVAR 7.2pefore the interventiorfor the BOC group had

a mean value 05.24 and the PO@rouphad5.81 This indicates that the participants
of both surveysare concerned about their cryptocurrency being stolem a

noteworthy extent.

Following the intervention in the BOC survey, the mean deeg&®m 52410 4.54
(-0.7) and presented a-palue 0f0.04064 indicating a significant difference. This is a
positive change in the perceptions of cryptocurrencies and implies that following the
intervention, the participantsare less concerned about thpotential of their
cryptocurrencybeing stolen than before. Following the intervention in the POC
survey, the mearincreasedfrom 5.81to 6.94 (+113) and presented a-palue of
0.002621 indicating a significant differencelhis is a negative change ihet
perceptions of cryptocurrencies and implies that following the intervention, the
participantsare more concerned about the potential of their cryptocurrency being
stolen than before. Therefore, the stimulus had the anticipated impact on
LJ- NJi A O Adepitighsas the BOIS survey should make participdess concerned
about the potential of their cryptocurrency being stolameanwhile the POC survey
should make participantsmore concerned about the potential of their cryptocurrency
being stolenand the esults show that the intervention influenced thell NIi A OA LI y (G & Q
perceptionsas expected. Therefore, the POC intervention had a greater impact than
the BOC intervention regarding the participab&ing concerned about the potential

of their cryptocurrency bieg stolenas the mean change was higher for POC than BOC.

4.6.3 The use of cryptocurrencies exposes me to a general risk (VAR 7.3)

The mean value for the questi@the use of cryptocurrencies exposes me to a general

riske (VAR 7.3pefore the interventionfor the BOC group had a mean value4o88
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and the PO@roup had 5.56 This indicates that the participants of both surveys

believe that the use of cryptocurrencies somewhat exposes them to a general risk.

Following the interventiorin the BOC survey, the mean decreased fraBBto 4.26

(-0.62) and presented a-palue 0f0.048 indicating a significant difference. This is a

positive change in the perceptions of cryptocurrencies and implies that following the

intervention, the partigpants believe thathe use of cryptocurrencies expasthem

to asmallergeneral riskhan before.Following the intervention in the POC survey,

the meanincreased fronb.56t0 6.79(+1.23) and presented ayalue d 0.0009264

indicating a significant fference. This is a negative change in the perceptions of
cryptocurrencies and implies that following the intervention, the participdmgseve

that the use of cryptocurrencies expose¢hem to a biggegeneral riskhan before

Therefore, the stimulus hatthe anticipated impactohJ- NI A OA LI v (asitlez LIS NO S LJG A 2
BOC survey should make participapetievethat the use of cryptocurrencies expase

them to a smallegeneral riskmeanwhile the POC survey should make participants

believethat the use of cryptocurrencies expastaem to abiggergeneral riskand the

results show that the intervention influenced theJ: NIi A OA LI y G asQ LIS NO S LJG
expected. Therefore, the POC intervention had a greater impact than the BOC

intervention regarding theparticipantsbelieving that the use of cryptocurrencies

expose themto a general rislas the mean change was higher for POC than BOC.

4.6.4 If | use cryptocurrencies, hackers may be able to read my transaction
history (VAR 7.4)

The mean value for the questidiif | use cryptocurrencies, hackers may be able to
read my transaction histog(VAR 7.4before the interventiorfor the BOC group had
a mean value 05.2and the PO@rouphad5.17. This indicates that the participants
of both surveydelieve thatif they use cryptocurrencies, hackers may be able to read

their transaction history to a noteworthy extent.

Following the intervention in the BOC survey, the mean decreased from 8.28¢

0.92) and presented a{palue 0f0.01278 indicating a significant fiérence. This is a
positive change in the perceptions of cryptocurrencies and implies that following the
intervention, the participants believe thaft they use cryptocurrencieshey are less

vulnerable to hackers being able to read their transactiomndmnsthan they didbefore
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participating in the surveyFollowing the intervention in the POC survey, the mean

increasedrom 5.17to 558 (+0.42 and presented a-alue 0f0.1845 indicating &

insignificant difference. This is a negative change in the perceptions of
cryptocurrencies and implies that following the intervention, theticipantsbelieve

that if they use cryptocurrencies, they are more vulnerable to hackers being able to

read their ransaction historythan they did before participating in the survey

Therefore, the stimulus had the anticipated impactlah NI A OA LI y (asitl2 LIS NO S LJ( A 2
BOC survey should make participabtdievethat if they use cryptocurrencies, they

are less vulnetale to hackers being able to read their transaction histamganwhile

the POC survey should make participabidievethat if they use cryptocurrencies,

they are more vulnerable to hackers being able to read their transaction hiataty

the results showthat the intervention influenced thelJ- NIi A OA LI y GasQ LIS NDS LJG
expected. Therefore, théBOC intervention had a greater impact than tfR©C

intervention regarding the participantselieving that if they use cryptocurrencies,

hackers can read their transon history as the mean change was higher 80C

than PCC.

4.6.5 Perceived Risk of Cryptocurrencies Overview

From these4 questions on theperceived risk®f cryptocurrencies, it can be derived
that most of the participants on averagesre notveryconcerned with the stated risks
of cryptocurrenciedbefore taking part in the survey. Looking at thegdues of thd-
testsin the BOC group, it can be stated that VAR VAR 7.3, and VAR %uére
significantly influenced by the intervention and causedignificant difference in the
before and after responses. Looking at theadues of tha-testsin the POC group, it
can be stated thatVAR 7.2and VAR7.3 were significantly influenced by the
intervention, therefore causing a significant difference tire before and after
responses. There was a significant difference in the changed perceptions following the
intervention in theBOC survey, where thBOC survey had a greater impact on the
participants perceived riskof cryptocurrencies than théOC surgy, as theBOC
intervention caused a significant differenae more questions than the POC survey.
Overall, before and after the intervention the participautigl not perceive thestated

risks of cryptocurrencies asdetermining factors in adopting and using
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cryptocurrencieand were influenced as expected according to the intervention they

were exposed to, and this is presented in figdrébelow.
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Figure4.7 - Meanscores @ dperceivedrisks ofcryptocurrencies after the

intervention
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5 Conclusion

5.1 Outcomes Limitations, and Recommendations
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altered when they are exposed to positive and negatimgtocurrency information,

there were several limitations that could have influenced the findings of this paper,

which should be considered in further research and will be briefly described. Firstly,

67% of the survey participants owned cryptocurrenciebare had experience with
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them in the past. The participants that already had previous experience with
cryptocurrencies are more likely to not be as influenced by the intervention, as they
have assessed the risks of cryptocurrencies before adopting theeanwhile
participants that did not previously own cryptocurrencies, nor had any previous
experience with them are more likely to be influenced by the intervention, due to the
lack of knowledge of cryptocurrencies and their attributes. Therefore, futureares
should focus on having fewer participants owning cryptocurrencies, to determine how
the cryptocurrency perceptions of legknowledgeable participants can be impacted.
Secondly, this thesis did not determine which of the particip@msrceptions
(vaiiables) were impacted the most by the intervention. This can be done with the use
of a powertest, which would identify which variable shows the greatest significant
difference in the before and after perceptions and should be considered in future
research Thirdly, the sample size of 100 participants is relatively small when
attempting to analyze changes in perceptions, as a larger and more representative

sample size would eliminate outliers, provide more accurate data, leading to a better

understandingoK 2 ¢ LJS2 LI SQ& LISNOSLIWiA2ya .2F ONE LI 2 OdzNJ
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List of Abbreviations

BOC Benefits of Cryptocurrencies

POC; Problems of Cryptocurrencies
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Appendices

Appendix A:Excel file containing analysis and results of the survey

responses

https://www.dropbox.com/scl/fi/twlr9k4nb4i860g3xiiya/B-FinatSurvey
Results.xlsx?dI=0&rlkey=4jzacgagca2h4yf015t6ix606

Appendix B:Benefits of Cryptocurrencies (intervention video)

https://youtu.be/nTo4iQYQuPs

Appendix CProblems of Cryptocurrencies (intervention video)

https://youtu.be/5-UO1t5EU90
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Appendix DT-test of survey results

Problems of cryptocurrencies: effect before vs after
VAR_ 2.1

pander(t.test(paired = T, p$VAR_2.1 b, p$VAR_2.1_a))

Table 1: Paired t-test: p$VAR_2.1_b and p$VAR_2.1_a

Test statistic df P value Alternative hypothesis mean of the differences
1.966 47 0.05527 two.sided 0.6458
VAR_ 2.2

pander(t.test(paired = T, p$VAR_2.2_ b, p$VAR_2.2_a))

Table 2: Paired t-test: p$VAR_2.2_b and p$VAR_2.2_a

Test statistic df P value Alternative hypothesis mean of the differences
1.323 49 0.192 two.sided 0.38
VAR_ 2.3

# Significant difference
pander(t.test(paired = T, p$VAR_2.3_b, p$VAR_2.3_a))

Table 3: Paired t-test: p$VAR_2.3_b and p$VAR_2.3_a (continued

below)
Test statistic df P value Alternative hypothesis
2.621 49 0.01164 * two.sided

mean of the differences

0.86

73



IMIODUL viEnNA
WINIVERSITY

AR PRIVATE UNIVERSITY

VAR_ 3.1

# Significant difference
pander(t.test(paired = T, p$VAR_3.1_b, p$VAR_3.1_a))

Table 5: Paired t-test: p$VAR_3.1_b and p$VAR_3.1_a (continued

below)
Test statistic df P value Alternative hypothesis
-2.482 49 0.01654 * two.sided

mean of the differences
-0.96

VAR_ 3.2

pander (t.test(paired = T, p$VAR_3.2_b, p$VAR_3.2_a))

Table 7: Paired t-test: p$VAR_3.2_b and p$VAR_3.2_a

Test statistic df P value Alternative hypothesis mean of the differences
1.745 48 0.08742 two.sided 0.5918
VAR_3.3

pander (t.test(paired = T, p$VAR_3.3_b, p$VAR_3.3_a))

Table 8: Paired t-test: p$VAR_3.3_b and p$VAR_3.3_a

Test statistic df P value Alternative hypothesis mean of the differences

1.64 49 0.1074 two.sided 0.42
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VAR_ 4.1

pander (t.test (paired T, p$VAR_4.1 b, p$VAR_4.1_a))

Table 9: Paired t-test: p$VAR_4.1_b and p$VAR_4.1_a (continued
below)

Test statistic df P value Alternative hypothesis
-3.638 49 0.0006601 * * * two.sided

mean of the differences

-1.58

VAR_4.2

# Significant difference
pander (t.test (paired T, p$VAR_4.2_b, p$VAR_4.2_a))

Table 11: Paired t-test: p$VAR_4.2_b and p$VAR_4.2_a

Test statistic df P value Alternative hypothesis mean of the differences
1.629 49 0.1096 two.sided 0.66
VAR_ 5.1

pander (t.test (paired T, p$VAR_5.1 b, p$VAR_5.1_a))

Table 12: Paired t-test: p$VAR_5.1_b and p$VAR_5.1_a

Test statistic df P value Alternative hypothesis mean of the differences
1.65 47 0.1055 two.sided 0.4167
VAR_5.2

pander (t.test(paired = T, p$VAR_5.2_b, p$VAR_5.2_a))

Table 13: Paired t-test: p$VAR_5.2_b and p$VAR_5.2_a

Test statistic df P value Alternative hypothesis mean of the differences
0.6726 49 0.5043 two.sided 0.18
VAR_6.1

# Significant difference
pander (t.test (paired T, p$VAR_6.1_b, p$VAR_6.1_a))
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Table 14: Paired t-test: p$VAR_6.1_b and p$VAR_6.1_a (continued
below)

Test statistic df P value Alternative hypothesis
3.065 49 0.003532 * * two.sided

mean of the differences

1.2

VAR_ 6.2

# Significant difference
pander (t.test(paired = T, p$VAR_6.2_b, p$VAR_6.2_a))

Table 16: Paired t-test: p$VAR_6.2_b and p$VAR_6.2_a (continued

below)
Test statistic df P value Alternative hypothesis
-2.996 49 0.004279 * * two.sided

mean of the differences

-1.12

VAR_T7.1

pander (t.test(paired = T, p$VAR_7.1_b, p$VAR_7.1_a))

Table 18: Paired t-test: p$VAR_7.1_b and p$VAR_7.1_a

Test statistic df P value Alternative hypothesis mean of the differences
-1.825 49 0.07416 two.sided -0.82
VAR_ 7.2

# Significant difference
pander (t.test(paired = T, p$VAR_7.2_b, p$VAR_7.2_a))

Table 19: Paired t-test: p$VAR_7.2_b and p$VAR_7.2_a (continued

below)
Test statistic df P value Alternative hypothesis
-3.171 49 0.002621 * * two.sided
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